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Preface

This documentation describes how to configure and use the iWay Integration Solution for
HIPAA. It is intended for developers to enable them to parse, transform, validate, store, and
integrate health care information into the existing enterprise and pass information
electronically, to partners, in HIPAA-mandated format.

Note: This Release 7.0.x content is currently being updated to support iWay Release 8.0.x
software. In the meantime, it can serve as a reference for your use of iWay Release 8. If you
have any questions, please contact Customer_Success@ibi.com.

How This Manual Is Organized

This manual includes the following chapters:

Chapter/Appendix Contents

1 Introducing the iWay Describes the mandate of the Health Insurance

Integration Solution for HIPAA | Portability and Accountability Act (HIPAA) and how
the components of the iWay Integration Solution for
HIPAA streamline the flow of information between
health care partners. Provides a roadmap to
information on other products used with the iWay
Integration Solution for HIPAA.

2 Deployment Information for Describes the iWay products used with your iWay
Your iWay Integration Integration Solution for HIPAA and provides a
Solution roadmap to full information on those products.

Introduces the concept of a channel for the
construction of a message flow in iWay Service

Manager.
3 Configuring the EDI Activity Describes how to configure the EDI Activity Driver
Driver using iWay Service Manager.
4 Working With HIPAA Inbound Describes how to work with HIPAA inbound and
and Outbound Applications outbound applications using iWay Integration Tools

Using iWay Integration Tools (ilT).
(ilT)

iWay Integration Solution for HIPAA User's Guide
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Documentation Conventions

Chapter/Appendix Contents
5 Inbound Processing: HIPAA to | Includes an overview of the iWay business
XML components and processing steps in a basic
inbound message flow. The message flow converts
a document from HIPAA format to XML format. Also
includes instructions for configuring a basic inbound
message flow.
6 Outbound Processing: XML to | Includes an overview of the iWay business
HIPAA components and processing steps in a basic
outbound message flow. The message flow
converts a document from XML format to HIPAA
format. Also includes instructions for configuring a
basic outbound message flow.
A Ebix-Supported Transaction Describes the HIPAA transaction sets supported by
Sets the iWay Integration Solution for HIPAA in the Ebix
files supplied with the product.
B Using iWay Integration Tools Describes how to use iWay Integration Tools (ilT) to
to Configure an Ebix for configure an e-Business Information Exchange (Ebix)
HIPAA file for HIPAA.
C Using HIPAA Special Register | Describes the Special Register (SREG) types that

(SREG) Types

are created during HIPAA to XML transactions and
997/999 creation.

D Using HIPAA Separators and
Terminators

Includes a list of separators and terminators that
are allowed.

E Sample HIPAA Files Includes a sample HIPAA input document in
Electronic Data Interchange (EDI) format, output
XML document, and a 997 Functional
Acknowledgment that results from inbound
processing.
F Tutorial: Adding a Detail Line | Provides a tutorial that describes how to add a
Counter to a Purchase Order detail line counter, such as a variable, to a
Transform purchase order transform.

Documentation Conventions

The following table describes the documentation conventions that are used in this manual.
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Convention Description

THIS TYPEFACE or Denotes syntax that you must enter exactly as shown.
this typeface

this typeface Represents a placeholder (or variable), a cross-reference, or an
important term. It may also indicate a button, menu item, or dialog
box option that you can click or select.

underscore Indicates a default setting.
Key + Key Indicates keys that you must press simultaneously.
{} Indicates two or three choices. Type one of them, not the braces.

| Separates mutually exclusive choices in syntax. Type one of them,
not the symbol.

Indicates that you can enter a parameter multiple times. Type only
the parameter, not the ellipsis (...).

Indicates that there are (or could be) intervening or additional
commands.

Related Publications
Visit our Technical Documentation Library at http://documentation.informationbuilders.com. You
can also contact the Publications Order Department at (800) 969-4636.

Customer Support
Do you have any questions about this product?

Join the Focal Point community. Focal Point is our online developer center and more than a
message board. It is an interactive network of more than 3,000 developers from almost every
profession and industry, collaborating on solutions and sharing tips and techniques. Access
Focal Point at http://forums.informationbuilders.com/eve/forums.

iWay Integration Solution for HIPAA User's Guide 9
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Help Us to Serve You Better

You can also access support services electronically, 24 hours a day, with InfoResponse
Online. InfoResponse Online is accessible through our website, http://
www.informationbuilders.com. It connects you to the tracking system and known-problem
database at the Information Builders support center. Registered users can open, update, and
view the status of cases in the tracking system and read descriptions of reported software
issues. New users can register immediately for this service. The technical support section of
http://www.informationbuilders.com also provides usage techniques, diagnostic tips, and
answers to frequently asked questions.

Call Information Builders Customer Support Services (CSS) at (800) 736-6130 or (212)
736-6130. Customer Support Consultants are available Monday through Friday between 8:00
a.m. and 8:00 p.m. EST to address all your questions. Information Builders consultants can
also give you general guidance regarding product capabilities and documentation. Please be
ready to provide your six-digit site code number (xxxx.xx) when you call.

To learn about the full range of available support services, ask your Information Builders
representative about InfoResponse Online, or call (800) 969-INFO.

Help Us to Serve You Better
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To help our consultants answer your questions effectively, be prepared to provide
specifications and sample files and to answer questions about errors and problems.

The following tables list the environment information our consultants require.

Platform

Operating System

0S Version

JVM Vendor

JVM Version

The following table lists the deployment information our consultants require.

Adapter Deployment For example, JCA, Business Services Provider, iWay
Service Manager

Container For example, WebSphere

Information Builders
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Version

Enterprise Information System
(EIS) - if any

EIS Release Level

EIS Service Pack

EIS Platform

The following table lists iWay-related information needed by our consultants.

iWay Adapter

iWay Release Level

iWay Patch

The following table lists additional questions to help us serve you better.

Request/Question Error/Problem Details or Information

Did the problem arise through
a service or event?

Provide usage scenarios or
summarize the application that
produces the problem.

When did the problem start?

Can you reproduce this
problem consistently?

Describe the problem.

Describe the steps to
reproduce the problem.

Specify the error message(s).

iWay Integration Solution for HIPAA User's Guide 11



User Feedback

Request/Question Error/Problem Details or Information

Any change in the application
environment: software
configuration, EIS/database
configuration, application, and
so forth?

Under what circumstance does
the problem not occur?

The following is a list of error/problem files that might be applicable.
Input documents (XML instance, XML schema, non-XML documents)
Transformation files

Error screen shots

Error output files

Trace files

Service Manager package to reproduce problem

Custom functions and agents in use

Diagnostic Zip

L U U o U v dJ o U

Transaction log

For information on tracing, see the iWay Service Manager User's Guide.

User Feedback
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In an effort to produce effective documentation, the Technical Content Management staff
welcomes your opinions regarding this document. Please use the Reader Comments form at
the end of this document to communicate your feedback to us or to suggest changes that will
support improvements to our documentation. You can also contact us through our website,
http://documentation.informationbuilders.com/connections.asp.

Thank you, in advance, for your comments.

Information Builders
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Information Builders Consulting and Training

Interested in training? Information Builders Education Department offers a wide variety of
training courses for this and other Information Builders products.

For information on course descriptions, locations, and dates, or to register for classes, visit
our website (http;//education.informationbuilders.com) or call (800) 969-INFO to speak to an
Education Representative.

iWay Integration Solution for HIPAA User's Guide 13
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Introducing the iWay Integration

Chapter )
Solution for HIPAA

The iWay Integration Solution for HIPAA transforms HIPAA documents into standard XML
format, or transforms XML representations into HIPAA format.

This section provides an overview of HIPAA and describes the features that are provided
by the iWay Integration Solution for HIPAA.

In this chapter:

4 The HIPAA Mandate

4 Promoting HIPAA Compliance and Integration

.d  Features of the iWay Integration Solution for HIPAA
1

HIPAA Information Roadmap

The HIPAA Mandate

The U.S. Congress enacted the Health Insurance Portability and Accountability Act (HIPAA) to
reform the health insurance market. HIPAA requires national, uniform standards for the
electronic transmission of health care information to simplify the health care administration
and financial processes.

The iWay Integration Solution for HIPAA, based on these standards, promotes the integration
of over 200 enterprise data and application systems.

The Health Insurance Portability and Accountability Act of 1996 (Public Law 104-191, known as
HIPAA) includes a provision for Administrative Simplification. This provision required the
Secretary of the Department of Health and Human Services to adopt standards to support the
electronic exchange of administrative and financial health care transactions, primarily between
health care providers and health care plans.

HIPAA mandates the adoption of standards for such transactions and defines specifications for
implementing each standard. The iWay Integration Solution for HIPAA is based on the addenda
version of HIPAA 004010, which was released in October, 2002, and is referred to as
004010A1.

iWay Integration Solution for HIPAA User's Guide 15



The HIPAA Mandate

Achieving Administrative Simplification

Administrative Simplification means adopting uniform business practices (billing, computer
systems, and communication) so that providers and payers can easily interact through one
another's proprietary systems.

The Administrative Simplification provisions of HIPAA standardize forms and methods of
completing claims, and other payment-related documents, and assign a universal identifier to
health care providers. These provisions serve to increase computer use and efficiency when
exchanging health care information.

HIPAA addresses the following areas of Administrative Simplification:

- Electronic Data Interchange (EDI) is the electronic transfer of information between trading
partners in a standard format. It enables partners to exchange information and transact
business quickly and efficiently. HIPAA includes standard electronic formats for
transactions such as enrollment, eligibility, payment and remittance advice, claims, health
plan premium payments, health claim status, and referral certification and authorization.

- Code sets include data elements that uniformly document why patients are seen and what
treatment (procedures) they receive during health care encounters.

- Identifiers are numbers that identify health care providers, health plans, employers, and
individuals (patients). These identifiers simplify administrative processes such as referrals
and billing, improve accuracy of data, and reduce costs.

Jd Security refers to the mandatory standards developed and adopted for all health plans,
clearing houses, and providers. Everyone involved in the health care industry is required to
comply at all stages of transmission and storage of health care information. This
compliance ensures the integrity and confidentiality of the records at all phases of the
process.

- Privacy refers to standards that define appropriate and inappropriate disclosures of
individually identifiable health information and protection of patient rights.

The benefits of Administrative Simplification include:
- Lowered administrative costs

Enhanced accuracy of data and reports
Increased customer satisfaction

Reduced cycle time

L U U L

Improved cash management
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1. Introducing the iWay Integration Solution for HIPAA I

Promoting HIPAA Compliance and Integration

The iWay Integration Solution for HIPAA enables health care providers to integrate internal
patient care and financial systems with external trading partner systems, in compliance with
the HIPAA mandate. It enables secure and auditable business-to-business processes and
information exchange regardless of document format.

The iWay Integration Solution for HIPAA:

.4 Enables applications to receive and publish HIPAA transactions across TCP/IP, HTTP, and
IIOP networks.

.d Shares the iWay e-Business Information Exchange (Ebix) framework. An Ebix provides an
archiving executable solution for e-business metadata components, which allows
integration with iWay Service Manager. The iWay Integration Solution for HIPAA uses the
metadata in the Ebix that is compliant with the HIPAA standard for all document
processing.

d Establishes a common development environment inside multiple message brokers and
application servers including IBM WebSphere Business Integration Message Broker,
Microsoft Commerce Server, Microsoft BizTalk Server, and Oracle 9iAS.

Legacy Integration

The iWay Integration Solution for HIPAA supports over 200 enterprise data and application
systems, simplifying and accelerating HIPAA compliance regardless of the diversity of the back-
end environment. It integrates legacy applications that use different platforms, operating
systems, and databases, as well as software used by facilities such as reference labs and
imaging centers. It allows users with different communication protocols, APIs, front-end
environments, and security frameworks to communicate, without requiring custom coding.

Legacy applications typically include CICS, VSAM, or IMS. The move to distributed computing
has resulted in disparate applications based on AS/400, HP3000, and UNIX, such as MUMPS,
Ingres, and Informix, which are supported in the integration solution. The iWay Integration
Solution for HIPAA also protects your investment in packaged Customer Relationship
Management (CRM), Enterprise Resource Planning (ERP), and Supply Chain Management
(SCM) applications.

Features of the iWay Integration Solution for HIPAA

The standards-based iWay Integration Solution for HIPAA reduces the amount of effort it takes
to integrate HIPAA documents with your internal enterprise applications and third-party trading
partners. It includes conversion and validation of documents from HIPAA to XML format,
making it easy to include HIPAA documents in your XML-based integration projects.

iWay Integration Solution for HIPAA User's Guide 17



HIPAA Information Roadmap

Features of the iWay Integration Solution for HIPAA include:

. Integration with iWay Service Manager to provide bi-directional (synchronous and
asynchronous) conversion of HIPAA formats and XML. Interactions between application
servers, integration brokers, third-party software packages, and messaging services are
also supported.

d Integration with iWay Trading Partner Manager to provide routing, custom transformation by
document, and other value-added features.

. Integration with more than 200 other information assets, including J2EE-based back-office
systems; data structures such as DB2, IMS, VSAM, and ADABAS; and front-office systems
based on Sybase.

4 Integration with leading application servers, integration brokers, and development
environments. Supported software platforms include BEA WebLogic, IBM WebSphere, Sun
Java Enterprise System, and Oracle Application Server.

.4 Out-ofthe-box support for HIPAA ANSI X12 4010A1 transaction sets. For details on the
supported transaction sets, see Ebix-Supported Transaction Sets on page 147.

d Reusable framework for parsing, transforming, and validating HIPAA documents without the
need to write custom code.

- Data dictionary approach that facilitates HIPAA-to-XML transformations. The iWay
Integration Solution for HIPAA uses dictionaries to transform data from HIPAA format to any
other format, or from any format to HIPAA format. It supports flat files, comma-delimited
files, popular relational database formats, XML, and more.

d Pre-built data dictionaries, XML schemas, transformation templates, and rule files for
automatic transformation and validation of input and output documents.

HIPAA Information Roadmap
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The following table lists the location of deployment and user information for products used with
the iWay Integration Solution for HIPAA.

Product For more information, see...

iWay Service Manager Chapters 3, 4, 5, and 6 of this guide

iWay Service Manager User's Guide

Information Builders



1. Introducing the iWay Integration Solution for HIPAA I

Product For more information, see...

iWay Transformer iWay Transformer User's Guide

iWay Integration Tools (ilT) Designer iWay Integration Tools Designer User’s
Guide

iWay Integration Tools (ilT) Designer (previously known as iWay Designer) is a GUI tool that is
delivered as a plugin with ilT. For more information, see the iWay Integration Tools Designer
User's Guide.

iWay Integration Solution for HIPAA User's Guide 19
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Deployment Information for Your iWay

Chapter ) )
Integration Solution

This topic describes the iWay products used with your iWay Integration Solution for HIPAA
and provides a roadmap to full information on those products.

It also introduces the concept of a channel for the construction of a message flow in
iWay Service Manager.

In this chapter:

4 iWay Products
4 Using a Channel to Construct a HIPAA Message Flow

.4 Components of the iWay Integration Solution for HIPAA

iWay Products
Your iWay integration solution works in conjunction with one or more of the following products:
4 iWay Service Manager

4 iWay Transformer

iWay Service Manager

iWay Service Manager is an open transport service bus that provides graphical tools to create
sophisticated integration services without writing custom integration code by:

- Using metadata from target applications
.4 Transforming and mapping interfaces
4 Managing stateless processes

Its capability to manage complex integration interactions makes it ideally suited to be the
foundation of a service-oriented architecture.

For more information, see the IWay Service Manager User's Guide.
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iWay Transformer

22

iWay Transformer is a rule-based data transformation tool that converts an input document of
one data format to an output document of another data format or structure. The easy-to-use
graphical user interface and function tool set facilitate the design of transform projects that
are specific to your requirements.

For more information, see the iWay Transformer User's Guide.

Understanding Pipelined Transformations

A standard transformation process builds an internal output tree in order to manipulate the
tree structure for complex transformations. However, this is not always necessary if the
transformation requires only one-to-one mapping.

The definition of one-to-one mapping is that every input will be transformed to the
corresponding output document and no function or explicit configuration will be used for the
data (or tree) manipulation. If these conditions are met, then very fast and memory effective
transformation can be achieved.

A pipelined transformation process is an implementation of one-to-one mapping, which is
currently available for HIPAA to XML transformations. The current pipelined process will be
enhanced to provide support for both directions for the formats that are listed in the following
table.

Format Non-XML > XML Pipeline XML > Non-XML Pipeline

HIPAA Yes Yes

Since pipelining will be available in both directions, it has been decided to add the pipelined
transformation process as an option when running transformations for Ebix components. Ebix
components will:

d Use one set of metadata for pipelined and standard transformations.

- Have a flag for the run time mode of the transformation process, either Standard (default)
or Pipelined.

Output Node Name

Since the pipelined transformation process does not read mapping definitions, output node
names are formatted from the data dictionary. The name pattern for the node is identical to
the one used to build Ebix metadata, known as long_names, which also depends on the data
format being used.

Information Builders



2. Deployment Information for Your iWay Integration Solution I

For more information on using pipelined transformations, see the iWay Transformer User's
Guide.

Error Handling

The error handling functionality is identical to the standard transformation process.

ilT Designer

The capability of graphically visualizing a business process is a powerful and necessary
component of any e-Business offering. ilT Designer, a Windows-based design-time tool,
provides a visual and user-friendly method of creating a business process, also called a
process flow. Through a process flow, you control the sequence in which tasks are performed
and the destination of the output from each task.

For more information, see the iWay Integration Tools Designer User's Guide.

Using a Channel to Construct a HIPAA Message Flow

The use of iWay Service Manager utilizes a channel, which is a container for all the iWay
business components used in a HIPAA message flow.

At a high level, a channel accepts input data via an inlet, processes the data via a route, and
outputs the resulting data via an outlet. Another component in the process is an Ebix (e-
Business Information Exchange). An Ebix provides an archiving executable solution for e-
business metadata components, which allows integration with iWay Service Manager for end-
to-end e-business document processing.

The following diagram shows the channel components available in the construction of a
message flow.

In the following diagram, the value n underneath a component name indicates how many
instances of that component you can have in a channel configuration—zero, one, or more than
one. For example, n = 1 for Inlet means that you can have only one inlet on the channel.

iWay Integration Solution for HIPAA User's Guide 23



Using a Channel to Construct a HIPAA Message Flow

Required components are in boldface type.

iWay Service Manager ‘
| Channel Composition

Channel

I .
z
| | Route | Iz |
Inlet | n>=1 Outlet = )
n=1 | n>=1 Ebix
: n>=0
1 In Transformer |
{ P + Preemitter ‘
7 Listener I
- Reviewer Encryptor ‘
1 Decryptor
— Validation Rules - Emitter
Preparser
- Transform
| Process.
n=1

——— Pflow Process. l

(" An *Agent List" Process
consists of one or more
ordarad Services and
Adaplers

——— Agent List i
1 Service
| Adapter

- Out Transformer

I - Transform

Validation Rules

- Reviewer

(" This optional Outlet
| is the default Qutlet
- for the Route

< Outlet

[

Preemitter |

Encryptor

- Emitter

Components of a Channel

A channel consists of:

d An inlet, which defines how a message enters a channel.

- A route, which defines the path a message takes through a channel.
4 An outlet, which defines how transformed messages exit a channel.

4 An e-Business Information Exchange (Ebix), which is a collection of metadata that defines
the structure of data.
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2. Deployment Information for Your iWay Integration Solution I

iWay Service Manager provides a design-time repository called the Registry, where you
assemble and manage the components in a channel.

An inlet can contain:

d A listener (required), which is a protocol handler responsible for picking up an incoming
message on a channel.

4 A decryptor, which applies a decryption algorithm to an incoming message and verifies the
security of the message.

. A preparser, which is a logical process that converts an incoming message into a
processable document. The preparsed document then passes through the standard
transformation services to reach the designated processing service.

A route can contain:

4 An in transformer, which is an exit sequence that applies to a message before processing
occurs.

.4 A reviewer, which is either the first exit to receive a document after parsing (inbound), or
the last exit to receive a document prior to the actual emit operation (outbound). These
exits are intended for envelope handling but can be used for any desired purpose.

.4 Validation rules, which apply validation using the rules validation engine. Rules are
provided when the iWay Integration Solution for HIPAA is installed.

4 A transform, which is a transformation definition file that contains sets of rules,
interpreted and executed by a transformation engine. Transformation is the process by
which data is transformed from one structure/format to another.

.4 A process, which is a stateless, lightweight, short-lived microflow that is executed by iWay
Service Manager on a message as it passes through the system. Processes that are
published using ilT Designer are available in the Registry and can be bound to channels as
routes.

- A process flow process.
4 An agent list.

- A service, which is an executable Java procedure that handles the business logic of
a message.
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- An adapter, which refers to a target that represents a specific instance of a
connection to a back-end system.

- An out transformer, which is an exit sequence that applies to a message after processing
occurs.

- A transform, which is a transformation definition file that contains sets of rules,
interpreted and executed by a transformation engine. Transformation is the process by
which data is transformed from one structure/format to another.

- Validation rules, which apply validation using the rules validation engine. Rules are
provided when the iWay Integration Solution for HIPAA is installed.

- A reviewer, which is either the first exit to receive a document after parsing (inbound), or
the last exit to receive a document prior to the actual emit operation (outbound). These
exits are intended for envelope handling but can be used for any desired purpose.

- An outlet (optional), which is responsible for all aspects of preparing a document for
emission and then emitting it.

- A preemitter, which is a logical process that handles a document immediately before
transmission. Normally it converts an XML document into non-XML format.

- An encryptor, which can be called to encrypt an outgoing document.

- An emitter, which is a transport protocol that sends a document to its recipient.

An outlet can contain:
- A preemitter.
d An encryptor.
- Multiple emitters.

For details on the preceding components, see the iWay Service Manager User's Guide.

Components of the iWay Integration Solution for HIPAA

iWay business components used in the construction of a message flow for HIPAA transactions
include:

- Ebix (e-Business Information Exchange)
-1 Preparser

- Acknowledgement service
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Ebix

Preparsers

-1 Deidentification service

4 Preemitter

iWay Software provides various e-Business Information Exchange (Ebix) files used in
conjunction with the iWay integration solutions. In iWay Service Manager, the iWay Integration
Solution for HIPAA contains an Ebix file for the supported HIPAA version.

An Ebix file for HIPAA is named HIPAA_Version.ebx, where Version is the HIPAA version number.
For example, the Ebix file for HIPAA version 4010A1 is named HIPAA_4010A1.ebx.

For details on the supported HIPAA transaction sets, see Ebix-Supported Transaction Sets on
page 147.

An Ebix is a collection of metadata that defines the structure of data. The Ebix supplied with
the iWay Integration Solution for HIPAA defines the structure of supported HIPAA messages.

Each Ebix includes:

.4 Pre-built data dictionaries. The structure of each HIPAA document is described by two data
dictionaries:

.d Header dictionary, which describes the enveloping structure of the document.

.4 Document dictionary, which describes the segments and elements that compose each
document.

The dictionaries from the Ebix are used to transform the structure of a document per HIPAA
regulation.

-1 XML schemas that define the structure and content of the HIPAA messages in iWay XML
format.

4 HIPAA to XML transformation templates, and XML to HIPAA templates, for the supported
HIPAA transaction sets.

.4 Rule files for each message. The iWay Integration Solution for HIPAA uses these rule files
to validate inbound and outbound documents.

A preparser is an iWay business component that converts a non-XML document into XML
format. The preparser for the iWay Integration Solution for HIPAA converts an incoming HIPAA
formatted document to iWay XML format.
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The HipaaSplitterPreParser is provided by iWay Software for the iWay Integration Solution for
HIPAA.

HipaaSplitterPreParser

The HipaaSplitterPreParser (com.ibi.preparsers.HIPAASpIitPP) parses a HIPAA input file that
contains one or more interchanges (ISA) and multiple documents, and creates multiple XML
output files. One XML output file is produced for each document.

For example, if the HIPAA input file contains three documents within one ISA, the
HipaaSplitterPreParser creates three XML output files, one per document.

Use the HipaaSplitterPreParser for large files with multiple documents within one ISA; if there
is a specific business requirement to create separate XML output files; or if you receive
multiple documents within one ISA and want to separate each document for further business
processing. You can also use the HipaaSplitterPreParser if there is only one document within
the ISA.

HIPAABatchSplitter

The HIPAABatchSplitter (com.ibi.preparsers.XDHIPAABatchSplitter) parses a HIPAA input file
that contains one or more interchanges (ISA) and multiple documents. You must use this
preparser with the HIPAAPreParser (com.ibi.preparsers.XDHIPAApreParser). The
HIPAABatchSplitter should not be used as a standalone preparser. To successfully transform
an inbound HIPAA file using this preparser, you must also include the HIPAAPreParser in your
channel inlet.

One XML output file is produced for each document that is processed through this inlet
definition. For example, if your HIPAA input contains three documents within an ISA, the
HIPAABatchSplitter / HIPAAPreparser will create three XML output files, one for each
document.

Acknowledgement Service

An acknowledgement service is an iWay business component used in inbound processing to
create a functional acknowledgement (997 or 999) for inbound messages.

An acknowledgement indicates that an inbound document was received and validated for
structure against the appropriate standard. An acknowledgement does not indicate that a
document was processed.

An acknowledgement is typically routed back to the originator of the inbound document or to
the next step in the integration process. It is a best business practice to send an
acknowledgement to the originator of the inbound document.
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The acknowledgement service for the iWay Integration Solution for HIPAA is called
HipaaAckAgent (com.ibi.agents.XDHipaaAckAgent).

Deidentification Service

The Deidentification service (com.ibi.agents.XDDeidentifyAgent) provides algorithms that can
be used to implement the deidentification of protected health information in accordance with
the Health Insurance Portability and Accountability Act (HIPAA) Privacy Rule. Multiple algorithms
can be configured since a combination of algorithms will be needed to deidentify the data
correctly.

The Deidentification service takes an XML document as input. The first configured algorithm
takes this document as input and modifies it in place. The result is fed into the next configured
algorithm and so on. The result of the last configured algorithm is the XML document returned
by the service.

For more information on configuring and using the Deidentification service, see the iWay
Service Manager Component Reference Guide.

Preemitter
A preemitter is a logical process that handles a document immediately before transmission.

Typically a preemitter is used to convert an XML document to non-XML format. The iWay
Integration Solution for HIPAA uses a preemitter in outbound processing to convert the XML-
formatted HIPAA document to a HIPAA formatted document.

The XML structure must be compliant with the schema supplied in the Ebix.

The preemitter for the iWay Integration Solution for HIPAA is called XDHIPAAPreEmitter
(com.ibi.preemit. XDHIPAAPreEmitter).

Data Segments and Data Elements

The following example provides a sample 835 Health Care Claim/Payment Advice document.
Each line is called a Data Segment and begins with the Segment Name. For example, 'N1'
represents the payer name and identification while 'CLP' represents the claim payment
information.
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| SA*00* *00* *Z7Z*SUBM TTER | D *ZZ* RECEl VER
ID *020423*1453*U*00401*000000905* 1* T*:

GS* HP* SENDER CODE* RECEI VER CODE* 20020423* 1455* 1* X* 004010X091A1
ST*835*998877

BPR* C* 750* C* ACH* CTX* 01*998877661* DA* 338899* 1872994342* 885666666* 01* 11223
445* DA* 143453454444% 20020422

TRN* 1*99887766554433* 1872994342

REF* EV* R94395

DTMr405* 20020423

N1* PR* BCBS MO

N3*123 MAI N STREET

N4* KANSAS Cl TY* MO¥ 64108

N1* PE* GENERAL HOSPI TAL* FI *871234599

N3*123 GENERAL ST

N4* DALLAS* TX* 75043

LX*1

CLP*111222333*1*800* 750* 0* 12* 987654321

CAS* CO* A2* 50

NML* QC* 1* DOE* JOHN* W * * 34* 446928421

SVC*HC: 99211*800* 800

DTV 150* 20020422

DTMr151*20020422

SE*19* 998877

GE*1*1

| EA*1*000000905

Following the Segment Name are a number of Data Elements. In the N1 segment, the code
'PR' stands for payer name and address. Data elements are separated by a single character,
usually an asterisk (*). A segment ends with a single character- in this example a tilde (~).

Other HIPAA documents such as an 820 Payment Order/Remittance Advice document will have
their own sets of data segments and data elements. Segments such as the N1 overlap many
transaction sets, but an 820 or 835 will have its own segments and elements that are unique
to healthcare.

Any number of data segments come together to form a transaction set. In this example, there
are 19, as shown in the control counter stored in the very last segment (SE).

Please note that the layout of an 835 Health Care Claim/Payment Advice document that is
sent from insurance company #1 to a healthcare provider #2 will be different from the one that
is sent by insurance company #3. As a result, healthcare providers must be able to process
different 835 document layouts.
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Chapter
Configuring the EDI Activity Driver

This section describes how to configure the EDI Activity Driver using iWay Service
Manager.

In this chapter:
-1 HIPAA EDI Activity Driver Overview
.4 Configuring the EDI Data Provider Using iWay Service Manager

.4 Configuring the EDI Activity Driver Using iWay Service Manager

HIPAA EDI Activity Driver Overview

The EDI Activity Driver is an extension of the Activity Facility in iWay Service Manager. It is used
to log events as messages are processed. Logging can occur when:

.d a message is acquired.

d a message is emitted.

. an error occurs.

-l @ component such as an agent or process flow is called.

For more information about the Activity Facility, see the iWay Service Manager User's Guide.

Using iWay Service Manager, you must first configure the EDI data provider and then the
Activity Facility handler.

Configuring the EDI Data Provider Using iWay Service Manager

This section describes how to configure the EDI data provider.

Procedure: How to Configure the EDI Data Provider

To configure the EDI data provider:

Providers

| Data Provider

Services Provider

1. In the left console pane of the Server menu, select Data Provider.
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The Data Provider pane opens.

Data Provider
Listed below are the data provider definitions that are available in the base configuration of this server.

JDBC

Connections - IDBC or Java Database Connectivity is a standard for database-independent connectivity between the Java
platform and a wide range of databases. The JDBC interface provides a call-level API for SQL-based database access. The
listings below define JDBC connections used within iWay Service Manager. iWay components that use JNDI can access a JDBC
provider as a DataSource by setting the initial context factory to com.ibi.jndi.XDInitialContextFactory and using the name
jdbc/provider name.

[ Name Driver

Mo connections have been defined

MNew

JLINK
Servers - ILINK is a technology that can be used to access information hosted by iWay, WebFOCUS and EDA data servers.
The servers listed below are defined for use with JLINK.

[] mMame Description Type

Mo servers have been defined

New

The tables that are provided list the configured JDBC and JLINK data providers that are
available. By default, no data providers are configured.

2. Inthe JDBC area, click New to configure a new JDBC data provider.
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The configuration pane for the JDBC data provider opens.

Data Provider - JOBC
Listed below is the definition of the selected JIDBC data provider. Add/Update the values as reguired.

JDBC Connection Pool Properties

MName * Enter the name of the JOBC data provider to add
EDI_Activity_DB

Driver Class The JDBC driver class is the name ofthe class that contains the code for this JDBC Driver
carn.mysql.jdbe.Driver

Select a predefined database or enter your awn. R

Connection URL The JDBC connection URL to use when creating & connection to the target database. The URL generally includes
the server name or IP address, the port or service, the data source name, and a driver specific prefix.

jdbcimysgl:// localhost: 3306/ IWay

Select a predefined connection URL ternplate or enter your own. N
User User name with respectto the JDBC URL and driver.
iway
Password Password with respect to the JDBC URL and driver.
L11]1)
Connection Pool Properties
Initial Pool Size * Mumber of connections to place in the pool at startup.
1
Maximum Number of Idle Maximum number ofidle connections to retain in the pool. 0 means no limit exceptwhat is enforced by the
Connections ™ maximum number of connections in the pool.
1
Maximum Number of Maximum number of connections in the poal. 0 means no limit
Connections * 1
Login Timeout Time in seconds towait for a pooled connection before throwing an exception. 0 means wait forever.

3. In the Name field, enter a name for the new JDBC data provider, for example,
EDI_Activity_DB.

4. From the Driver Class drop-down list, select an appropriate driver or enter the specific
driver name (class) that you are using, for example:

com nysql . jdbc. Driver

5. From the Connection URL drop-down list, select an appropriate connection URL or enter
the specific driver connection URL that you are using, for example:
jdbc: mysql ://1 ocal host: 3306/ | Wy

6. Inthe User field, enter a user name with respect to the JDBC URL and driver.
In the Password field, enter a password with respect to the JDBC URL and driver.

8. In the Initial Pool Size field, enter the number of connections to place in the connection
pool during startup.
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9. In the Maximum Number of ldle Connections field, enter the maximum number of idle
connections to retain in the connection pool.

A value of zero means that there is no limit, except what is enforced by the maximum
number of connections in the connection pool.

10. In the Maximum Number of Connections field, enter the maximum number of connections
in the connection pool.

A value of zero means that there is no limit.
11. Click Add.

The JDBC data provider that you configured is added to the JDBC Connections list, as
shown in the following image.

Data Provider
Listed below are the data provider definitions that are available in the base configuration of this server.

JDBC

Connections - IDBC or Java Database Connectivity is a standard for database-independent connectivity between the Java
platform and a wide range of databases. The IDBC interface provides a call-level API for SQL-based database access. The
listings below define JDBC connections used within iWay Service Manager. iWay components that use JNDI can access a JDBC
provider as a DataSource by setting the initial context factory to com.ibi.jndi.XDInitialContextFactory and using the name
jdbc/provider name.

[0 Mame Driver
[0 EDI_Activity_ DB com.mysql.jdbc_Driver

[Delete] [ Rename ] [Copy]

JLINK

Servers - JLINK is a technology that can be used to access information hosted by iWay, WebFOCUS and EDA data servers.
The servers listed below are defined for use with JLINK.

[0 MName Description Type

Mo servers have been defined

Configuring the EDI Activity Driver Using iWay Service Manager

This section describes how to configure the EDI Activity Driver.
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Procedure: How to Configure the EDI Activity Driver

To configure the EDI Activity Driver:

Facilities

| Activity Facility

Correlation Facility

1. In the left console pane of the Server menu, select Activity Facility.

The Activity Facility pane opens.

Activity Facility
Listed below are the activity (sometimes called audit) handiers that have been configured, vou can add to this list or delete from it. The

server has to be stopped and started for any change to take effect.

Configured Activity Handlers
[_] Mame

Mo actiity handlers have been defined

Type Active

The table that is provided lists the configured Activity Facility handlers. Initially, no
handlers are shown.

2. Click Add to configure a new Activity Facility handler.

The configuration pane for the Activity Facility handler opens.

Activiby
Type The type is the specific dass of handler in use
EDI Activity Logs w
Mame The handler will be known by this name in the system. Names must be unique
EDI Actrvity Logger
Descnption Describe the purpose of this handler
Active Active handlers perform work in the server, Inactive handlers remain defined but are not used during this serer
run. To change the active slate. afler updating you must cold restart the serer
rue
Pick cne v

From the Type drop-down list, select EDI Activity Logs.

Enter a unique name for the EDI Activity Driver and a brief description.

From the Active drop-down list, select true.
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6. Configure the JDBC driver for the database you are using.

Configuration Parameters
JHDI Factory Mame

JHDI Hame *®

Takle *

Comprassion

JHD initial contexd factory class used 1o access dala source. Use comuibl jndi XDinitalContextF actory for an iWay
JOBC provider of leave blank for JYI default

com.ibi.jndi. XDIntialContextFactory
JHDI Hame for the data source this drrver will use. To use an (Way JOBC provider, enler the JNDI name as
jdbc/BS1_Activity_Dal

Table name 1o which 1o wiile log

TAM_ACTIVITY

Whatform of compression, if any, should be used on the messages. Compression saves space atthe expense
of tima

RGNE

Pick one b

If the database tables do not exist, they will be automatically created when the iSM is

restarted.

7. Provide values for the remaining parameters, as defined in the following table.

Parameter Type Description

Name

JNDI Factory String The JNDI initial context factory class that is
Name used to access a data source. Use

comi bi.jndi.XDlnitial ContextFact or
y for an iWay JDBC provider or leave this field
blank for the JVM default.

JNDI Name String The JNDI name for the data source this driver

will use. To use an iWay JDBC provider, enter
the JNDI name as j dbc/ <dat a provi der
nane>, where data provi der naneis the
name of the EDI Activity Driver that was
specified in step 4. Otherwise the information
for the defined provider will be used.

Table String Table name for the activity log. This must be

a valid identifier in the database being used.
If the table does not exist at startup, it will be
created automatically.
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Parameter
Name

Type

Description

Compression

Drop-down list

Specify whether the messages are to be
compressed. Values include:

d none (default)
d smallest

d fastest

J standard

- Huffman

Start Events

Boolean

Drop-down list

If set to true (default), the input messages
will be recorded in the activity log. This value
must be set to true for use of the audit
reports in the console.

Internal Boolean If set to true, system events are included in

Events Drop-down list thel eTc.tlwty log. System events include
activities such as parsing and
transformations (optional). False is selected
by default.

Security Boolean If set to true (default), security events are

Events . recorded. This includes digital signature, and

Drop-down list o

so on. However, console activity is not
recorded.

Business Boolean If set to true, business errors are recorded,

Error Events

Drop-down list

such as rules system violations. False is
selected by default.

Emit Events

Boolean

Drop-down list

If set to true (default), output messages from
emitter services will be recorded. This is
required for use of the audit log reports in the
console.
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Parameter Type Description

Name

End Events Boolean If set to true (default), the end of message

Drop-down list prcpgssmg YVIH be recorded in the .act|V|ty log.
This is required for use of the audit log
reports in the console.

Notes Table String Table name for the notes table, which
contains log annotations. If the table does
not exist at startup, it will be created
automatically.

MAC String The Message Authentication Code (MAC)

Algorithm algorithm. None (default) indicates a MAC

Drop-down list

should not be computed.

MAC Provider

String

Drop-down list

The Message Authentication Code (MAC)
provider. Not Specified indicates the default
provider should be used. The remaining
available value is SunJCE.

MAC Secret String The Message Authentication Code (MAC)
Key secret key to use.
Click Update.

If necessary, start the database services.

Restart iSM to start the EDI Activity Driver and begin logging.

The EDI Activity Driver inserts records into the configured activity database. The records
are designed for fast writing rather than for ease of later analysis. A set of inquiry service
agents suitable for use in a process flow is available to assist during the analysis of the
log. Users are cautioned that iWay does not guarantee the layout of the record from
release to release, and this should be checked against the actual schema.

Database Field

Description

recordkey

Unique record identifier.

Information Builders



3. Configuring the EDI Activity Driver I

Database Field

Description

recordtype

Type of this record - the event being recorded.

101 - Message start.

131 - Entry to event (see subtype codes below).
132 - Normal exit from event.

133 - Failed exit from event.

151 - Ancillary message (usually rules violation).

181 - Emit.

L U U U U o U

191 - Message end.

signature

Encoding of the listener name and protocol.

protocol

Name of the protocol.

address

Address to which an emit is to be issued. The format depends
on the protocol.

tstamp

Timestamp of record.

correlid

ISA13

tid

Transaction ID assigned to this message.

msg

Message appropriate to this record type. For example, an input
message contains the original message received, if possible.
Streaming input does not contain a record.

context

Serialized special registers that were in the context at the time
the record was written.

text

Message text for business errors (rules system violations).
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Database Field

Description

status

Status code recorded.
4 O - Success
- 1 - Success, message end (191 record)

d 10 - Rules error

subtype

Event code for event records.
1 - Preparser

2 - Parser

3 - In reviewer

5 - In validation

6 - In transform

7 - Agent or flow

8 - Out transform

9 - Out validation

11 - Preemitter

L U U U U U uUJ uJ o o

1000 - input record written to table before transformation

partner_to

ISAO6

partner_from

ISAO8

encoding

Encoding of the listener that obtained the document.

mac

Not used in this version.

Driver version

1.0in 8.0 SM
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Working With HIPAA Inbound and
Outbound Applications Using iWay
Integration Tools (ilT)

Chapter

This chapter describes how to work with HIPAA inbound and outbound applications using
iWay Integration Tools (ilT).

In this chapter:

- HIPAA Inbound and Outbound Applications Overview

HIPAA Inbound and Outbound Applications Prerequisites

Extracting HIPAA User Samples

Importing HIPAA User Samples to iWay Integration Tools as a Workspace
Publishing iWay Integration Applications to the iWay Service Manager Registry
Deploying iWay Integration Applications to iWay Service Manager

Setting Registers in the iWay Service Manager Administration Console

Stopping Inbound (HIPAA to XML) and Outbound (XML to HIPAA) Processing

L U U o U U

Testing the Sample HIPAA Applications

HIPAA Inbound and Outbound Applications Overview

This chapter provides instructions to create, import, export, and work with HIPAA inbound and
outbound applications using iWay Integration Tools (ilT). In addition, you will learn how to
create an iWay Integration Application (ilA) for deployment based on the sample data.

What will the Application do?

The ilAs will be used to transform HIPAA to XML for inbound processing and XML to HIPAA for
outbound processing.

The inbound application channel creates an XML representation of a HIPAA (ANSI X12N
formatted) inbound message, a functional acknowledgement (997 or 999), and an XML-
formatted validation report. The documents are routed to designated folders based on the
success or failure results of the transformation and HIPAA validation.

The outbound application channel creates an ANSI X12N formatted HIPAA message from XML.
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HIPAA Inbound and Outbound Applications Prerequisites

Before you continue, ensure that the following prerequisites are met:

_I

L U o U

You have a working knowledge of iWay Service Manager (iISM) and iWay Integration Tools
(ilT).

iSM Version 8.0 is installed.
iWay HIPAA Adapter is installed.
iIT Version 8.0 is installed.

System and channel Special Registers (SREGs) are updated to match your directory
structure, as shown in How to Extract User Samples for HIPAA on page 42.

Extracting HIPAA User Samples

This section describes how to extract user samples for HIPAA.

Procedure: How to Extract User Samples for HIPAA

42

1.

Download the Hipaa_usr_samples.zip file containing HIPAA user sample workspace from
the following website:

http://techsupport.informationbuilders.com

The downloaded HIPAA_usr_samples.zip contains the following files:
. HIPAA_Accelerator.zip

4 Hipaa_usr_samples_ilT_workspace.zip

Save the Hipaa_usr_samples_ilT_workspace.zip file to a folder on your local drive.
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3. Save and extract the HIPAA_Accelerator.zip file to a location where you want to store your
data, as shown in the following image.

| CAHIPAA_Accelerator
x Manne Type

SRS HIPAA_Accelerator A ICOHIPAA in File Folder
= £ HIPAA_ i LOHIPAA_out File Faolder
+ ) IB_Archive

) IB_Error

) IB_Output

1 I6_Report

) I6_TransformGood

) OB_aArchive

| QB _Error

) OB_Output

) OB_Report

) OB_TransformiEoos
= I HIPAS_out

2 IB_archive

) IB_Error

) 1B_Output

1 IB_Report

) IB_TransformGood

# ) OB_archive

) OB_Error

) OB_Output

) OB_Repaort

1 OB_TransformGoos

4. The HIPAA_Accelerator.zip file contains sample input and output data that you can use.

I Inbound test data is located in the following folder:

\ Hl PAA_Accel erator\ H PAA_in\ I B_Archive

There are two subfolders, 4010_hipaa and 5010_hipaa.
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44

For example:

Favorite Links MName = I'! Date modified I-I Type I'I Size Ii

| |h27049010x092a1c0... 1/17/2014 5:15 AM DATA File 1KB

IF| pocuments | |h2714010%092a1c0... 1/17/2014 5:15 AM DATA File 1KB

B Pictures | h8204010x061a1c0... 1/17/2014 5:24 AM DATA File 2KB

m! Music L | h83449010x095a1c0... 1/17/20145:18 AM DATA File 2KB

2 Recently Changed || h8354010x091a1c0... 1/17/2014 5:17 AM DATA File 3KB

P
Gk _}v [ I : HIFAA AcceleratorHIPAA In\IB Arc
Organize ~

S Name ~ | -| Date modified | -| Type |- size |-

|h837d5010x224a2¢c... 1/17/20148:48 AM DATA File 2KB

I pocuments |_|h837dp5010x22522... 1/17/20148:49AM DATA File 8KB

[E Pictures || h8375010x223a2c0... 1f17/20148:44 AM DATA File 14 KB

B music || h2705010x279a1c0... 1/17/20148:52 AM DATA File 65 KB

(%} Recently Changed || h2715010%279a1c0... 1/17/20148:47 AM DATA File 117 KB

B5 searches |h2755010%210c01_... 1f17/20148:52AM DATA File 2KB

: | |h2765010x212001_... 1/17/20148:49 AM DATA File 1 KB

Public |h8205010x218c01_... 1f/17/20148:45 AM DATA File 1KB

|| h8345010x220a1c0... 1/17/20148:45 AM DATA File 1KB

h8355010x221a1c0... 1/17/2014 8:46 AM _DATA File 2 KB

\ Hl PAA_Accel erat or\ H PAA out\ OB_Archive

Id Outbound test data is located in the following folder:

There are two subfolders, 4010_xml and 5010_xml.
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For example:

Gl\ j": | C:\HIPAA Accelerator\HIPAA out\OB Archive\4010 xmil

Organize v [1Views

B Name = | =] Date modified | =| Type | =] size | =
| |h837d4010x097alc... 1/17/20145:15AM XML File 81KB

[E| Documents | |hB37d4010x097alc... 1/17/20145:15AM XML File 31KE
[E Pictures | |h837pa010x098alc... 1/17/20145:15AM XML File 22 KB
B Music | |h837p4010x098alc... 1/17/20145:15AM XML File 22KB
& Recerily Chariged |_|h8204010x061a1c0... 1/17/2014 5:15 AM XML File 12KB
B scarches | |h8204010x061a1ch... 1/17/20145:15AM XML File 12KB
|h8354010x091a1c0... 1/17/20145:15 AM XML File 26 KB

Public | |h8354010x091a1c0... 1/17/20145:15AM XML File 26 KB

| |hia1834c001_4010_01 1/17/20145:15AM XML File 12KB

| |hia1834c001_4010_... 1/17/20145:15AM XML File 12KE

5010 _xml

g\:}, ||~ Computer ~ Local Disk (C:) + HIPAA_Accelerator + HIPAA_out » OB_Archive + 5010_xmi

Organize + |7 Views -

Favorite Links — || pate fied |-| Type -] |-
|h277u5010x214c01...  1/23/2014 5:35 AM XML File KB

'] Documents | |h837d5010x224a2c... 1/23/20145:35AM XML File 21KB
£ Pictures |_|h8375010%223a2c0... 1/23/2014 5:35 AM XML File 164 KB
& Music | |h837i5010x223a2¢0... 1/23/2014 5:35 AM XML File 164 KB
% Recently Changed |1 h837p5010x222a1c... 1/23f2014 5:35 AM XML File 17 KB

D Searches |h837p5010x222a1c... 1f23/2014 5:35 AM XML File 17 KB
rB h2695010x187resc0... 1/23/2014 5:35 AM _ XML File 5 KB

Importing HIPAA User Samples to iWay Integration Tools as a Workspace

This section describes how to import HIPAA user samples to iWay Integration Tools (ilT) as a
workspace.

Procedure: How to Import HIPAA User Samples to iWay Integration Tools as a Workspace
1. Start iWay Integration Tools (ilT).
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2. Right-click anywhere inside the Integration Explorer tab and select Import... from the
context menu, as shown in the following image.

A Integration - iWay Integration Tools

File Edit

s
[ s

ﬁ Inte..

Mavigate Search Project Run

Window  Help

- BWYE o H-0-Q

=

. 22 @ iwa... | = Lbra...
==

Trlew L

L= Export..,

£ | Refresh

B8
v
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4. Working With HIPAA Inbound and Outbound Applications Using iWay Integration Tools (ilT) I

The Import dialog opens, as shown in the following image.

4 Import _. @|El

Select \
Create new projects from an archive file or directory, I E - E |

Sedect an import source:

= = General
ﬂ" Airchive File
=Y Evisting Projects inko Workspace
i File System
. Preferences
®H (= Cvs
H (= Install
® = tway Integration
= Plug-in Development
# (= Run/Debug
E (= Team
R R

@ : Mext = sh Cancel

3. Expand the General folder, select Existing Projects into Workspace, and then click Next.
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The Import Projects pane opens, as shown in the following image.

4 Import

Import Projects
Select a directory to search For existing Eclipse projects.

) Select roat directory:

(#) Select archive File:

Projects:

‘Working sets
[]add project ko working sets

@

R

@
X

U

Browse...

Select All

Deselack Al
Refresh

Cancel

4. Click Select archive file and then click Browse.
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4. Working With HIPAA Inbound and Outbound Applications Using iWay Integration Tools (ilT) I

The Select archive containing the projects to import pane opens, as shown in the following
image.

f5 | @ 1ntearation

Import Projects : @ Welcome 32 |
Select a directory to search For existing Eclipse projects. E
) Select root directory:
v of the
(@ Select archive file: |
Erojects: Select archive containing the projects to import .'? ['?J
Look in: | 3 IT-7.0.0 7 & & @
H‘.‘_‘jHipaa_usr__sarrplss__iIT__wurkspaDe
i b |configuration
My Recent L sample_workspace
Docuresnts etk
Rz
@ ICworkspace
= o Desktop ICFeatures
e ICIMETA-INF
Rt - ICpluging
‘Working sets l.-—] I readme
[CJadd pr i My Documents i~ Hipaa_usr_samples_ilT_workspace. zip
My Computer
® e File name: |Hipaa_usi_samples_ilT_waorkspace.zip b
by Metweork: Filez of type: [ ".li.el;". zlilp:‘.l.ar;"..la.ngl‘_lgz | Cancel

5. Select the Hipaa_usr_samples_ilT_workspace.zip file and click Open.
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You are returned to the Import Projects pane, as shown in the following image.

r 4 Import

Import Projects
Select a directory ko search For existing Eclipse projects,

() Select root. directory: :

(=) Select archive File: | EAIT_Builds\JAN 16 201 44IT-7.0.00\Hipaa_us | | Browse...
Projects:

. Hipaa_usr_samples_proj (Hipaa_usr_samples_proj) .

el E

Warking sets
[] Add project to working sets

@ S - | =

6. Click Finish.
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The HIPAA user samples are loaded into your ilT workspace, as shown in the following
image.

4 Integration - iWay Integration Tools

Ble Edb Havigate Search Project Bun Window Heb
. @MY o™ H-Q-Q- P
Qv et U woy B | B Ly, | — O

2 G o -
= | & 13 Hipaa_usr _samples_proj &

o XmitotipasEbix L _edaerror
o ¥mitotipaakbix_L_Vaid_error
3 MmkotipaaEbix ML _vabdation
563 Inkts
# o[ HipaaToXML_Ebix
o ¥miloHpaa_Fhix
= ¥ Listeners
41 HipaaToyML_Ebix
&1 YomiToHipaa_Fbix
= ¥ Outlets
B gl HipasAckout
% ¥mitotinaakbix_iHL_vaidation
i % YmitoHippaEbix HML_edasrror
[ § KmikoHippaEbix_WHL_validation_srror
® (= Preparsers
= = Routes
£ HipastodML _pflow_AckAgent
2R ﬁ;tmma a P 3 Properties | @) Ermor Log | B Console 52| 34 Problems i #&-r3-70
5 E
i mfmés'ﬁ;wm' & T Message Comsole
B il = [INFG117:34:55 Process flow "XNLToHipas_pFlow' compiled successfully
S = Flows shirer Sl :
® 71 Hoastat pllow Addgent [INFO]17:34:55 Process flow 'HipaatoXML_pflow _kckigent' compiled successfully
& T ¥MLToHpss pFlow Fa R
= (= Regiters
] oo o |
[ Hpaa
m

The Integration Explorer tab on the left pane displays a hierarchy of all the imported
channel components (for example, Ebixes, listeners, outlets, preparsers, routes, process
flows, and so on). The Console tab on the bottom provides a status as each channel
component is imported.

Publishing iWay Integration Applications to the iWay Service Manager Registry

This section describes how to publish iWay Integration Applications (ilAs) to the iWay Service
Manager (iSM) Registry.
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Procedure: How to Publish iWay Integration Applications to the iWay Service Manager Registry

1. In the Integration Explorer tab, right-click Hipaa_usr_samples_App, select Integration Tools
from the context menu, and then click Publish to..., as shown in the following image.

1 i ™ & iWay Exp... th Library M... e
Integrati 2L W iway E = Libr. ™ (=
= - g
e .
= 5=t Hipaa_usr_samples_proj La
= Adapters
=l = Applcations
53] ¥
= = Channels e Lo
= = Emitters Cpen
e HipaaackOul Open With >
o ¥mitoHipaaE e
o ¥mitoHipaag 15 <OPY
v ¥mitoHipaaE
= = Inlets Duplicate
= ol3 HipaaToXML, 3 Delete
& =2 XmiToHipaa_ P —
= =" Listeners Rename
&” HipaaToXML
& ¥miToHipaa_ g=g Import...
= = Outlets s Y Export, ..
= 2= HipaasckOul
# She ¥mitoHipaaE < | Refresh
B Sh= XmitoHi
3 Shee HmkoHppal "y iy
[+ She ®mitoHippaE
e Run As L
== = Preparsers Deb A »
I & Routes Te LI s .
: eann —
B = HipastoXML ) . ™ Properties | €] Ers
# = ®¥mitoHipaakE Compare With ; --I
# = HipaaToxmL_IB_| __ Replace With ! T Messa9e Console
B = xmiToHipaa_Qs_ Integration Tools * Publish Cirl+1, F
B . Publish to... Ctrl+I, P
sl Ebixes Properties - I
=l 5= Flows -
=] ";ﬁ HipaatoXML_pflow_Ackagent el Build
+ XMLToHipaa_pFlow
= = Ef:gisterf- Create Report

52 Information Builders



4. Working With HIPAA Inbound and Outbound Applications Using iWay Integration Tools (ilT) I

The Publish Resource Wizard dialog opens, as shown in the following image.

4 Publish Resource Wizard

server Selection
Please specify the server where you would like to publish this

resource. You can either type n the Full S0P wrl,
Server URL: | http:/f192.168. 128.145:9000 w
User Name | iway

Password  ssss

(7 |
(Z)

Brish || cCancel |

2. Inthe Server URL field, type the server IP number or computer name and then the port
number (default port is 9000). For example:

http://111.111. 111. 000: 9000

Type the iSM credentials (for example, user name: iway, password: iway).
3. Click Finish.

The Console tab on the bottom provides a status log that you can use for verification
purposes, as shown in the following image.

[ Properties 9 Error Log | &l Console £3 | %4 Problems wbil| ot B-r3-708
HIT Message Console
low 'XMLToHipma pFlow' compiled successfully

: iled sucoessfully

low "Hi - -
jonf 'Hipam usr samples ipp' built successfully.

on| 'Hipaa usr_samples App' successfully built and published to http://192.165.128.145:9000
4 ¥

iWay Integration Solution for HIPAA User's Guide 53



Deploying iWay Integration Applications to iWay Service Manager

Deploying iWay Integration Applications to iWay Service Manager

This section describes how to deploy iWay Integration Applications (ilAs) to iWay Service
Manager (iSM).

Procedure: How to Deploy iWay Integration Applications to iWay Service Manager

1.

54

Enter the following URL to access the iSM Administration Console:
http://[ host]:[port]/ism
where:
host
Is the host machine where iSM is installed. The default value is localhost.
port
Is the port where iSM is listening. The default port is 9999.

After publishing the iWay Integration Application (Hipaa_usr_samples_App), you can find
this ilA under the Management\Applications link in the iSM Administration Console, as
shown in the following image.

Management

iWay Service,Manager,

l Server Registry Deployments Tools It.q
application Applications
Management Upload/Download/Delete applications. i(Way Integration Application (L&) is an integration solution

Deployments be deployed, started, stopped and deleted without affecting other llAs.

IWH|

Templates _ Application Actions Orwmer Versian
Events ,Lliipaa_usr_samples_ApEJ g8 X amtex@AXTSTI45 01/23/14 18:07:29
| MyayXhLArchwe L » rﬁ_phy x sh11355@sh11355-PC | 02/28/11 10:17:47
Server Management [ —— l | o l

o
Click the Deploy icon “'i next to the application name under the Actions column, as
shown in the following image.

Management

Taols Re1

iWay Service Manager,

Registry Deployments

| server

Applications
Upload/Download/Delete applications. iWay Integration Application (Il&) is an integration solution
Dieployrmants be deployed, started, stopped and deleted without affecting other Il&s.

Applications . |

Application
Management

Application Actions Cnaner Wearsion
Templates I . e
EoEELE Hipaa_usr_samples_&pp il (5 L= 4 amtexfDAXTSTI4AS 012314 18:07:29
_Way)ch:i_l.,Arr:hwa | = b4 1 shi1355@sh11355-PC ”EI:ZQEIJ'H 10:17:47 |
Server M nt
[ Mew... | [ impon.. |
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The Deployments pane opens, as shown in the following image.

iWay Service Manager Management
Server Registry Repleyments

Application Deployments - Hew Deployment

Management Deplay an application

| Beployments |
Apphecatians

Deploy application Hipaa_usr_samples_App (01 /23714 18:07:29)

Deployment MName Usze an aule-generated narme balow of provide a custom n
Termplates A
& s & Hipaa_usr_samples_»App

wants
<O |
Server Management

Servers Deploy As Test Server Selecting this oplion makes the deployment avallable as a
Users D
Server Roles

For Fort the console will listen on
Test Servers F
Reamote Servers lzaonn

Application Dasc%lion An autornatic description is generated by default,

| = Back l| Deploy lI Resel [

4. Click Deploy.

5. From the Management drop-down list, select your deployed application (for example,
Hipaa_usr_samples_App [down]), as shown in the following image.

iWay Senvice Manager. Management CTIIEE—G——— 7 © @
Server Reqistry Deployments Tools e

wes  About Lo
Application Deployments
Management Menitor and manage deployed applications:

s
1 Applications
Hipaa_usr_samples_App [down]
Templates
=

Applications Deploymeant Actions  State Since Application Template = Source
Hipaa_usr_samples_App ® 3 X -] 06/13/14 06:26:44  Hipaa_usr_samples_App  raw

Temglates

iWay/Service Manager Management 006

Server Sources Monitoring Tools Restart  Licenses About L

Properties General Properties
Listed below are the general properties for the Hipaa_usr_samples_app application.

General Properties
Java Properties

General
Settings Application Hij r_sam
General Settings MName / Home nia - CIPROGRA~2fiwayT/
Censole Sextings Wersion 7.0.0.1304
J2¥ Settingy Build Date PLATO January 22 2014 1837
Register Settings
3 Configuration
Trace Settings - ; 3
Log Seitings MName Hipaa_usr_samples_App - C:/PROGRA~2/iwayT/configHipaa_usr_samples_App
Path Settings Status Senver is down

6. Click Server in the top menu and then Register Settings in the left pane for the
Hipaa_usr_samples_App [down] application.

7. Click Add to create all required registers (HIPAA_Installdir, HIPAA_Input, HIPAA_Output, and
ValidateHIPAA) for the Hipaa_usr_samples_App [down] application.

For more information, see Setting Registers in the iWay Service Manager Administration
Console on page 57.
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8. In the State column, click the Deployment State icon to start the deployed

Application.
iWay Service Manager ranagement GG O O ® rooser
Server Registry Deployments Tools Restart  Licenses  About
Application Deployments
Management Monitor and manage deployed applications
Applications | Deployment Actions State Since Application Template Source
Templates | Hipaa_usr_samples_App  ® % X @ 012314 18:29:32  Hipaa_usr_samples_App  raw

9. When the Message from webpage window appears, click OK to proceed.

The page at localhost: 9999 says:

Are you sure you want to start application deployment

‘Hipaa_usr_samples_App'?
[ || e

10. Once the application has successfully started, place your input data into the input location
that is configured for the application.

11. Select the Hipaa_usr_samples_App [down] application from the Management drop-down
list.

Management [ & & & 7001304
Admin

base L= About
' Applications

Hipaa_usr _samples _App [down]
| Templates
 Test

12. Click the Monitoring link and observe the page. The deployed application channels
HipaaToXML_IB_QS_AckRpt_Pflow_Channel and xmIToHipaa_QA_Channel are displayed, as
shown in the following image.

iWay Service Manacar anagemant [CETE—— 1 S ® ronsusrsnotaae

Admin
Server  Sowcces | [Manitocoa | Toeols i Lismnses  About  Logout

Manitering Channels

(G — Manitar, star and stop application channels

Mossages

| Mame Completed Successful Faied Dascription
Hipas to

HipaaTaxXML_IB_OS_AckRpt_Pllow_Channel ML file
Bataner

HML ta
HiToHipan_OS_Channel Hipan file
Bstanoer
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The following image shows the inbound and outbound channels that are running in iSM.
You can stop either channel and have only one channel running at a time as required.

iWay Service Manager. Management 0 C' @ 7.0.0.1304
Manitoring Channels
Monitor, start and stop application channels
Messages.
Hame Type State Active Completed Successhul Failed Description
Hipaa to
HipaaTo¥ML_IE_QS_AckRpt_Pflow_Channel = FILE -] XML file
listener
XML to
XmiToHipaa_QS_Channel FILE @ Hipaa file
listenar

Setting Registers in the iWay Service Manager Administration Console
This section describes how to set Registers in the iWay Service Manager (iSM) Administration
Console.

Procedure: How to Set Registers in the iWay Service Manager Administration Console

1. From the iSM Administration Console, select the Hipaa_usr_samples_App [down]
application from the Management drop-down list. Click Server in the top menu and then
Register Settings in the left pane.

W aVSErEE B atiager e O Q@ oo

_m_lﬂnﬂ:m Monitoring  Tools Restart  Licenses  About  Logow

Properties Register Settings
Special registers are named variables that reference values which are carried throughout the system. Once defined, these variables
Gengral Properiies become available o all companents of the system. Any changes to the register settings do not take effect until the server is
Java Properties restarted/redeployed. Listed below are the register settings for the Hipsa_usr_samples_App configuration of this server,

Special Ragisters
Settings

Ganeral Settings Name Value Description Type
Cansole Settings iwayversion unavailable system defined {readonly) string
"s iwayhome unavailatle system defined (readonly) string
waydata unavailable system defined (readonly) sthng
3 Hi | lidati sreg(HIPAA_Output)/OB_Report string

|.A.d".|.'3°'.°‘°.

2. Click Add.

iWay Integration Solution for HIPAA User's Guide 57



Setting Registers in the iWay Service Manager Administration Console

3. Add HIPAA_Installdir and provide the appropriate values in the fields, as shown in the
following image. Click Finish.

Special Register Definition

Settings
Name * Enter the name of the special register to add

General Settings

[HIPAA_Installdir
Console Settings [ _Inctalldi

Yava Settings
Register Settings

Trace Settings [string =

Log Settings

Path Settings

Data Settings Value * Enter a value for this special register. The value can be a constant or a call to the evaluation functions

Backup Settings C./HIPAA_Accelerator]

Type Select 8 type for the value of this special register.

Providers
Data Provider
Services Provider Description Enter a description for this special register
Directory Provider
Security Provider

XML Namespaze Map
Pravider

Pocling Providers

Authentication Realms Finish I

4., Add HIPAA_Input and provide the appropriate values in the fields, as shown in the
following image. Click Finish.

Special Register Definition
ettings

Name ~ Enter the name of the special register 1o add.
General Settings
= HIPAA_TAgist
Console Settings =

Java Settings
Register Sem'rig; Type Select @ type for the value of this special register,
. Trace Settings string -
Log Settings
Path Settings
Data Settings Value = Enter a value for this spacial register. The value can be a constant or a call to the evaluation functions

Backup Settings sreg(H IF‘M_Ins[a]Idlr)\H!F'AA_lr‘

roviders

Dusta Provider

Services Provider Description Eniter a description for this special register.
Directory Provider

Security Provider

XML Namespace Map
Provider

Paoling Providars

Authentication Finish
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5. Add HIPAA_Output and provide the appropriate values in the fields, as shown in the
following image. Click Finish.

Special Register Definition
Name Enter the name of the special register to add

I‘iettlnus

General Settings
[HIPAA_Output

Console Setings
Java &

"_R-g.-giﬂer = no—s Type Select a type for the value of this special register,
Trace Settings string -
Lag Settings
Path Seftings
Dats Setings WValue * Eniter & value for this spacial régister. The value can be & constant or a call 16 the evaluation functions.
Backup Sattings sreg(HIPAA_InstalldiffiHIPAA_out
[Providers
Data Provider
Services Provider Description Enter a description for this special register.

Directary Provider
Security Provider

WML Namespace Map
Provider

Fooling Providers

Authentication Finish

6. Add ValidateHIPAA and provide the appropriate values in the fields, as shown in the
following image. Click Finish.

Special Register Definition
Name * Eriter the narme of the special register 10 dd.

Settings

General Settings

3 WahdataHIPAA
Console Settings

Java Settings

Type Select a type for the value of this special register,

Trace Settings string -
Log Settings
Path Settings

Dats Settings Walug Enter a value for this spacial register. The value can be a constant or a call ta the evaluation functions.

Backup Settings true

Providers
Data Provider
Services Provider Description Eriter a description for this special register.
Directory Provider
Security Provider

®ML Namespace Map
Provider

Pooling Providers

Authentication Finish
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The following image shows the summary of defined Registers.

Secure Shell Provider [ HIPAA_Input sreg(HIPAA_InstalldiryHIPAA_in string
T [ HIPAA_Instalidir CHIPAA_Accelerator string
SNMP Provider
[0 HIPAA Quiput sreg(HIPAA_Installdir/HIPAA_out string
Faclltics [] HipaaAck sreg(HIPAA_Input)/OB_Output string
Activity Faality = - 5 5
Correlation Fasity [0 Hipaa Archive sreg(HIPAA_Input)IB_Archive string
[[] Hipaa BadOutput sreg(HIPAA_Input)|B_Eror string
[0 Hipaa GoodOutput sreg(HIPAA_Input)/|B_Output string
[0 Hipaa Inpyt sreg{HIPAA_Input) string
[ HipaaRpt sreg(HIPAA_InputyIB_Report string
[0 Hipaa XML Archive sreg(HIPAA_Output)/OB_Archive string
(] Hipaa XML Error sreg(HIPAA_Quiputy'OB_Eror string
[] Hipaa_ XML Input sreg(HIPAA_Output) string
[0 Hipaa XML Qulput sreg(HIPAA_Cutput)l/OB_Output string
[] Hipaa_XML ValidationReport sreg(HIPAA_Output)OB_Report siring
[0 ValidateHIPAA true string
Add | Delete |

Note: If any changes are made to Registers after an application has started, you must
restart that application for these changes to be applied.

Stopping Inbound (HIPAA to XML) and Outbound (XML to HIPAA) Processing

This section describes how to stop inbound (HIPAA to XML) and outbound (XML to HIPAA)
processing.

Procedure: How to Stop Inbound (HIPAA to XML) Processing

Click the State icon @ adjacent to the inbound application channel
(HipaaToXmI_IB_QA_AckRpt_Pflow_Channel) under Management\Monitoring and click OK,
as shown in the following image.

Manager, management [N Y=gy &) @ @ roosusssoriss

- Homtering ools. N— — - Restart. Licenses About Logout

Channels
:l Monitor, start and stop application channels

Messages
Narne Type State Activg Completed Successful Failed Description

Message from webpage

HipaaToXML_IB_Q5_AckRpt_Pflow_Channel  FILE
\g) Are you sure you wank to stop the Bstener HipsaToXML_IB_QS_AckRpt_Pflow_Channel?

¥milTaHi, Q@5 Ch | FILE &
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The inbound application channel will be stopped, as shown in the following image.

Nanagemen: [Ty @ © O :

Restart Licenses About Logout

Channels
] Monitor, start and stop application channels
Messages
Name Type State Active Completed Successful Failed Description

Hipaa 1o

HipaaToXML_IB_Q5_AckRpt_Pflow_Channel  FILE @ XML file
listener
XML to

AmiToHipaa_QS_Channel FILE [~] Hipaa file
listener

Procedure: How to Stop Outbound (XML to HIPAA) Processing

Click the State icon @ adjacent to the outbound application channel
(XmIToHipaa_QS_Channel) under Management\Monitoring and click OK, as shown in the
following image.

Restart Licenses About Logout

Channels
Monitor, start and stop application channels

Messages
Name Type State Active Completed Successful Failed Description

Hipaa to

HipaaToxML_IB_QS_AckRpt_Pflow_Channel  FILE (]
Messape from webpage
XmlToHipaa_QS_Channel FILE (] \ ? J Are you sure you want to stop the listener ¥miToHipaa_QS_Channel?
[ ]
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The outbound application channel will be stopped, as shown in the following image.

MG_IIQUQM_CM Hipaa_usr_samplez_App b
Channels
|:| Monitor, start and stop application channels
Messages
Name Type State Active Completed Successful Failed Description
3 Hipaa to
HipaaToXML_IB_QOS_AckRpt_Pflow_Channel ~ FILE e XML file
listener
HML to
XmiToHipaa_QS_Channel FILE @ Hipaa file
listener

Testing the Sample HIPAA Applications

This section describes how to test the sample inbound (HIPAA to XML) and outbound (XML to
HIPAA) applications.

Procedure: How to Test the Sample Inbound (HIPAA to XML) Application

1.

62

Copy the input test data to the following directory:
Hi paa_Accel erator\ H PAA in

For example:
Ge - Computer = OS (Ci) = HIPAA_Accelerator = HIPAA_in ~
Organize * |  Open HNew folder
d Fovorites Name - Date modified i Type I Size
B Desktop  1B_Archive 6/13/2014 12:19PM  File folder
& Downloads IB_Erree 2/3/2014 11:51PM File folder
4| Recent Places IB_Oustput E/13/2014 12:15PM File folder
. 1B_Report 6/13/2014 12:19PM  File folder
a Lbraries
L. 1B_TransformGood 2/3/2014 11:51PM File folder
) © 08_Archive 2014 151PM File folder
o Musie 4 f3{2014 11:51
] Pictires 08_Error 2/3{2014 11:51PM Fie folder
R Everalon O8_Output 6/13/2014 12:13PM  File folder
B videos 08 _Report 3014 1L51PM File folder
. 0B _TransformGood 2/3/2014 11:51PM File folder
8 Computer
& osicn
@ C on THIRU

Observe the transformed XML output in the following directory:
Hi paa_Accel erator\ H PAA i n\ I B_CQut put
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For example:

@," )= | 1 - Computer ~ 05 (C:) - HIPAA Accelerator « HIPAA_n ~ IB_Ouiput
Organize » Indudeinlivary v Sharewith »  New folder
' Faverites — i IT“" i
Bl Desktop h837dp5010x22552c01_001_2014-06-13T16_19 30_136Z00Laxml  6/13/2014 12:19PM XML File E4KB
1 Downloads h375010x223a2601_001_2014-06-13T16_19_31_400200Loml  &/13/2014 12:19PM  XMLFie 105 KB
&l Recent Places h837d5010x22482:01 001 2014-06-13T16 19 29 33220013 6/13/2014 12:19PM XML Fie 14KB

3. Observe the Reports in the following directory:
Hi paa_Accel erator\ H PAA i n\I B _Report

For example:

Organize =  Indudeinfbrary v  Sharewith = Mew folder

—— Mame Date modified - Type | s
B Deskiop | h83TdpS0 10 225a2c01_001_2014-06-13T 16_15_30_1322000Loml 4132014 1:19PM  ¥ML Fle 7208
8 Downloads || ha3M50 10x22302c01_001_2014-06-13T16_19_31_94200Loml  6/13/2014 12:19PM XML Fie 120K8
Rt pitq h837d5010%22482c01_001_2014-D6-13T16_15_25_334Z00Lxml__ /13/2014 12:19PM _ NML Fie 168

4. Observe the Acknowledgement in the following directory:
Hi paa_Accel erat or\ H PAA i n\ OB_Cut put

For example:

» Computer » Local Disk (C:) » HIPAA_Accelerator » HIPAA in » OB_Output

Organize v Includein library « Share with « New folder

A Favorites || h837d5010:224a201_0012014-02-03T19_19_55_ 9682001
B Desktop | h837dp5010x22522¢01_0012014-02-03T19_19_56_1562001
%] Recent Places | h837i5010x223a2¢01_0012014-02-03T19_19_56_3592001

5. If any Error occurs in the input test data then observe Error data in the following directory:
Hi paa_Accel erator\H PAA in\IB _Error

For example:

' ) || - Computer - 05 (C) ~ HIPAX Accserstor ~ HIPA in - 18 Eror

Organize ¥ Indudeinlbrary v  Sharewith v  New folder
Sr Favorites Name = Date modified Type
[ Desktop
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6. After processing the input data that you place for transformation, a copy of input data will
get stored in the following directory:

Hi paa_Accel erator\H PAA in\I B _Archive

For example:
€15E [1 + Computer - 0S(C:) ~ HIPAA_Accelerator ~ HIPAA_in = IB_Archwe: -
Organize v _ Open Indudeinlbrary v  Sharewith »  Mew folder
I Favorites i el b l e l
Il Deskiop B 5010_hipsa
# Dovnloads 5010_hipea 5/30/20146:49 AM  Fie folder
Ll Recent Places | h837d50 10x224a2c01_001.data €/13/2014 12:19PM  DATA Fie 268
|| h837dp5010x22582c01_001.data 6/13/201412:19PM  DATAFie sKB
- Libraries 4
o ; || h83715010x223a2c01_001.data 6/13/2014 12:19PM  DATAFle 1448

Procedure: How to Test the Sample Outbound (XML to HIPAA) Application

1. Copy the input test data to the following directory:
Hi paa_Accel erat or\ H PAA out

For example:
T e e
Organize v Indudeinlbrary Sharewith =  Mew folder
r Favorites Name ~ Date modified Tyoe Size
B Desktop 18_Archive 2/3/2014 11:51PM File folder
i Dourionds 18_Error 2/3/2014 1:51PM  File folder
3 Recen! s .
ARl Ftcent Flace 18_Output W14 1LSIPM  Fie folder
(2014 1L:51PM  Fi
5 Lbx IB_Report 2/3/2014 11:51 e folder
3 Documents 18_TransformGood 2/3/2014 11:51FPM File folder
o Music OB _Archive 5/30/2014 T:03AM  File folder
| Pictures 0B _Error 2/3/2014 11:51FM File folder
=] Subversion 08_Output 5/30/2014 :03 AM  File folder
B videos 0B_Report 5/30/2014 T:03 AM  File folder
. - OB _TransformGood 2/3/2014 11:51PM File folder
£.05(C:) | k837401009 72 1c01_0 1.0l 5/30/2014 7:03 AM XML File S1KB
£ € on THIRU | h837d40 10509 7a 1c01_ta 1. xml 5/30/20147:03AM XML File 81K8
L8 Doon THIRL h837p40 100dla8a 1c01 0.0l 5/30/2014 7:03 AM ML File 22KB

2. Observe the transformed XML output in the following directory:
Hi paa_Accel erat or\ H PAA out\ OB_CQut put
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For example:

Q\_, [/~ Computer + 08 (€:) + HIPAA_Accelerator ~ HIPAA_out = OB_Output

Organize » Indudeinlbrary »  Sharewith New folder

T Hame Date modified - Type size

B Desktop || hB37d 0 0x097a1c01_01_2014-05-30T11_03_11_056200Lhipaa  §/30/2014 7:03AM  HIPAAFde ke
8 Downioads || he37d4010x097a1c01_ta1_2014-05-30T11_03_11_288200Lhipaa  S/30/2014 7:03AM  HIPAA Fie 6B
5 Rchui: Flaces h837p4010x058a 1cD1_01_2014-05-307T11_03_11_579200Lhipaa__ 5/30/2014 7:03AM __ HIPAA Fie 28

Observe the Reports in the following directory:

Hi paa_Accel erat or\ H PAA out\ OB_Report

For example:

KD\ ) || - Comuter - 05 (€1 - HPAR_Accoerator ~ HIPAA out = 08 Report

Organize ~  Incudeinlbrary v Sharewith ~  New folder

 Favorits Name Dstemodfed - | Tipe [se= |
B Desiciop valdsborhB37H40 10K0978 1001_01_2014-05-307T11_ 03_11_083Z00%smd  5/30/2014 Z:03AM XML Fie 78
& Dowrloacs valdatiorhB37d40 10n0a 78 1c01_tal_2014-05-30T11.03_11_352200100ml  S/30/2014 T03AM  ¥MLFe 768
s tain valdationh837p-4010x038 1c01_D1_2014-05-30711_03_11_56920010ml  S/30/20147:03AM XML Fe 308

If any Error occurs in the input test data then observe Error data in the following directory:
H paa_Accel erat or\ H PAA out\ OB Error

For example:

é\-z’ . - C&nwhg - OS(C)v Hipu_iowuaw - Pﬁi’m_wt - QB_Erru

Organize v Indudeinlbrary ~ Sharewith ~  New folder

P Fovoriies Name - Date modified If\rne Size
BB Desktop This folder is empty.

5. After processing the input data that you place for transformation, a copy of input data will

get stored in the following directory:
Hi paa_Accel erat or\ H PAA out\ OB_Archive
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For example:
@k_;‘ [1 = Computer ~ 05 (C:) » HIPAA_Accelerator » HIPAA_out v OB _Archive
Organize v  Indudeinfbrary »  Share with ~  New folder
M Favorites Hame - Date modified ITm Size
B Desktop 4010_xmi S/30/20146:99 AM  File folder
% Dovmicads 5010_swl S/30/20146:49 AM  File folder
#1 Recent Flaces || h83704010x0978 1601_01xri S/30/0147:03AM XML Fie 81K8
G | h&37d4010x097a 1001 _tal.xml 5/30/2014 7:03AM XML File 8168
-4
3 0 h837p4010c098a1c01_01.xoml 5/30/2014 7:03 AM XML File 22KB
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Chapter
Inbound Processing: HIPAA to XML

The iWay Integration Solution for HIPAA includes iWay Service Manager. iWay Service
Manager converts a document from HIPAA format to XML format, and validates it based
on implementation guides published by HIPAA.

This chapter provides the information you need to understand and implement a basic
inbound message flow.

.4 The inbound processing overview describes the iWay business components and the
processing steps in the basic inbound message flow.

4 The sample configuration contains detailed instructions for configuring the basic
inbound message flow. This topic guides you through each step of the configuration
procedure.

In this chapter:
.4 HIPAA Inbound Processing Overview

.d  Sample Configuration for Inbound Processing: HIPAA to XML

HIPAA Inbound Processing Overview
The inbound process converts a HIPAA formatted document to an XML document.

In a basic message flow, inbound processing consists of the following components and steps.
For an illustration of the components available in the construction of a message flow, see
Using a Channel to Construct a HIPAA Message Flow on page 23. You will define the
components in the configuration instructions in Sample Configuration for Inbound Processing:
HIPAA to XML on page 69.

Inlet

. The listener picks up the incoming HIPAA document.

.4 The preparser obtains the message type and version from the HIPAA document, in order to
select the appropriate transformation template name. The transformation template
converts the original HIPAA document to an XML representation of that document.

The preparser ensures that the document is converted to a structurally correct HIPAA XML
document. The transformation templates that are provided in the Ebix are used to
transform the structure of the document.
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Validation

4 The iWay Integration Solution for HIPAA ensures the validity of the HIPAA format and

content of the XML document. The HIPAA level 1-5 validation tests are performed. The
integration solution uses the rules provided in the Ebix for each transaction to apply rules
in compliance with the HIPAA implementation guides to ensure that the resulting XML is
HIPAA compliant.

For example, here is a typical date segment in an inbound HIPAA document:

DTM001*20080701

The value in DTMO1 ("001") is validated against an allowed code list. The value in DTM02
("20080701") is validated as a properly formatted date.

In addition, the following business rule is applied: DTMO2 is required if DTMO1 is present
(if there is a qualifier, there must be data).

Route

1 After validation, you can apply any additional business logic to the document. You can use

a single service or multiple services, passing the output of one service to the input of the
next.

In our basic message flow, the copy service redirects the output document to the
destination.

For details on available services, see the iWay Service Manager User's Guide.

The acknowledgement service creates a functional acknowledgement (997 or 999) for the
inbound document. The acknowledgement indicates that the document was received and
validated for structure.

Outlets

Outlets define how messages leave a channel at the end of a process. In our basic sample
channel, two outlets are configured:

4 One outputs the XML format of the document. In a real case scenario, it would output the

result of your business logic.

.4 The other outputs the functional acknowledgement. A functional acknowledgement is

typically returned to the sender of the document.
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Sample Configuration for Inbound Processing: HIPAA to XML

This topic provides step-by-step instructions on how to configure a basic inbound message flow
for the iWay Integration Solution for HIPAA. This message flow represents the movement and
tasks that are performed during the conversion of a message from HIPAA format to XML format
and an acknowledgement of the message.

The inbound configuration that is described in this topic represents the simplest possible route
and is not equivalent to the inbound configuration that is described in Working With HIPAA
Inbound and Outbound Applications Using iWay Integration Tools (ilT) on page 41. The inbound
configuration in the quick start topic processes different HIPAA versions. The inbound
configuration in this topic processes a single HIPAA version.

If you plan to modify the message flow that is described in this section and want more
information on the supported iWay business components that you can use during the
construction of a channel, see the iWay Service Manager User's Guide.

Accessing the iWay Service Manager Administration Console

To access the iWay Service Manager Administration Console, you must first ensure that the
iWay Service Manager service is running.

For instructions on starting iWay Service Manager, see the iWay Service Manager User's Guide.

Procedure: How to Access the iWay Service Manager Administration Console on Windows

1. From the Windows desktop, select Start, All Programs, iWay 8.0 Service Manager, and
Console.

or,
from a browser such as Microsoft Internet Explorer, enter the following URL,

http:// host. port

where:

host
Is the host machine on which iWay Service Manager is installed. The default value is
localhost.

port
Is the port number on which iWay Service Manager is listening. The default value is
9999.

The following image shows the URL with the default values.

Address | 2] http:jflocalhost: 9999 v
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iWay ServiceManaser

2. When prompted, enter your user name and password, and click OK.
Note: The default user name and password is iway.

The iWay Service Manager Administration Console opens, as shown in the following image.

Properties

General Properties

Java Properties

Settings

General Settings
Conscle Settings
Java Settings
Register Settings
Trace Settings
Log Settings
Path Settings
Data Settings
Backup Settings

Providers
Data Provider
Services Provider
Directory Provider
Security Provider

XML Namespace Map
Provider

Pooling Providers
Authentication Realms
Data Quality Providers
TCP Connection Provider
Token Store Provider
Schedule Provider
Calendar Provider

SNMP Provider

Secure Shell Provider

General Properties

Listed below are the general properties for the base configuration of this server

General
Name / Home
Version

Build Date
Usage
Configuration
Name

Status

User Security Access
Environment
0OS / Hardware
Java Info

Java Memory

Classpath

Language and Locale
Locale f Timezone

Language

INFORMA-QETE7IUS - C:/PROGRA~2fiway7/
7.0.7.3672
ASGARD March 3 2017 1943

Live

base - C:/PROGRA~2fiwayT7/configibase
Server Uptime: 37 minutes
Read / Write

Windows 10 (service) / amd64, CPUs: 2
25.111-b14 -- Oracle Corporation -- Java HotSpot{TM} 64-Bit Server VM
22291 MB of 1799.50 MB (12.4%) used

[1] C:\PROGRA~2\iway7\confighbase\lib v

en / America/New_York; time zone offset is -4 hours

English 'l Save-
The server has to be stopped, and started for the language change to take effect

Adding an Ebix to the Registry

70

The iWay e-Business Information Exchange (Ebix) framework supplies several Ebix files for the
iWay Integration Solution for HIPAA.

An Ebix file for HIPAA is named HIPAA_Version.ebx, where Version is the HIPAA version number.
For example, the Ebix file for HIPAA version 4010A1 is named HIPAA_4010A1.ebx.

For details on the supported HIPAA versions and transaction sets, see Ebix-Supported
Transaction Sets on page 147.

This topic describes how to add an Ebix to the Registry on Windows and UNIX.

Information Builders
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5. Inbound Processing: HIPAA to XML I

Procedure: How to Add an Ebix to the Registry on Windows

1. To access the Registry, select the Registry option in the blue shaded area below the iWay
Service Manager banner, as shown in the following image.

iWay Service Manager e O ©Q @ roocrrim

Server Registry Deployments  Tools Restart Licenses About Logout

Properties General Properties

_ Listed below are the general properties for the base configuration of this server.
General Properties

Java Properties

General
Settings Name / Home ac11698 - C/PROGRA~2fiway7/
General Settings Wersion 7.0.0-CFR.1190
Console Settings Build Date PLATO December 20 2013 1658
Java Settings. Configuration
Register Settings Name base - C:/IPROGRA~2/iwayT/configlhase
T Sett
fece nas Status Server Uptime: 1 hours, 49 minutes
Log Settings y .
Path Settings User Security Access Read / Write

Data Settings Environment

Backup Settings OS f Hardware Windows 7 (process) / x86
Java Info 23.7-b01 -- Oracle Corporation - Java HotSpot(TM) Client VM
Providers
Java Memory 36.28 MB of 247.50 MB (14.7%) used

Data Provider
Services Provider Clssspath [[1] C'PROGRA~2\way7\config\baseViEv v

Directory Provider Language and Locale

Security Provider Locale / Timezone en / America/New_York: time zone offset is -5 hours

XML Namespace Map
Provider Language English v

Pooling Providers The server has to be stopped, and started for the language change to take sffect
Authentication Realms

Data Quality Providers

Secure Shell Provider

Schedule Provider

SNMP Provider
Fadilities

Activity Facility

Correlation Facility

2. Under Components in the left pane of the Registry, select Ebix.

Components
Adapters
Decryptors

Ebix a
I
Emitters ﬂ

iWay Integration Solution for HIPAA User's Guide 71



Sample Configuration for Inbound Processing: HIPAA to XML

72

The Ebix pane opens, as shown in the following image.

Ebix
eBusiness Information Exchange {ebix) are collections of standard metadata, templates, rules and schemas that are typically used by
message flows related to eBusiness,

Ehix
[IFilter

[ Name Download References Description

Mo data matching the selection criteria was found.

[ Add ] [ Delete ] [ Rename ] [ Cop ]

Click Add to add a new Ebix.
The New Ebix pane opens.

[] HPAAtoxML Channel [& regs ehix & Channel for HIPAA to %ML inbound processing.

Browse to the directory in which the Ebix is located and select the name of the file, for
example, HIPAA_5010X212_pipeline.ebx.

Once you have selected the Ebix, click Next.

You are prompted for the name of the Ebix and an optional description.

Ebix
eBusiness Information Exchange (ebix) are collections of standard metadata, templates, rules and schemas that are typically used by
message flows related to eBusiness.

New Ebix

Mame * Name of the new ebix
[HIPAA_s010X212_pipeline

Description Description for the new ebix

Hipaa 5010 pipeline shix transactions 276 - 2

<< Back | Finish

Enter a name for the Ebix, for example, HIPAA_5010X212_pipeline, and an optional
description.

Click Finish.

On the Ebix pane, you will see that the Ebix was successfully added. Later you will
associate it with the channel for inbound processing.

Note: This procedure must be repeated for each HIPAA message set that will be
processed by this channel. For example, if HIPAA 997 messages are packaged in the
HIPAA_5010_pipeline.ebx file and if your channel will be processing 997 messages, then
this Ebix file must be added to the Registry.
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Procedure: How to Add an Ebix to the Registry on UNIX

Depending on your system configuration, there are two methods that you can use to add an
Ebix to the Registry on UNIX.

. If you have a web browser on the UNIX machine, follow the instructions for Windows.

d Use FTP to download the Ebix from the iWay7/etc/manager/packages directory to your
Windows machine and follow the instructions for Windows.

Adding Special Register Sets

In iWay Service Manager, a special register is a name-value pair that defines a variable that is
carried throughout the system. Once defined, this variable is available to all components of the
system. Within the HIPAA components, a best practice is to use special registers to define
inputs and outputs. When packages containing channels are migrated between systems, the
only changes required to deploy in the new location is to modify these special registers and
build the channel. Channels may have many locations and this practice will minimize the effort
required to migrate. For a complete list of system special registers that are provided, see the
iWay Service Manager Programmer's Guide. For more information on defining a special register
of your own, see the iWay Service Manager User's Guide.
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The sample inbound channel uses a set of special registers defined as HIPAA. For example:

Registers / Hipaa

Register namesvalue sets to be used by various conduits,

Register set Hipaa

The tahle below lists the names and values of registers that belong to register set Hipaa'.

O Name Type

O Ack string
O Ackass string
0 Archive string
[0  BadOutput string
O Errar string
[0 GoodOutput string
O Input string
string

[ << Back ] [ Delete ] [Finish ]

Yalue

Chfile_outihipaahack

Chfile_outihipaahack

Ciifile_out

citfile_outihipaaibad

Chfile_out

ciyfile_outhhipaahgood

Civfile_invhipaa

Procedure: How to Add a Special Register Set to Your Channel

To add a special register set to your channel:

1.

Description

Cutput directory for 997

Coutput directory for 999

Archive of transformed L

X1z file= N

EML where ack status is &

not edqual to Liaccept) W
ZML where ack status 5
egqual to L [accept) s
12 inbound flow scans L
this directory for EDI s

In the left console pane of the Registry menu, select Channels.

The Channels pane opens.

In the row for your channel, click Regs for the channel you want to modify.

The Assign register pane opens.

Select a register and click Finish.

Click Back to return to the Channels pane.

Defining an Inlet

74

An inlet defines how a message enters a channel. It typically contains a:

- Listener. A listener is a component that picks up input on a channel from a configured end

point.
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- Decryptor. A decryptor is a component that applies a decryption algorithm to an incoming
message and verifies the security of the message. The configuration example in this topic
does not include a decryptor, which is an optional component.

d One or more preparsers. A preparser is a component that converts incoming messages into
processable documents. Typically a preparser converts a document into XML format. Other
preparsers may perform data decryption or reformatting.

Procedure: How to Add a Listener

1. From the Registry menu options on the left pane, select Listeners under Components.

2. On the Listeners pane on the right, click Add to add a new listener.

3. For the purpose of this example, we will show the configuration with a File listener. For
details on supported protocols, see the iWay Service Manager Protocol Guide.

Select File from the Type drop-down list and click Next.

The configuration parameters pane opens.

Input Path *

Destination

Rermoval Destination

Suffix In

Scan subdirectories

Do nat unzip ZIP files

Suffix Out

Directory in which input messages are received. A specific file name or DOS-style pattern) can he used. Do not
use file suffic.

sregiHipaa.Input)

Directory inta which output files are stored. Specific file name is optional. Use * in file name to be replaced by
timestamp, # by sequential counter

sreg{ Hipaa.GoodOutput)

Full path file pattern asseding where inputfiles will he moved. Use * infile name to be replaced by timestamp, # by
sequential counter

sreg{ Hipaa.Archive)

Limits input files to those with these extensions. Ex: XbL,in Do not use "."; - mean ne extension, * means any
w
Iftrue, all subdirectories will he scanned for files to process

false

Fick one v

Pass ZIP files as a single file for processing (requires ACCEPT FLAT turned on)

false

Fick one v

Extension for outputfiles fname is same as input flie unless speciiied In destination parameter

xrnl

4. Supply configuration parameters for the new File listener as follows. An asterisk indicates
that a parameter is required. For parameters not listed in the following table, accept the

default value.
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Parameter

Value

Input Path *

sreg(Hipaa.lnput)

This value is a special register that uses a
defined directory in which input messages are
received.

Make sure that you have created this directory;
otherwise, errors will occur during deployment.

Destination *

sreg(Hipaa.GoodOutput)

This value is a special register that uses a
defined directory in which output files are
stored after transformation.

Make sure that you have created this directory;
otherwise, errors will occur during deployment.

Removal Destination

sreg(Hipaa.Archive)

This value is a special register that uses a
defined directory to which input messages are
moved if they fail during transformation.

Make sure that you have created this directory;
otherwise, errors will occur during deployment.
It is recommended to configure a removal
destination when you are constructing a basic
channel.

Suffix In *
Input files with any file extension are allowed.
Suffix Out xml
The extension for output files is .xml.
5. Click Next.

76
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You are prompted for the name of the listener and an optional description.

Listeners

Listeners are protocol handlers, that receive input for a channel frorm a configured endpaint, Listed below are references to the listeners that
are defined in the registry.

Select listener type

Mame * Marne of the new listener

HipaaToxhL_Ehix

Description Description for the new listener

Hipaa to XML file listener

On the Listeners pane, enter the name of the new listener, HipaaToXML_Ebix, and an
optional description. Then click Finish to add the listener.
In a later step, you will associate this listener with the inlet.

Procedure: How to Add a Preparser

1.
2.

From the Registry menu options, select Preparsers under Components.

On the Preparsers pane, click Add to add a new preparser.
You are prompted for the type of preparser.

Preparsers
A |logical process that handlas documants bafore thay are parsad by tha systam. Usually used to convert from non-XML to xml.

Select the type for the new Preparser object definition

Type * available Preparsertypes

com.ibi.preparsers.HIPAASPIitPP

Selectatpe R

[ << Back ] [ Next >> ]

Select HipaaSplitterPreParser (com.ibi.preparsers.HIPAASpIitPP) from the Type drop-down
list.

The HipaaSplitterPreParser parses a HIPAA input file with one or more ISAs and multiple
transaction sets (STs), and creates multiple XML output files. One XML output file is
produced for each transaction set. You can also use the HipaaSplitterPreParser if there is
only one transaction set in an ISA.

Click Next.
The Preparsers configuration parameters pane opens.

The following table lists and describes the available configuration parameters for the
preparser:
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Parameter Description

Template Used to locate the template in the Ebix used in the
transformation from HIPAA format to XML format.

Debug If enabled, the transformation components are

written to files in the local directory. This parameter
is set to False by default.

Segment Terminator

The control character that marks the end of a
specific variable-length segment.

To view a list of segment terminator characters, see
Using HIPAA Separators and Terminators on page
175.

Element Delimiter

The control character used to separate elements in a
segment. It follows the segment identifier and each
data element in a segment except the last.

To view a list of element delimiter characters, see
Using HIPAA Separators and Terminators on page
175.

Component Element Delimiter

The control character used to separate sub-
elements/components in a composite element.

To view a list of component element delimiter
characters, see Using HIPAA Separators and
Terminators on page 175.

Escape Character

The escape character is necessary if any of the
HIPAA document separators is part of the actual
value of an attribute.
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Parameter

Description

Timestamp

Disabled by default, this option writes a timestamp
to the log file. When enabled, the log file will display
the start and end time of the file transformation and
the input file name that is used. This feature is
useful in development or debugging environments
when processing batches of files. When the
transaction log is not in use (for example, in a
production mode) then this information is available
in the Activity Log.

Note: To use this feature, logging must be enabled
in the Log Settings section of the iWay Service
Manager Administration Console.

XML Transformer

Enabled by default, this parameter sets the
HipaaSplitterPreParser to transform the individual
documents that are split from the incoming message
into XML format.

Note: Use any of the following standalone EDI batch
splitter preparsers if you do not require an XML
transformation to be called:

4 HIPAA Batch Splitter
(com.ibi.preparsers.XDHIPAABatchSplitter)

‘1 EDI Batch Splitter
(com.ibi.preparsers.XDEDIBatchSplitter)

Insert Group Loop

Inserts a Group loop tag in the XML document.
Group loop tags are displayed in activity logs and
validation processing reports.

Note: Ensure that this parameter is set to false. By
default, this parameter is set to true.
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Parameter Description

Node 'delimiters’ If set to true, node delimiters are added to the
generated XML document. For example:

<?xm version="1.0"

encodi ng="1 SO 8859- 1" ?>

<HI PAA271>

<delimters>

< 01 _El enent _Ter m nat or >2A</
_01_El ement _Ter m nat or >
<_02_Segnent _Ter m nat or >0D0A</
_02_Segnent _Ter m nat or >
</delimters>

<| SA>

By default, this parameter is set to false.

5. In the template field, enter the following template mask, based on the HIPAA version you
are processing:

.1 For HIPAA version 4010, enter:
% " H PAA_XM.. xch

. For HIPAA version 5010, enter:
HI PAA % "t oXML. xch
The preparser obtains the message type and version information from the HIPAA input

document. In the parameter, the character "%" represents the message type, and the
character "A" represents the version.

For example, if the message type of the HIPAA input document is 835 and the version is
004010x091A1, then the constructed template name is:

835_004010X091A1_HI PAA_XM.. xch

If the message type of the HIPAA input document is 276 and the version is 005010X212,
then the constructed template name is:

HI PAA 276_005010X212t oXM.. xch

6. Click Next.
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You are prompted for a name and optional description for the new preparser.

Preparsers
A logical process that handles documents before they are parsed by the system. Usually used to convert from non-=<ML to xml.

Provide a name and description for the new Preparser object definition

Mame * Mame of the new Preparser object definition
HipaaSplitter
Description Description for the new Preparser object definition

Hipaa Splitter Preparser

7. Enter a name for the new preparser, for example, HipaaSplitter, and an optional
description.

8. Click Finish to add the preparser.
In the next procedure, you will associate this preparser with an inlet.

Procedure: How to Define an Inlet

Now that you have added a File listener and splitter preparser to the Registry, you are ready to
add and define an inlet. You will associate the previously created listener and preparser with
the inlet.

1. From the Registry menu options, select Inlets under Conduits.
2. On the Inlet Definitions pane, click Add to add an inlet.

3. On the New Inlet Definition pane, enter the name of the new inlet and an optional
description, as shown in the following table. Then click Finish to add the inlet.

Parameter Value

Name * HipaaToXML_Ebix

Description The file inlet contains the file listener and edi
splitter preparser for Hipaa to XML processing

4. On the Construct Inlet pane, click Add to associate the listener and preparser with the
inlet.
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The next pane prompts you for the component type.
Inlets / HipaaToXML_Ebix

Inlets are conduits which represent the entry into a channel, Inlets contain a Listener, Decryptor, and Preparsers,

Select component type

Component Types Description

@& Listener Listeners are protocol handlers, that receive input for a channel from a configured endpoint.
O Decryptar Decrypts the document.
y Preparser A logical process that handles documents before they are parsed by the system. Usually used to

convert from non-<ML to xml.

(<< Back | [(Mext>> |

5. Select Listener and click Next.
The next pane prompts you to select a listener.
6. Select HipaaToXML_Ebix, which is the listener you added earlier, and click Finish.

The listener is associated with the inlet. Now you need to associate the preparser created
earlier with the inlet.

7. On the Construct Inlet pane, click Add.

The next pane prompts you for the component type.

Inlets / HipaaToXML_Ebix

Inlets are conduits which represent the entry into a channel. Inlets contain a Listener, Decryptor, and Preparsers,

Select component type

Component Types Description
O Decryptor Decrypts the document.
@ Preparser A logical process that handles documents before they are parsed by the system. U

sually used to convert from non-XML to xml.

[« Back | [ Mext>> |

8. Select Preparser and click Next.

On the next pane, you are prompted to select a preparser.

Inlets / HipaaToXML_Ebix

Inlets are conduits which represent the entry into a channel. Inlets contain a Listener, Decryptor, and Preparsers,

Select one or more preparser definitions

[CIFilter
|:| Name Type Description
HipaaSplitter com.ibi. preparsers. HIPAASplitPP Hipaa Splitter Preparser

9. Select HipaaSplitter, which is the preparser you added earlier, and click Finish.
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You have now successfully completed definition of the inlet.

Defining a Route

Procedure:

For this sample channel configuration, you will define a route that will invoke the HIPAA to XML
validation process flow. The outcome of the validation process flow will place valid transformed
XML data in a defined output folder. Invalid transformed data will be routed to an errors folder.
A HIPAA functional acknowledgement and a validation report will be sent to their designated
output folder defined in the sample channel.

iWay Integration Tools (ilT) Designer (previously known as iWay Designer) is a GUI tool that is
delivered as a plugin with ilT. For more information, see the iWay Integration Tools Designer
User's Guide.

This section describes how to create a validation process flow using ilT Designer and bind it to
a sample inbound channel as a route.

How to Create a New Project and Start the Process Flow
To create a new project and start the process flow using ilT Designer:

1. OpenilT.

2. Rightclick on the Integration Explorer tab, select New, and then click Integration Project
from the context menu.

3. In the Name field, provide a valid integration name (for example, Test), and then click
Finish, as shown in the following image.

4 Integration - iWay Integration Tools

File Edit Mavigate Search Project Run Window Help
|@% % | m|$-0 -5
G inte.. 25| 9 Wa.. Bilbra... | =0
=
SR Tect
= Adapters
= Applications
= Channels
k= Ebixes
= Fows
= Registers
= Schemas
= Transforms
. = XML
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4. Right-click the Flows folder, select New, and then click Process Flow from the context
menu, as shown in the following image.

= i=F Test
= Adapters
== Amicam
= Channels

Go Into
3, Open in New Window
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The New Process Flow Configuration Wizard opens, as shown in the following image.

4 New Process Flow Wizard !E E

General Properties
@ The name field is required.

Project Folder
Name:
Description

Target Server Version

Y
(2)

| rest/Flows Browse... |

(1 B/

| 7.0.5-SNAPSHOT

Install additional Target Server Version
™ Create in current folder

[~ Enable taps

5. In the Name field, type HIPAAtoXML_pflow_AckRpt as the process flow name.

In the Description field, type a brief description (optional).

6. Click Finish.
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The new HIPAAtoXML_pflow_AckRpt node appears under the Flows folder, and the
workspace displays a Start and End object with a relation established in between.

£ ot L@ Wa. | B .., | T O || HpaaTooa phew_Addiot & =
- » Paletie
=) e Test [ select
(& Adapress
= Agplcations Harquee
2 Channels: - Rlaton
& Eboves
(& Pows <Leop
© 1 HaaTonaL phon_Adapt Base Objects
{5 Ragaters
End
(&> Schemas i
(& Trongforms A Text
=2 . P 0 2 o
I 1 M Decion Switc]
Start End & DecsonTest
Fukin
&8 Execuon Obj...
X

You are ready to build the HIPAAtoXML_pflow_AckRpt validation process flow by configuring
objects to it and specifying their relationships.

Procedure: How to Configure Objects for the Process Flow

86

To configure objects for the process flow using ilT Designer:

1.

Drag and drop the Service object from the toolbar to the workspace.
The New Service Object dialog box opens.

In the Name field, type ValidationReport, and a brief description (optional) in the
Description field and click Next.

The Service Type dialog box opens.

Select Class Name and enter com.ibi.agents.XDHIPAAValidationReportAgent and click Next.
The Properties dialog box opens.

Click Finish.

The new Service object (ValidationReport) appears in the workspace.

Select the Start object, right-click the ValidationReport object, and select Relation from the
context menu.

The Line Configuration dialog box opens.
From the Event drop-down list, select OnCompletion and click OK.

This option indicates that there are no conditions that affect the path, and that the path
between the two objects will always be followed.
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A line appears between the objects to indicate that a relationship has been established.

ValidationReport

7. Drag and drop the File object from the toolbar to the workspace.

The New File Object dialog box opens.

8. In the Name field, type Write to Rpt Dir, and a brief description (optional) in the Description

field and click Next.
The File Type dialog box opens.
9. From the Type drop-down list, select File Write and click Next.

The Properties dialog box opens.

New File Object "Write to Rpt Dir* of Type File Write' =3
Enter the properties for the File object you wish to define. '
Mame Value Description J_ 5
Source of ... Source of data to write. f omit
* Target Dir... sregtHIPAA ValidRpt) The target output directony
* File Pattem |sreg:]:uasename§_rpt xml w | The output file name, which o
Awoid Pre...  true Should ary preemitter be avoi
Retum status status’: status document will b
Bazebd [, falze ff get, the value iz assumed to
* o .~ Foa " ol - ool ' S
% »
[ < Back ” Finish l [ Cancel ] [ Help

10. For the Target Directory parameter, enter a location where error data will be written, for
example, sreg(HIPAA.ValidRpt).

11. For the File Pattern parameter, enter sreg(basename)_rpt.xml.
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12.

13.

14.

15.

16.

17.

18.

19.

20.

88

For the Return parameter, select status from the drop-down list and click Finish.
The new File object (Write To Rpt Dir) appears in the workspace.

Select the ValidationReport object, right-click the Write To Rpt Dir object, and select
Relation from the context menu.

The Line Configuration dialog box opens.
From the Event drop-down list, select OnCompletion and click OK.

A line appears between the objects to indicate that a relationship has been established.

m\ =
Start e

YalidationReport

g

.

Write to Rpt Dir

Drag and drop the End object from the toolbar to the workspace.
The End Name and Description dialog box opens.

In the Name field, type End_Rpt, and a brief description (optional) in the Description field
and click Next.

The End Name Schema dialog box opens.

Since no schemas are used in this processing path (that is, the process flow will not be
exposed as a web service), from the Schema drop-down list, select None and click Next.

The Properties dialog box opens.
Click Finish to accept the default values and close the dialog box.
The new End_Rpt object appears in the workspace.

Select the Write To Rpt Dir object, right-click the End_Rpt object, and select Relation from
the drop-down list.

The Line Configuration dialog box opens.

From the Event drop-down list, select OnCompletion and click OK.
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A line appears between the objects to indicate that a relationship has been established.

Start -"13-——————____”*#

ValidationReport

——

Write to Rpt Dir =
End_Rpt

21. Drag and drop the Service object from the toolbar to the workspace.

The New Service Object dialog box opens.

22. In the Name field, type HIPAAAckAgent, and a brief description (optional) in the Description

field and click Next.

The Service Type dialog box opens.

23. Select Class Name and enter com.ibi.agents.XDHIPAAAckAgent and click Next.

The Properties dialog box opens. The configuration parameters for HIPAAAckAgent are
displayed. The following table lists and describes the configuration parameters.

Parameter Description

Protocol Protocol on which to make acknowledgment
copies. Select one of the following options
from the drop-down list:
-4 NONE
< FILE

Location Location for acknowledgment copies.

End Tag The surrounding XML tag.

Preemitter Determines whether the preemitter should be
run on acknowledgment output.

Error Determines whether to send an error.
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Parameter

Description

ISA Control Number

Element location of ISA control number. Select
one of the following locations from the drop-
down list:

d Input Document

Jd _SReg(edi.ICN)

GS Control Number

Element location of GS control number. Select
one of the following locations from the drop-
down list:

< Input Document

-1 _SReg(edi.GCN)

ST Control Number

Element location of ST control number. Select
one of the following locations from the drop-
down list:

< Input Document

1 _SReg(edi.MCN)

Stream Acknowledgment

Determines the level of acknowledgment
information to return. Select one of the
following acknowledgment levels from the
drop-down list:

4 Group. Returns acknowledgment
information at the Group level.

d Interchange. Returns acknowledgment
information at the Interchange level.

d Transaction. Returns acknowledgment
information at the Transaction level.

90
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Parameter Description

Acknowledgment Type The functional acknowledgment message type
to be returned (X12 997 /HIPAA 999) after the
incoming HIPAA document is validated. Select
one of the following message types from the
drop-down list:

- 997

-1 999

Note: If the input document is HIPAA version
4010 version, then only a 997 functional
acknowledgment message type is generated.

24. Configure the available parameters for HIPAAAckAgent according to your requirements.
25. Click Finish.

The new Service object (HIPAAAckAgent) appears in the workspace.

26. Select the Start object, right-click the HIPAAAckAgent object, and select Relation from the
context menu.

The Line Configuration dialog box opens.
27. From the Event drop-down list, select OnCompletion and click OK.

A line appears between the objects to indicate that a relationship has been established.

T

Start

=
T e
validationReport T _| 2

Write to Rpt Dir
End_Rpt

HIP&AACkAgent
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92

28. Drag and drop the Set object from the toolbar to the workspace.

The New Set Object dialog box opens.

29. In the Name field, type SetAckStatus, and a brief description (optional) in the Description

field and click Next.

The Define Events dialog box opens.

Define Events
Add ane ar more events which can be used to meet conditions
defined in one or more Synch objects.

Iz 1]

A

A
[Name Yalue |Izage Description
Event1 Aok Done | |user
< »
< Back H Finish l [ Cancel ] [ Help

30. In the first row of the Name column, type Eventl.

31. In the first row of the Name column, select AckDone from the drop-down list and click

Finish.

The new Set object appears in the workspace.

32. Select the HIPAAAckAgent object, right-click the SetAckStatus object, and select Relation

from the context menu.
The Line Configuration dialog box opens.

33. From the Event drop-down list, select OnCompletion and click OK.
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34

35

36

37

38

39
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A line appears between the objects to indicate that a relationship has been established.

validationReport Al

'.‘-_l
%_\V T i
HIFASACKADENT A:__‘

SetAckStatus

. Drag and drop the End object from the toolbar to the workspace.
The End Name and Description dialog box opens.

. In the Name field, type End, and a brief description (optional) in the Description field and
click Next.

The End Name Schema dialog box opens.

. Since no schemas are used in this processing path (that is, the process flow will not be
exposed as a web service), from the Schema drop-down list, select None and click Next.

The Properties dialog box opens.
. Click Finish to accept the default values and close the dialog box.
The new End_Success object appears in the workspace.

. Select the SetAckStatus object, right-click the End object, and select Relation from the
drop-down list.

The Line Configuration dialog box opens.

. From the Event drop-down list, select OnCompletion and click OK.
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94

40.

41.

42,

43.

44,

45.

46.

A line appears between the objects to indicate that a relationship has been established.

i g ;

WalidationReport \Wirite to Rpt Dir A
End_Rpt

= o
I~ ];4.: / End

HIPAsACkAgent
SetAckStatus

Drag and drop the Sync object from the toolbar to the workspace.
The New Sync Object dialog box opens.

In the Name field, type SynchAckStatus, and a brief description (optional) in the
Description field and click Next.

The Sync Expression Builder dialog box opens.
Click the first row of the Name column.
Default values are entered in this row.

In the first row of the Name column, select AckDone from the drop-down list and click
Next.

The Timeout dialog box opens.
Click Finish.
The new SynchAckStatus object appears in the workspace.

Select the Start object, right-click the SynchAckStatus object, and select Relation from the
context menu.

The Line Configuration dialog box opens.

From the Event drop-down list, select OnCompletion and click OK.
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This option indicates that there are no conditions that affect the path, and that the path
between the two objects will always be followed.

A line appears between the objects to indicate that a relationship has been established.
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47. Drag and drop the Decision Switch object from the toolbar to the workspace.
The New Decision Switch Object dialog box opens.

48. In the Name field, type Check Ack Status, and a brief description (optional) in the
Description field and click Next.

The Switch Expression dialog box opens.
49. Type the following value in the field:

sreg( hi paa. ackst at us)

50. Click Next.
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The Switch Cases dialog box opens.

Switch Cazes
Create a list of expected case values that you will wish to create

custom events for.

X|alv]

Case Description

null Expression retums with no nodes

empty Expression retums with nodefs) with no value

A HIPAA Good

R HIFAA Reject

E HIPAA Error

P HIP&AA Partial

Cickheretoadd.. |

< Back ” Firish l[ Cancel ] [ Help

51. In the Case Column, enter the following lines in separate rows:

Case Description

A HIPAA Good

R HIPAA Reject

E HIPAA Error

P HIPAA Partial
52. Click Finish.

The new Decision Switch object appears in the workspace.

53. Select the SynchAckStatus object, right-click the Check Ack Status object, and select
Relation from the context menu.

The Line Configuration dialog box opens.
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54. From the Event drop-down list, select OnCompletion and click OK.

This option indicates that there are no conditions that affect the path, and that the path
between the two objects will always be followed.

A line appears between the objects to indicate that a relationship has been established.

'!;T —
2k L=
Start %___________r'.’ -
alidationRepo Write to Rpt Dir
End_Rpt
5
SynchAckStatus
Check Ack Status
- |<' 4 T -l
_—___‘——______r A_ End
HIPAAACkAgent N
SetdckStatus

55. Drag and drop the File object from the toolbar to the workspace.
The New File Object dialog box opens.

56. In the Name field, type Good File, and a brief description (optional) in the Description field
and click Next.

The File Type dialog box opens.
57. Select File Write from the drop-down list and click Next.
The Properties dialog box opens.

58. For the Target Directory parameter, enter the following location where valid data will be
written:

sreg( H PAA. GoodCut put)

59. For the File Pattern parameter, enter the following:

sreg(basenane) _*. xm
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60. For the Respect Transactionality parameter, select true from the drop-down list.
61. Accept the default values for the remaining parameters and click Finish.
The new File object (Good File) appears in the workspace.

62. Select the Check Ack Status object, right-click the Good File object, and select Relation
from the context menu.

The Line Configuration dialog box opens.
63. From the Event drop-down list, select OnCustom.
64. In the Case of section, select case A (HIPAA Good).
65. Click OK.

A line appears between the objects to indicate that a relationship has been established.

=
Start o ) ¢
| .-_\\‘_‘_' |
WalidationReport ;_.J

5y
-‘\' .
SynchAckStatus ﬁ -

Check Ack Status ~ @00dFile |

End

= ]ﬁ-ll[
-3 h

HIPAAACKADENt SetAcksStatus

66. Drag and drop the File object from the toolbar to the workspace.

The New File Object dialog box opens.
67. In the Name field, type Bad File, and a brief description (optional) in the Description field.
68. Click Next.

The File Type dialog box opens.
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69.

70.

71.

72.
73.
74.

75.

76.
7.

78.

Select File Write from the drop-down list and click Next.
The Properties dialog box opens.

For the Target Directory parameter, enter the following location where valid data will be
written:

sreg( H PAA. BadCQut put)

For the File Pattern parameter, enter the following:

sreg(basenane) *.xm

For the Respect Transactionality parameter, select true from the drop-down list.
Accept the default values for the remaining parameters.

Click Finish.

The new File object (Bad File) appears in the workspace.

Select the Check Ack Status object, right-click the Bad File object, and select Relation from
the context menu.

The Line Configuration dialog box opens.
From the Event drop-down list, select OnCustom.

In the Case of section, select cases R (HIPAA Reject), E (HIPAA Error), and P (HIPAA
Partial).

Click OK.
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A line appears between the objects to indicate that a relationship has been established.

79. Select the Good File object, right-click the End object, and select Relation from the drop-
down list.

The Line Configuration dialog box opens.
80. From the Event drop-down list, select OnCompletion and click OK.

81. Select the Bad File object, right-click the End object, and select Relation from the context
menu.

The Line Configuration dialog box opens.

82. From the Event drop-down list, select OnCompletion and click OK.
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A line appears between the objects to indicate that a relationship has been established.

Start

ValidationReport _

~

T

2 L
Synchﬁckst:t_s-r EE£ Good File

Check Ack Status ~

| —-

Bad File

= ]l/a:--l[

HIFAAAC KA et SetAckStatus

The process flow is now complete.

83. To save the process flow, right-click the HIPAAtoXML_pflow_AckRpt node in the left pane
and select Save from the context menu.

Now you need to validate the process flow and publish it to the Registry of the iWay
Service Manager Administration Console for use in the route of a channel for outbound
processing.

Validating a process flow ensures that its structure is correct. Publishing a process flow
makes it available in the Registry for use in a channel configuration. For instructions on
validating and publishing the process flow, see the iWay Integration Tools Designer User's
Guide.

84. Close ilT Designer.

Your next step is to add a new route to the Registry using the iWay Service Manager
Administration Console and associate the process flow with it.
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Procedure: How to Define a Route and Associate the Process Flow With the Route
To define a route and associate the process flow with It:

1. From the Registry menu options in the iWay Service Manager Administration Console, click
Routes.

2. On the Route Definitions pane, click Add to add a route.

On the New Route Definition pane, enter a name for the route and an optional description,
as shown in the following table.

Parameter Value
Name * HIPAAtoXML_Route
Description This route will invoke the HIPAA to XML

validation process. The outcome of this
process will place valid HIPAA transformed
data in your valid inbound folder. Invalid HIPAA
transformed data will be routed to its
appropriate folder. A validation report will also
be generated and sent to its appropriate
folder.

Click Finish.
5. On the Construct Route pane, click Add.

You are prompted for the type of component to associate with the route.
6. Select Process and click Next.

The next pane prompts you to select a process. Select the process flow you created
earlier with ilT Designer, HIPAAtoXML_pflow_AckRpt, and click Finish.

The route, with its associated process flow, has been successfully defined.

Defining the Outlets

An outlet defines how a message leaves a channel. An emitter is a transport protocol that
sends a document to its recipient. In the sample configuration, we will use a File emitter. For
details on supported protocols, see the iWay Service Manager Protocol Guide.

For the channel in this example, you will add three emitters to the Registry. Then you will
define three outlets, associating one emitter with each outlet.

When you associate the outlets with the channel in later steps, you will apply a condition to
each one to dynamically direct the flow of the output document based on its content.

102 Information Builders



5. Inbound Processing: HIPAA to XML I

In the example, you will add:

4 An emitter for the XML output data. When you add the XML outlet to the channel, you will

set the condition _isXML(). This condition tests the output data for XML format. If it is in
XML format, it is routed to the specified destination.

An emitter for the acknowledgement data. In the example, the data for the functional
acknowledgement (transaction 997) is in EDI flat file (hon-XML) format. When you add the
acknowledgement outlet to the channel, you will set the condition _isFLAT(). This condition
tests the output data for flat file (non-XML) format. If the data is in flat file (non-XML)
format, it is routed to the specified destination.

4 An emitter for data that failed rules validation.

Procedure: How to Add an Emitter for Valid XML Output

1.
2.

From the Registry menu options, select Emitters.

On the Emitters pane, click Add to add an emitter.
The next pane prompts you for the emitter type.

For this example, select File from the drop-down list and click Next.

The configuration parameters pane opens.

Configuration parameters for new emitter of type File

Destination * path ta file, * replaced with timestamp
sreg(Hipaa. GoodOutput) /SREG(basename)_* xml
Create Directaory Create directory if it doesn't exist

false

Pick one “

Supply configuration parameters for the new File emitter as follows, then click Next.
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Parameter

Value

Destination *

sreg(Hipaa.GoodOutput)/ SREG(basename)_*.xml

This value is the directory where the valid XML output
is placed.

sreg(Hipaa.GoodOutput) is a special register value that
uses a defined directory in which valid output files are
stored after transformation.

Make sure that you have created this directory;
otherwise, errors will occur during deployment.

SREG(basename) is a special register reserved by
iWay Service Manager, which uses a file name without
an extension. For more information on how to
configure a special register (SREG), see the iWay
Service Manager User's Guide.

On output, an asterisk (*) in the destination file name
is replaced by a date and time stamp.

Since you are using the HipaaSplitterPreParser,
include an asterisk in the file name to create each
XML output file with a unique name.

Create Directory

false

5. On the Emitters pane, enter the name of the new emitter and an optional description, as
shown in the following table. Then click Finish to add the emitter.

Parameter Value
Name * HipaaFileOut
Description Hipaa file output

Procedure: How to Add an Emitter for Acknowledgement Output

1. On the Emitters pane, click Add to add another emitter.
The next pane prompts you for the emitter type.

2. For this example, select File from the drop-down list and click Next.
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The configuration parameters pane opens.

Configuration parameters for new emitter of type File

Destination * path to file, * replaced with timestamp
sregiHipaa.fck)/SREG(basename)® txt
Create Directory Create directary if it doesn't exist

true

Pick one “

3. Supply configuration parameters for the second File emitter as follows, then click Next.

Parameter Value

Destination * sreg(Hipaa.Ack)/SREG(basename)*.txt

This value is the directory where the acknowledgement
output is placed. You can use an extension other
than .txt, for example, .edi or .data.

sreg(Hipaa.Ack) is a special register value that uses a
defined directory in which output files are stored after
transformation.

Make sure that you have created this directory;
otherwise, errors will occur during deployment.

On output, an asterisk (*) in the destination file name
is replaced by a date and time stamp. For details on
the special register (SREG) used in the preceding file
name, see the iWay Service Manager User's Guide.

Create Directory false

4. On the Emitters pane, enter the name of the new emitter and an optional description, as
shown in the following table. Then click Finish to add the emitter.

Parameter Value
Name * HipaaAckOut
Description Hipaa Acknowledgement Out
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Procedure: How to Add an Emitter for Invalid XML Output
1. From the Registry menu options, select Emitters.

2. On the Emitters pane, click Add to add an emitter.
The next pane prompts you for the emitter type.

3. For this example, select File from the drop-down list and click Next.

The configuration parameters pane opens.

Configuration parameters for new emitter of type File

Destination * path ta file, * replaced with timestamp
sreq{Hipaa.BadOutput)/SREGI{basename)_* xml
Create Directory Create directory if it doesn't exist

false

Pick one

4. Supply configuration parameters for the new File emitter as follows, then click Next.
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Parameter

Value

Destination *

sreg(Hipaa.BadOutput)/ SREG(basename)_*.xml

This value is the directory where the invalid XML
output is placed.

sreg(Hipaa.BadOutput) is a special register value that
uses a defined directory in which invalid output files
are stored after transformation.

Make sure that you have created this directory;
otherwise, errors will occur during deployment.

SREG(basename) is a special register reserved by
iWay Service Manager, which uses a file name without
an extension. For more information on how to
configure a special register (SREG), see the iWay
Service Manager User's Guide.

On output, an asterisk (*) in the destination file name
is replaced by a date and time stamp.

Since you are using the HipaaSplitterPreParser,
include an asterisk in the file name to create each
XML output file with a unique name.

Create Directory

false

5. On the Emitters pane, enter the name of the new emitter and an optional description, as
shown in the following table. Then click Finish to add the emitter.

Parameter

Value

Name *

HipaaBadFileOut

Description

Hipaa Bad Output File
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Procedure: How to Define an Outlet for Acknowledgement Output

Now that you have added the required emitters to the Registry, you are ready to add and define
the outlets. You will associate the previously created emitters with the outlets (one emitter for
each outlet).

1. From the Registry menu options, select Outlets.
2. On the Outlet Definitions pane, click Add to add an outlet.

3. On the New Outlet Definition pane, enter the name of the new outlet and an optional
description, as shown in the following table. Then click Finish to add the outlet.

Parameter Value

Name * HipaaAckOut

Description Outlet containing Hipaa Acknowledgement to
be sent to your trading partner

4. On the Construct Outlet pane, click Add to associate the acknowledgement emitter with
the acknowledgement outlet.

The next pane prompts you for the component type.

OQutlets / HipaaAckOut
OQutlets are conduits which contain Preemitters, Encryptors, and an Emitter

Select component type

Component Types Description
@ Emitter Emitters are protocol handlers, that drive the output of a channel to a configur
ed endpoint
) Preemitter A logical process that handles documents immediately prior to transmission. Usua

lly this corverts from XML to non-xml.

O Encryptar Encrypts the document.

5. Select Emitter and click Next.
The next pane prompts you to select an emitter.

6. Select HipaaAckOut, which is the acknowledgement emitter you added eatrlier, and click
Finish.

The acknowledgement emitter is associated with the acknowledgement outlet.
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Procedure: How to Define an Outlet for Invalid XML Output

1.
2.
3.

From the Registry menu options, select Outlets.
On the Outlet Definitions pane, click Add to add an outlet.

On the New Outlet Definition pane, enter the name of the new outlet and an optional
description, as shown in the following table. Then click Finish to add the outlet.

Parameter Value

Name * HipaaBadFileOut

Description Outlet containing converted Hipaa data that
failed rules validation

On the Construct Outlet pane, click Add to associate the invalid XML output emitter with
the invalid XML output outlet.
The next pane prompts you for the component type.

Select Emitter and click Next.
The next pane prompts you to select an emitter.
Select HipaaBadFileOut, which is the XML emitter you added eatrlier, and click Finish.

The invalid XML output emitter is associated with the invalid XML output outlet.

Procedure: How to Define an Outlet for Valid XML Output

1.
2.
3.

From the Registry menu options, select Outlets.
On the Outlet Definitions pane, click Add to add an outlet.

On the New Outlet Definition pane, enter the name of the new outlet and an optional
description, as shown in the following table. Then click Finish to add the outlet.

Parameter Value

Name * HipaaFileOut

Description Outlet containing converted Hipaa data into
XML format

On the Construct Outlet pane, click Add to associate the valid XML output emitter with the
valid XML output outlet.

The next pane prompts you for the component type.
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Select Emitter and click Next.
The next pane prompts you to select an emitter.
Select HipaaFileOut, which is the XML emitter you added earlier, and click Finish.

The valid XML output emitter is associated with the valid XML output outlet.

Defining a Channel

Procedure:

110

Now that you have defined the inlet, route, and outlets for the channel, you are ready to add
the channel to the Registry and associate the conduits with it.

How to Define a Channel

1.
2.
3.

From the Registry menu options, select Channels under Conduits.
On the Channel Definitions pane, click Add to add a channel.

On the New Channel Definition pane, enter the name of the new channel and an optional
description, as shown in the following table. Then click Finish to add the channel.

Parameter Value
Name * HipaaToXML_Ebix
Description Processing channel - Hipaa inbound data to XML.

Channel uses SREG (Special Registers) to define
destination paths. Ebix files should be attached to
this channel before deployment.

On the Construct Channel pane, click Add to associate the inlet, route, and outlets defined
previously with the channel.

You are prompted to associate components with the channel.

Select Inlet and click Next.
The next pane prompts you to select an inlet.

Select HipaaToXML_Ebix, which is the inlet you defined earlier, and click Finish.

The inlet is added to the channel. Now you need to associate the route defined earlier with
the channel.

On the Construct Channel pane, click Add.
The next pane prompts you for the component type.
Select Route and click Next.

On the next pane, you are prompted to select a route.
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9. Select HipaaToXML_Ebix, which is the route created earlier, and click Finish.

10. On the Construct Channel pane, click the minus sign (-) under Conditions next to the name
of the route to set it as the default.

Type Conditions Move D
Inlet

Route [l

[Add] [ Deldclick ko set default

11. On the Construct Channel pane, click Add to add the outlets.

12. On the next pane, select Outlet and click Next.

13. Select the three outlets defined earlier HipaaAckOut, HipaaBadFileOut, and HipaaFileOut.
14. Click Finish.

15. To set a condition for the outlets, on the Construct Channel pane, click the plus sign (+)

under Conditions for the specific outlet.

Type Conditions

[nlet

Route A

Dutlet %@

The Set Condition pane opens.
16. In the Condition input field, enter the appropriate conditional expression, and click Update.

The following table lists the expression that must be entered for each outlet.

Outlet Expression
HipaaAckOut _isflat()
HipaaBadFileOut _isXM.() AND COND( SREG( edi . ackstatus), NE,' A")
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Outlet Expression

HipaaFileOut _isXM.() AND COND( SREG edi . ackstatus),EQ "' A")

For details on supported conditions, see the topic on using functions in the iWay Service
Manager User's Guide.

Procedure: How to Build the Channel
1. From the Registry menu options on the left pane, select Channels under Conduits.

2. On the Channel Definitions pane, select the channel defined previously, HipaaToXML_Ebix,
and click Build.

The results of the build are displayed on the right pane.

Channels
Channels are the pipes through which messages flow in iway Service Manager. & Channel is defined as a named container of Routes
(Transformers + Processes), controlled by Routing Rules and bound to Ports (Listeners/Emitters),

HipaaToXML_Ehix
Build result for channel

Message level Message

Infa Start

Infa Yalidating Channel
Infa Channel is valid
Info Walidating Inlet
Infa Inlet is valid

Infa YWalidating Routes
Info Routes are valid
Infa Yalidating Outlets
Info Outlets are valid
Info Build Successful
Info End

Info Channel archive CAPROGRA~1\iway7\etc'repository'tanager'car' HipaaToXML_Ebix!

HipaaToxXML_Ebix. 2HipaaToxML_Ebix.car has been created/updated

3. Review the results of your build and then click Back.

If an error or errors are displayed in the Message column, take the appropriate action as
instructed.
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Procedure: How to Deploy the Channel

Deployment is the mechanism by which a channel moves from being stored in the Registry to
becoming active in iWay Service Manager. For more information on deployment, see the iWay
Service Manager User's Guide.

1.

Select the Deployments option in the blue shaded area below the iWay Service Manager
banner.

On the Channel Management pane, click Deploy.

Channels
Manage Channels which have been deployed.

Awailable Channels
This is a list of channels ready for deployment inta the selected Managed Server. Selectthe channels and click deploy. You can not deploy a
channel that has already been deploved in ta the selected Managed Server. To Undeploy or Redeploy a channel, go hack ta the previous

page.

Channel Mame Build Date Built On ¥Yersion Description

@ HipaaTaXML_Ebix  May 12 2003 03:01 PW - http:#1Z11068-05065 2 Processing channel - Hipaa inbound data to
#ML. Channel uses SREG (Special Regis
ters) to define destination paths . EBIXES
should be attached to this channel before
deployment.
fore deployment.

[ << Back ] [Deploy] [ Get Versions ]

On the Available Channels pane, select the channel you defined previously,
HipaaToXML_Ebix, and click Deploy.

The Channel Management pane reopens.
Select HipaaToXML_Ebix and click Start.

The red X under Status changes to a green check mark to indicate that the channel has
been started. If an error or errors are displayed, take the appropriate action as instructed.

[] HipaaToEML_Ebix file MWay 12 2009 03.06 PM 2 v v 0-0-0-0
[Deploy] [ Undeploy ] [ Redeploy ] [Repair] [Start] [Stnp]

Procedure: How to Verify the Channel

To make sure that the channel is working as expected, perform the following steps.

For more information on obtaining HIPAA sample files for testing purposes, see Extracting
HIPAA User Samples on page 42.

1. Place a HIPAA document as test data in the C:\ fi | e_i n\ hi paa directory. This is the

path in which HIPAA messages are received, which you specified for the listener
associated with the inlet for the channel.
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2. Check for the XML file in the c: \fi | e_out\ hi paa\ good directory and the functional
acknowledgement in the C: \ fi | e_out\ hi paa\ ack directory. This is the destination path
you specified for the emitters associated with the outlets for the channel. The listener will
detect the presence of the file in the input directory, and the copy service will copy it to the
output directory, replacing the asterisk in the file name with a time stamp.

Reusing Your Channel Configuration

Using the Archive Manager feature of iWay Service Manager, you can archive your channel
configuration with its associated components and import them into another Registry. They will
then be available from that Registry for modification or reuse.

For details on this feature, see the iWay Service Manager User's Guide.
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Chapter
Outbound Processing: XML to HIPAA

The iWay Integration Solution for HIPAA includes iWay Service Manager. iWay Service
Manager validates an XML document based on HIPAA's published implementation guides
and converts it to a document in HIPAA format.

This chapter provides the information you need to understand and implement a basic
outbound message flow.

.4 The outbound processing overview describes the iWay business components and the
processing steps in the basic outbound message flow.

.d The sample configuration contains detailed instructions for configuring the basic
outbound message flow. This topic guides you through each step of the configuration
procedure.

In this chapter:
.4 HIPAA Outbound Processing Overview

4 Sample Configuration for Outbound Processing: XML to HIPAA

HIPAA Outbound Processing Overview

The standard outbound process converts an XML representation of a HIPAA document to a
HIPAA-formatted document.

The input document that is sent to the channel may not be in XML format. It can be any input
document that should first be converted to the XML representation of the HIPAA document,
which is then processed by the channel and transformed to a HIPAA document.

In a basic message flow, outbound processing consists of the following components and
steps. For an illustration of the components available in the construction of a message flow,
see Using a Channel to Construct a HIPAA Message Flow on page 23. You will define the
components in the configuration instructions in Sample Configuration for Outbound Processing:
XML to HIPAA on page 116.

Inlet

.4 The listener picks up the input document.
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Route / Process Flow

4 A process flow guides the XML-formatted HIPAA document through the next stages of the

process.

Rules processing runs against the XML-formatted HIPAA document to validate its structure
and content. The published HIPAA standards and user implementation guides define
element types (for example, numeric, alpha, or date) and describe business rules to apply
for validation.

The XMLToHIPAATransformationAgent obtains the message type and version from the XML-
formatted HIPAA document. The appropriate transformation template is applied from the
Ebix. The transformation converts the XML-formatted HIPAA document to HIPAA format.

The XDHIPAAValidationReportAgent creates a report (an XML document) containing the XML-
formatted HIPAA document and resulting HIPAA formatted data, as well as the validation
status.

If the HIPAA document did not contain any errors during the rules processing stage, it is
emitted and continues to its next destination. The validation report is always emitted. In
the sample process flow that is described later in this chapter, good validation reports are
written with a file name prefix of validation. All other validation reports are written with a file
name prefix of error. Information in the error validation reports can be routed accordingly for
repair and reprocessing.

Outlet

.4 The HIPAA document is passed to the next step in the integration process.

Sample Configuration for Outbound Processing: XML to HIPAA

116

This topic provides step-by-step instructions on how to configure a basic outbound message
flow for the iWay Integration Solution for HIPAA. This message flow represents the movement
and tasks that are performed during the conversion of a message from XML format to HIPAA
format.

The outbound configuration that is described in this topic represents the simplest possible
route and is not equivalent to the outbound configuration that is described in Working With
HIPAA Inbound and Outbound Applications Using iWay Integration Tools (ilT) on page 41. The
outbound configuration in the quick start topic processes different HIPAA versions. The
outbound configuration in this topic processes a single HIPAA version.
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If you plan to modify the message flow that is described in this section and want more
information on the supported iWay business components that you can use during the
construction of a channel, see the iWay Service Manager User's Guide.

Accessing the iWay Service Manager Administration Console

For instructions, see Accessing the iWay Service Manager Administration Console.

Adding an Ebix to the Registry

The iWay e-Business Information Exchange (Ebix) framework supplies several Ebix files for the
iWay Integration Solution for HIPAA.

An Ebix file for HIPAA is named HIPAA_Version.ebx, where Version is the transaction set
number. For example, the Ebix file for HIPAA version 4010A1 is named HIPAA_4010A1.ebx.

For details on the supported HIPAA versions and transaction sets, see Ebix-Supported
Transaction Sets on page 147.

This topic describes how to add an Ebix to the Registry on Windows and UNIX.

Tip: If you already added an Ebix to the Registry as described in Adding an Ebix to the Registry
on page 70, you do not need to add it again for outbound processing. You can go directly to
Defining an Inlet on page 121.
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Procedure: How to Add an Ebix to the Registry on Windows

118

1. To access the Registry, select the Registry option in the blue shaded area below the iWay

Service Manager banner, as shown in the following image.

iWay Service Manager

Server Registry Deployments  Tools

Properties

General Properties

Java Properties

Settings
General Settings
Consale Settings
Java Settings
Register Settings
Trace Settings
Log Settings
Path Settings
Data Settings
Backup Settings

Providers
Data Provider
Services Provider
Directory Provider
Security Provider

XML Namespace Map
Provider

Pooling Providers
Authentication Realms
Data Quality Providers
Secure Shell Provider
Schedule Provider

SNMP Provider
Fadilities

Activity Facility

Correlation Facility

General Properties

Management @ O @ T.0.0-CFR1190

Restart Licenses About Logout

Listed below are the general properties for the base configuration of this server.

General

Name / Home
Version

Build Date
Configuration
Name

Status

User Security Access
Environment
OS / Hardware
Java Info

Java Memory

Classpath

Language and Locale
Locale / Timezone

Language

ac11698 - C/PROGRA~2fiway7/
7.0.0-CFR.1190
PLATO December 20 2013 1658

base - C:/PROGRA~2/iwayT/configlbase
Server Uptime: 1 hours, 49 minutes

Read / Write

Windows 7 (process) / x86
23.7-b01 -- Oracle Corporation - Java HotSpot(TM) Client VM
36.28 MB of 247 50 MB (14.7%) used

| [1] C:\PROGRA~2\iway7\config\base\lib\* v‘

en { America/New_York: time zone offset is -5 hours

English v

The server has to be stopped, and started for the language change to take sffect

Components

Adapters
Decryptors

Ebix

I
I
Emitters ﬂ

Under Components in the left pane of the Registry, select Ebix.
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The Ebix pane opens, as shown in the following image.
Ebix

eBusiness Information Exchange {ebix) are collections of standard metadata, templates, rules and schemas that are typically used by
message flows related to eBusiness,

Ehix
[IFilter

[ Name Download References Description

Mo data matching the selection criteria was found.

[ Add ] [ Delete ] [ Rename ] [ Cop ]

3. Click Add to add a new Ebix.
The New Ebix pane opens.

Ebix

eBusiness Information Exchange (ebix) are caollections of standard metadata, termplates, rules and schemas that are typically used by
message flows related to eBusiness,

New Ebix

Ebix File * Choose an ebix file onyour local machine for uploading to the server. When you click Next ==, the file will get
uploaded to the server
C:\Program Files\iwayT\etc\manager\packages\HIPAA_4010A1.ebx

4. Browse to the directory in which the Ebix is located and select the name of the file.
For example, HIPAA_5010X212_pipeline.ebx.
5. Once you have selected the Ebix, click Next.

You are prompted for the name of the Ebix and an optional description.

Ebix
eBusiness Information Exchange (ebix) are collections of standard metadata, templates, rules and schemas that are typically used by
message flows related to eEusiness.

New Ebix

MName * Mame of the new ebix
[HIFAA_S010%212_pipeline

Description Description for the new ebix

5010 pipeline sbix transactions 276 - 277

<< Back | Finish

6. Enter a name for the Ebix, for example, HIPAA_5010x212_pipeline, and an optional
description.

7. Click Finish.

On the Ebix pane, you will see that the Ebix was successfully added. Later you will
associate it with the channel for inbound processing.
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Note: This procedure must be repeated for each HIPAA message set that will be
processed by this channel. For example, if HIPAA 997 messages are packaged in the
HIPAA_5010_pipeline.ebx file and if your channel will be processing 997 messages, then
this Ebix file must be added to the Registry.

Procedure: How to Add an Ebix to the Registry on UNIX

Depending on your system configuration, there are two methods that you can use to add an
Ebix to the Registry on UNIX.

d If you have a web browser on the UNIX machine, follow the instructions for Windows.

- Use FTP to download the Ebix from the iWay7/etc/manager/packages directory to your
Windows machine and follow the instructions for Windows.

Adding Special Register Sets

120

In iWay Service Manager, a special register is a name-value pair that defines a variable that is
carried throughout the system. Once defined, this variable is available to all components of the
system. Within the HIPAA components, a best practice is to use special registers to define
inputs and outputs. When packages containing channels are migrated between systems, the
only changes required to deploy in the new location is to modify these special registers and
build the channel. Channels may have many locations and this practice will minimize the effort
required to migrate. For a complete list of system special registers that are provided, see the
iWay Service Manager Programmer's Guide. For more information on defining a special register
of your own, see the iWay Service Manager User's Guide.
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The sample outbound channel uses a set of special registers defined as HIPAA_XML. For
example:

Registers / Hipaa_XML
Register name/value sets to be used by various conduits,

Register set Hipaa_xhL
The table helow lists the names and values of registers that helong to register set 'Hipaa_xmML"

|:| Name Type Yalue Description
. - - . - - Archive of transformed b
strin v Cihfile_outshipaaharchivedi
[0 Archive g file_outihipash XML files v
~
O Errar string w Cfile_outshipaaherrordiv EDL errors Fbad formed
xml] are written here w
" P — - - Hippa outhound flow ~
Input strin A Cihfile_invhipaatinputdir
D P g = P P scans this directory »
. " . . Hipaa outhound flow ”~
Output strin v CWFile_outhhipaahoutputdir
o P s = P P writes H1Z to this w
- - A
O WalidationRepont string v civfile_outshipaahoutputdir 411 vaJ..ldat:Lon Teports
are written here A
string v
[ =< Back | [Delete | [Finish |

Procedure: How to Add a Special Register Set to Your Channel

To add a special register set to your channel:

1.

Defining an Inlet

In the left console pane of the Registry menu, select Channels.

The Channels pane opens.

In the row for your channel, click Regs for the channel you want to modify.
The Assign register pane opens.

Select a register and click Finish.

Click Back to return to the Channels pane.

You will add a listener to the Registry, then associate that listener with a new inlet.

Procedure: How to Add a Listener
1.
2.
3.

From the Registry menu options, select Listeners.
On the Listeners pane, click Add to add a new listener.

For the purpose of this example, we will show the configuration with a File listener. For
details on supported protocols, see the iWay Service Manager Protocol Guide.
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Select File from the Type drop-down list and click Next.

The configuration parameters pane opens.

Input Path *

Destination *

Remaval Destination

Suffix In

Scan subdirectories

Do not unzip ZIP files

Suffix Out

Directory inwhich input messages are received. A specific file name or DOS-style pattern) can he used. Do not
uze file suffix

sreg{Hipaa_XML.Input)

Directory intowhich output files are stored. Specific file name is aptional. Use * in file name to be replaced by
timestamp, # by sequential counter

sreg(HipaafxML.UaIidationRepor‘t)\vaI\dationisreg(basename)f’*.xr

Full path file pattern assering where input files will be moved. Use *infile name to be replaced by timestamp, # by
sequential counter

sreg{Hippa_xML.Archive)

Limits input files to those with these extensions. Ex XML in Do not use °.°; - mean no extension, ' means any
xrml
Iftrue, all subdirectories will be scanned for files to process

false

Fick one ha

FPass ZIP files as a single file for processing {requires ACCEPT FLAT turned on)

false

Pick ane hd

Extension for autput files (name s same a5 Inputifile uniess specified In destination pararmetas)

xlz

Supply configuration parameters for the new File listener as follows. An asterisk indicates
that a parameter is required. For parameters not listed in the following table, accept the

default value.

Parameter

Value

Input Path *

sreg(Hipaa_XML.Input)

This value is a special register that uses a defined directory in
which input messages are received.

Make sure that you have created this directory; otherwise, errors
will occur during deployment.
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Parameter

Value

Destination *

sreg(Hipaa_XML.ValidationReport)
\validation__sreg(basename)_*.xml

This value is a special register that uses a defined directory in
which output messages are received.

Note: The double underscore characters are used in the
destination to escape the underscore.

Make sure that you have created this directory; otherwise, errors
will occur during deployment.

Removal
Destination

sreg(Hipaa_XML.Archive)

This value is a special register that uses a defined directory to
which output messages are moved if they fail during
transformation.

Make sure that you have created this directory; otherwise, errors
will occur during deployment. It is recommended to configure a
removal destination when you are constructing a basic channel.

Suffix In

xml

Input files with the extension .xml are allowed.

Suffix Out

x12

In this example, the extension for output files is .x12.

Click Next.

6. On the Listeners pane, enter the name of the new listener and a brief description, as
shown in the following table.

Parameter

Value

Name *

XmIToHipaa_Ebix

Description

XML to Hipaa file listener

7. Click Finish to add the listener.
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Procedure: How to Define an Inlet

Defining a Route

Procedure:
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1.
2.
3.

From the Registry menu options, select Inlets.
On the Inlet Definitions pane, click Add to add an inlet.

On the New Inlet Definition pane, enter the name of the new inlet and an optional
description, as shown in the following table.

Parameter Value

Name * XmlIToHipaa_Ebix

Description The file inlet contains a file listener for XML to
HIPAA processing.

Click Finish to add the inlet.

On the Construct Inlet pane, click Add to associate the listener with the inlet.
The next pane prompts you for the component type.

Select Listener and click Next.
The next pane prompts you to select a listener.

Select XmIToHipaa_Ebix, which is the listener you added earlier for outbound processing,
and click Finish.

The listener is added to the inlet.

For this sample channel configuration, you will define a route that will invoke the XML to HIPAA
validation process flow. The outcome of the validation process flow will place valid HIPAA data
in a defined output folder. Invalid HIPAA data will be routed to an errors folder. A validation
report will also be sent to the appropriate folder.

This section describes how to create a validation process flow using ilT Designer and bind it to
a sample outbound channel as a route.

How to Create a New Project and Start the Process Flow

To create a new project and start the process flow using ilT Designer:

1.

From the Windows Start menu select Programs, iWay 8.0 Service Manager, tools, and then
ilT Designer.

Connect to the repository from which you want to work, for example, iWay.

Right-click the iWay node and select New Project from the drop-down list.
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The Designer Project Information dialog box opens, prompting you for a project name and
optional description.

4. In the Name field, type a project name, for example, Test.

In the Description field, type a brief description (optional) to describe the project.
5. Click Next.

The Designer Project Bindings dialog box opens.

6. To create the project in the iWay Registry, select iWay Registry and click Finish.
The choice of project association depends on where you intend to publish (deploy) your
process flow. If you are developing a process flow for use as part of a channel, you must
publish it to the iWay Registry for subsequent deployment.

7. The Test project node appears under the repository in which it was created (in this
example, it appears under iWay).

8. To save the project to the repository, right-click the project node and select Save from the
context menu.

9. Expand the Test project node to expose the project elements (Processes, Services,
Transforms, and so on).

10. Right-click the Processes folder and select New Process from the drop-down list.
The iWay Process Configuration dialog box opens.

11. In the Name field, type XMLToHipaa_Ebix as the process flow name.
In the Description field, type a brief description (optional).

12. Click Finish.
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The new XMLToHipaa_Ebix node appears under the Processes folder, and the workspace
displays a Start object.

DEEd HiD XE LemlLyE3TH 5 W A
W Test

F

22 ¥MLToHipaa_Ehix w

= [El Repositaries
= iway
@ iv'ay Samples (Registry Based)
@ iw'ay Samples (Server Based)
=5 Test
=-C3) Processes
T ¥MLToHipaa_Ebix
[El Services
IS TransfForms
I Adapters
IS Emitters
I Schemas

You are ready to build the XMLToHipaa_Ebix validation process flow by configuring objects
to it and specifying their relationships.

Procedure: How to Configure Objects for the Process Flow
To configure objects for the process flow using ilT Designer:
1. Drag and drop the Service object from the toolbar to the workspace.
The New Service Object dialog box opens.

2. In the Name field, type XMLtoHipaaTransformAgent, and a brief description (optional) in
the Description field.

3. Click Next.
The Service Type dialog box opens.

4. Select Class Name and enter com.ibi.agents.XMLToHIPAATransformAgent.
Click Next.
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The Properties dialog box opens.

Service Object i ]|
MName I Type  Properties | [zer Defined Frc-p-eﬁiesl Pre—Exec:utiDnI Post—Executionl Debug Seﬂingsl
Mame | Walue | Description
* template |}(M LtoHIPAL % _"xc ;l %" WML_HIPAAxch, where [¥%] represerts the message ty
* debug falze The transformation componenrts are written to files in the loca

sTeminator 7E ™ Tilde The control character that marks the end of a speciic vansbl
seq Suffic None The Segment Suffic marks the end of the Segment. This is us
elelimiter 287 Asterisk The caontrol character used to separate elements in 3 segmer
compDelimiter 34 Calon The control character used to separate sub-slements./compo
eCharacter BC " Backslash The escape character is necessary f any of the ED| docume
timestamp falze Write timestamp to logfile
InsetGrouploop | false Inserts Group Loop in the XML Document Structure
1| ]
Fieload Sevices | QK I Cancel | Help l
2

6. Set the InsertGroupLoop property to false.

In the template field, enter the following template mask, based on the HIPAA version you
are processing:

Id For HIPAA version 4010, enter:
% A _XML_HI PAA. xch

I For HIPAA version 5010, enter:
XMLt oHl PAA % ~. xch

8. For the debug parameter, select false from the drop-down list.
Click Finish.
The new Service object (XMLtoHipaaTransformAgent) appears in the workspace.

10. Select the Start object, right-click the XMLtoHipaaTransformAgent object, and select
Relation from the context menu.

The Line Configuration dialog box opens.
11. From the Event drop-down list, select OnCompletion and click OK.

This option indicates that there are no conditions that affect the path, and that the path
between the two objects will always be followed.
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12.

13.

14.

15.
16.

A line appears between the objects to indicate that a relationship has been established.

Start #“hLtoHippaTransto
rnAdent

Drag and drop the File object from the toolbar to the workspace.
The New File Object dialog box opens.

In the Name field, type Write To Error Dir, and a brief description (optional) in the
Description field.

Click Next.

The File Type dialog box opens.

From the Type drop-down list, select File Write.
Click Next.

The Properties dialog box opens.

File Object

Mame | Type | Properties | Pre-Execution | Post-Execution | Debug Settings
tame Yalue Description Type
Source of ... Source of data bo write, If omitted, docurnent will be uzed....  string
* Target Dir...  sreglHipaa_MLEmarl  The targst output dirsctory string
* File Patter  error__sreg(bazenam...  The output file name, which can contain a " which gets .. string
Awoid Pre.. tue Should any preemitter be avoided? boolean
Return inpLt ‘status" statuz document will be the out document, ‘input’...  sting
BaseB4 D... falze IF zet, the walue iz assumed to be in baseBd notation. Onl...  boolean
* Respect T... fake IF zet, the emit respects the tranzactionality of the channel...  boolean
CallatED... false I streaming a last call is made AFTER the last document....  boolean
I ak. l [ Cancel ] [ Help ]

17. For the Target Directory parameter, enter a location where error data will be written, for

example, sreg(Hipaa_XML.Error).

18. For the File Pattern parameter, enter error__sreg(basename)_*.xml.

19. For the Return parameter, select input from the drop-down list.
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20.

21.

22.

23.

24.
25.

26.

27.

28.

29.

30.

Click Finish.
The new File object (Write To Error Dir) appears in the workspace.

Select the XMLtoHipaaTransformAgent object, right-click the Write To Error Dir object, and
select Relation from the context menu.

The Line Configuration dialog box opens.
From the Event drop-down list, select OnFailure and click OK.

A line appears between the objects to indicate that a relationship has been established.

Start HhLtoHippaTransto
rmnAdernt

Wirite To Errar Diir

Drag and drop the End object from the toolbar to the workspace.

The End Name and Description dialog box opens.

In the Name field, type End_Fail, and a brief description (optional) in the Description field.
Click Next.

The End Name Schema dialog box opens.

Since no schemas are used in this processing path (that is, the process flow will not be
exposed as a web service), from the Schema drop-down list, select None.

Click Next.

The Properties dialog box opens.

Click Finish to accept the default values and close the dialog box.
The new End_Fail object appears in the workspace.

Select the Write To Error Dir object, right-click the End_Fail object, and select Relation from
the drop-down list.

The Line Configuration dialog box opens.

From the Event drop-down list, select OnCompletion and click OK.
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31.

32.

33.

34.
35.

36.
37.

38.

39.
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A line appears between the objects to indicate that a relationship has been established.

Start MUtoHippaTransfo
rmAgent

e

.

YWirite Tao Errar Dir End_Fail

Drag and drop the Service object from the toolbar to the workspace.
The New Service Object dialog box opens.

In the Name field, type XDHipaaValidationReportAgent, and a brief description (optional) in
the Description field.

Click Next.
The Service Type dialog box opens.

Select Class Name and enter com.ibi.agents.XDHIPAAValidationReportAgent.
Click Next.

The Properties dialog box opens.

Configure the available parameters according to your requirements.

Click Finish.
The new Service object (XDHipaaValidationReportAgent) appears in the workspace.

Select the XMLtoHipaaTransformAgent object, right-click the XDHipaaValidationReportAgent
object, and select Relation from the context menu.

The Line Configuration dialog box opens.

From the Event drop-down list, select OnCompletion and click OK.
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A line appears between the objects to indicate that a relationship has been established.

HIDHipaatfalidation

ReportAgent
&7 =]
T — Iy
Start H“hlLtoHippaTransfo
rnAgent
! J_._——'—r
Wirite Ta Errar Dir End_Fail

40. Drag and drop the Decision Test object from the toolbar to the workspace.
The New Test Object dialog box opens.

41. In the Name field, type Decision Test, and a brief description (optional) in the Description
field.

42. Click Next.

The Test Operands dialog box opens.

File Object

Mame | Type | Properties | Pre-Execution || Post-Execution | Debug Settings

MName Walue Description Type
Source of .. ®PATH[/documents/...  Source of data to write. [f omitted, document wi..  sting
* Target Dir...  sregiHipaa_<ML.Out..  The tanget output directory stiing
* File Pattern ~ sreglbasename)_*x12  The output file name, which can contain a ™ w...  sting
Avoid Pre..  tue Should any preemitter be avoided? boolean
Return npLt ‘statuz” status docurment will be the out docum...  shing
BazeBd D... false IF zet, the walue is assumed to be in basebd not...  boolean
* Respect T... false IF zet, the emit respects the tranzactionality of £ boolean
CallatEQ... false In streaming a last call is made AFTER the last .. boolean

[ 0K ][ Cancel ][ Help

43. In the Operand One field, enter the following:
XPATH( / docunent s/ Val i dati onReport/ Report/Errors/error)
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44. From the Operation drop-down list, select Is Not Null.
45. Click Next.

The Value Occurrences dialog box opens.

46. Ensure that Unique is selected from the available options.
47. Click Finish.
The new Decision Test object appears in the workspace.

48. Select the XDHipaaValidationReportAgent object, right-click the Decision Test object, and
select Relation from the context menu.

The Line Configuration dialog box opens.

49. From the Event drop-down list, select OnCompletion and click OK.

132 Information Builders



6. Outbound Processing: XML to HIPAA I

A line appears between the objects to indicate that a relationship has been established.

50. Drag and drop the File object from the toolbar to the workspace.
The New File Object dialog box opens.

51. In the Name field, type Write Good File, and a brief description (optional) in the Description
field.

52. Click Next.

The File Type dialog box opens.
53. From the Type drop-down list, select File Write.
54. Click Next.
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55.

56.

57.

58.
59.

60.

The Properties dialog box opens.

File Object

Mame | Type | Properties | Pre-Execution | Post-Execution | Debug Settings

M ame Yalue Dezcription Type

Source of ... ®PATH[/documents?...  Source of data to write, [F omitted, document wi..  sting

* Target Dir...  sregiHipaa_#MLOuwt..  The target output directory ztring

* File Pattern  sreglbazename]_*«12  The output file name, which can contain a ™ w...  sting
Avoid Pre...  tue Should arw preemitter be avoided? boolean
Returm inpLt ‘statuz’ statuz document will be the out docum...  string
Bagefd D... falze If zet, the walue iz azzumed to be in basebd not...  boolean

* Respect T... fale If zt, the emit rezpects the tranzactionality of t...  boolean
CallatEO... falze In ztreaming & lazt call ie made AFTER the last ... boolean

[ (] ] [ Cancel ] ’ Help

For the Source of Data parameter, enter the following:
XPATH(/ docunent s/ out put)

For the Target Directory parameter, enter the following location where valid data will be
written:

sreg( H paa_XM.. Qut put)

For the File Pattern parameter, enter the following:

sreg(basenane) _*.x12

For the Return parameter, select input from the drop-down list.
Click Finish.
The new File object (Write Good File) appears in the workspace.

Select the Decision Test object, right-click the Write Good File object, and select Relation
from the context menu.

The Line Configuration dialog box opens.
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61. From the Event drop-down list, select OnCustom.

Eﬁ] Frocesses

A Samples, SciFiBooks, 1
Samples. Pictures,Load., 1
Samples. Pictures, Retrieveslk

R L ToHipaa_Ebix

#-105) Services Mew Chiject 3
I3 Transfor e .
Eﬁ Ernitkers Export..t

#I5) Schemas

Test 3

—_—

62. In the Case of section, select false.
63. Click OK.

A line appears between the objects to indicate that a relationship has been established.

The End Name and Description dialog box opens.

field.

66. Click Next.

The End Name Schema dialog box opens.

iWay Integration Solution for HIPAA User's Guide
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TR LLEALY

64. Drag and drop the End object from the toolbar to the workspace.

65. In the Name field, type End_Success, and a brief description (optional) in the Description
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67. Since no schemas are used in this processing path (that is, the process flow will not be
exposed as a web service), from the Schema drop-down list, select None.

68. Click Next.
The Properties dialog box opens.

69. Click Finish to accept the default values and close the dialog box.
The new End_Success object appears in the workspace.

70. Select the Write Good File object, right-click the End_Success object, and select Relation
from the drop-down list.

The Line Configuration dialog box opens.

71. From the Event drop-down list, select OnCompletion and click OK.

A line appears between the objects to indicate that a relationship has been established.

72. Select the Decision Test object, right-click the End_Success object, and select Relation
from the context menu.

The Line Configuration dialog box opens.
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73. From the Event drop-down list, select OnCustom.

Case of: IZ' @Ii‘

Case Tvpe Descripkion
[ ®&onError Stock, Errar

B OnSuccess  Stock SUCCEss

Bh% onDefault Stock, IUsed for a Decision of bype Switch
[«] ®idtrue Custom

B3 false Cuskarm

Dblclick here to Add

74. In the Case of section, select true.

75. Click OK.
A line appears between the objects to indicate that a relationship has been established.
Mame Walue Description Type
Source of ... ®PATH[/documents/output) Source of data to write, If omitted, document will be uzed, else specify ... string
* Target Dir...  sreg=ML. O utput) The target output directory string
* File Pattern sreglbasename)_"x12 The output file name, which can contain a ™ which gets expanded to .. string
Avoid Pre.. tue Should any preemitter be avoided? boolean
Return input ‘status’ status document will be the out document, ‘input’; in document...  string
Basebd D falze If zet, the value is assumed to be in baseB4 notation. Only applicable is...  boolean
* Respect T... false If zet, the emit respects the kanzactionality of the channel. [ not zet,t..  boolean
CallatED... falze I streaming a last call is made AFTER the last document. Does thiz 5. boolean

The process flow is now complete.

76. To save the process flow, right-click the XMLToHipaa_Ebix node in the left pane and select
Save from the context menu.

Case of: IZ‘ IZ‘ li‘
Case Tvpe Description
[ ®éonErrar Stock Error
[ ®4consuccess  Stock Success
B OnDefault Stock Used Far a Decision of bype Switch
Ml true Custom
M3 false Custom
Dhiclick here to Add

Now you need to validate the process flow and publish it to the Registry of the iWay
Service Manager Administration Console for use in the route of a channel for outbound

processing.
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Procedure:
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Validating a process flow ensures that its structure is correct. Publishing a process flow
makes it available in the Registry for use in a channel configuration. For instructions on
validating and publishing the process flow, see the iWay Integration Tools Designer User's
Guide.

77. Close ilT Designer.

Your next step is to add a new route to the Registry using the iWay Service Manager
Administration Console and associate the process flow with it.

How to Define a Route and Associate the Process Flow With It
To define a route and associate the process flow with It:

1. From the Registry menu options in the iWay Service Manager Administration Console, click
Routes.

On the Route Definitions pane, click Add to add a route.

3. On the New Route Definition pane, enter a name for the route and an optional description,
as shown in the following table.

Parameter Value
Name * XmltoHipaaEbix
Description This route will invoke the XML to HIPAA

validation process. The outcome of the
validation process will place valid HIPAA data
in your valid outbound folder. Invalid HIPAA will
be routed to an errors folder. A validation
report will also be sent to the appropriate
folder.

4. Click Finish.

On the Construct Route pane, click Add.

You are prompted for the type of component to associate with the route.
6. Select Process and click Next.

7. The next pane prompts you to select a process. Select the process flow you created
earlier with ilT Designer, XMLToHipaa_Ebix, and click Finish.

The route, with its associated process flow, has been successfully defined.
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Defining an Outlet
For the iWay Integration Solution for HIPAA, you will add an emitter to the Registry, then
associate it with a new outlet.

Procedure: How to Add an Emitter for an Error Validation Report

To add an emitter that will emit an error validation report and error file due to the XML to HIPAA
validation process:

1. From the Registry menu options, select Emitters.

2. On the Emitters pane, click Add to add an emitter.
The next pane prompts you for the emitter type.

3. Select File from the drop-down list and click Next.
The File Emitter configuration parameters pane opens.

Configuration parameters for new emitter of type File

Destination * path to file, * replaced with timestamp
sreg{Hipaa_<ML.ErrorYierror__sregibasename)_*.xoml
Create Directory Create directory if it doesn't exist

true

Pick ane hd

4. In the Destination field, enter the following:

sreg(Hi paa_XM..Error)\error__sreg(basenane) *.xn

5. From the Create Directory drop-down list, select true.
6. Click Next.

On the Emitters pane, enter the name of the new emitter and an optional description, as
shown in the following table:

Parameter Value
Name * XmltoHipaaEbix_XML_error
Description XmltoHipaa Ebix_XML error

8. Click Finish to add the emitter.
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The following example shows the structure of an error validation report that is returned if
the input XML document is invalid.

Document Outling x| Mode [ Value
B documents 27wl wversion="1.0" ercoding="150-8859-1"
= 43 validationReport = €% documents

= 49 Report = 4 valdationReport

= {3 Errors = {9 Report

oy m<w error = €9 Errors
= 4d inpy . . )

£ 89 %12_810_004010 ) 49 eror Rule Violation: [¥12_810_004010,_810.BIG._01_Date] ‘20021145’ Date format (20021145) is invakid

49 outout = 43 input

+ 8% w12_810_004...
= g8 output
E ISA*00* *0o* *12*NOTP *12*NOTP *+080S01*1 700*LP*00401 *000000001 *0*P* >in~GS*IN*

Procedure: How to Add an Emitter for a Valid Validation Report

To add an emitter that will emit a valid validation report due to the XML to HIPAA validation
process:

1. From the Registry menu options, select Emitters.

2. On the Emitters pane, click Add to add an emitter.
The next pane prompts you for the emitter type.

3. Select File from the drop-down list and click Next.
The File Emitter configuration parameters pane opens.

Configuration parameters for new emitter of type File

Destination * path to file, * replaced with timestamp
sreg{Hipaa_XML.ValidationReport)wvalidation_sreglbasename’_*.xm
Create Directary Create directary if it doesn't exist

true

Pick one v

4. In the Destination field, enter the following:

sreg(Hi paa_XM.. Val i dati onReport)\validation_sreg(basenane)_ *.xnl

From the Create Directory drop-down list, select true.
6. Click Next.

7. On the Emitters pane, enter the name of the new emitter and an optional description, as
shown in the following table:
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Parameter Value
Name * XmltoHipaaEbix_XML_validation
Description XmltoHipaaEbix_XML validation report

8. Click Finish to add the emitter.

The following example shows the structure of a valid validation report that is returned if
the input XML document is valid.

[ Value
version="1.0" encoding="150-8859-1"

Docurnent Outline

D documents

= D VelidationReport
= 4% Report

B X || Mode
7 xml
= €% doouments
= §3 vabdastionRepart

&% success = 4% Report
= €3 ot 8 Success
= €% x12_810_004010 S gD gt
&9 output + 43 ¥12_810_004...
= €% output
=] 15A%00* *oo* *1Z*NOTP *12*NOTP *0B80501*1 70000401 *000000001 *0*P* >~GS*IN*N.

Procedure: How to Define the Outlets

Now that you have added two emitters to the Registry, you are ready to define the required
outlets. Each emitter will be associated with a corresponding outlet.

1. From the Registry menu options, select Outlets.
2. On the Outlet Definitions pane, click Add to add the first outlet.
3. On the New Outlet Definition pane, enter the name of the first new outlet and an optional
description, as shown in the following table.
Parameter Value
Name * XmltoHipaaEbix_XML_error
Description Outlet which will contain error validation report
and error file due to the XML to HIPAA
validation process.
4. Click Finish to add the outlet.
On the Construct Outlet pane, click Add to associate the emitter with the outlet.
The next pane prompts you for the component type.
6. Select Emitter and click Next.

The next pane prompts you to select an emitter.
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7. Select XmitoHipaaEbix_XML_error, which is the first emitter you added earlier, and click
Finish.

8. On the Outlet Definitions pane, click Add to add the second outlet.

On the New Outlet Definition pane, enter the name of the second outlet and an optional
description, as shown in the following table.

Parameter Value

Name * XmltoHipaaEbix_XML_validation

Description Outlet which will contain valid validation report
produced by the validation process.

10. Click Finish to add the outlet.
11. On the Construct Outlet pane, click Add to associate the emitter with the outlet.
The next pane prompts you for the component type.
12. Select Emitter and click Next.
The next pane prompts you to select an emitter.
13. Select XmitoHipaaEbix_XML_validation, which is the second emitter you added earlier.

14. Click Finish.

Defining a Channel

Now that you have defined the required components for the outbound channel, you are ready
to add the channel to the Registry and associate the conduits with it. At this time you will also
add the route to the channel.

Procedure: How to Define a Channel
To define a channel:
1. From the Registry menu options, select Channels.

2. On the Channel Definitions pane, click Add to add a channel.

3. On the New Channel Definition pane, enter the name of the new channel (for example,
XmlIToHipaa_Ebix) and an optional description. Then click Finish to add the channel.

4. On the Construct Channel pane, click Add to associate the inlet, route, and outlets with
the channel.

You are prompted to associate components with the channel.
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5. Select Inlet and click Next.
The next pane prompts you to select an inlet.

6. Select XmIToHipaa_Ebix, which you defined earlier, and click Finish.

The inlet is associated with the channel. Now you need to associate a route with the
channel and set it to the default.

7. On the Construct Channel pane, click Add.
The next pane prompts you for the component type.

8. Select Route and click Next.
On the next pane, you are prompted to select a route.

9. Select XmltoHipaaEbix, which you defined earlier, and click Finish.
The Construct Channel pane reopens.

10. Click the minus sign (-) under Conditions to set this route as the default.

Type Conditions Move D
Inlet

Route F

[Add] [ Deldclick ko set defaul

11. On the Construct Channel pane, click Add to add the next component.

12. When prompted for the component type, select Outlet and click Next.

13. Select the two outlets you defined earlier, XmitoHipaaEbix_XML_error and
XmitoHipaaEbix_XML_validation.

14. Click Finish.

15. To set a condition for the outlets, on the Construct Channel pane, click the plus sign (+)
under Conditions for the specific outlet.

Type Conditions
Inlet

Route db [

Chutlet %@7
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The Set Condition pane opens.
16. In the Condition input field, enter the appropriate conditional expression, and click Update.

The following table lists the expression that must be entered for each outlet.

Outlet Expression

XmltoHipaaEbix_XML_ _isxm () and sreg(iwaf.validationSuccess) =
validation true

XmltoHipaaEbix_XML_ _isxm () and sreg(iwaf.validationSuccess) !=
error true

For details on supported conditions, see the topic on using functions in the iWay Service
Manager User's Guide.

Procedure: How to Build the Channel

144

1. From the Registry menu options, select Channels.

2. On the Channel Definitions pane, select the channel for outbound processing defined
previously, XmIToHipaa_Ebix, and click Build.

The results of the build are displayed on the right pane.

Channels
Channels are the pipes through which messages flow in iWay Service Manager. & Channel is defined as a named container of Routes
(Transformers + Processes), controlled by Routing Rules and bound to Ports {Listeners/Emitters),

¥miToHipaa_Ebix
Build result for channel

Message level Message

Infa Start

Info “alidating Channel
Infa Channel is valid
Info “alidating Inlet
Infa Inlet is valid

Info YWalidating Routes
Infa Routes are valid
Info Yalidating Outlets
Info Outlets are valid
Infa Build Successful
Infa End

Infa Channel archive CAPROGRA~T\iwaydbsmietcirepositary\managefcarimlToHipaa_Ebixh

AmiToHipaa_Ehbix. 2%¢miToHipaa_Ebix.car has been created/updated
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6. Outbound Processing: XML to HIPAA I

3. Review the results of your build and then click Back.

If an error or errors are displayed in the Message column, take the appropriate action as
instructed.

Procedure: How to Deploy the Channel

Deployment is the mechanism by which a channel moves from being stored in the Registry to
becoming active in iWay Service Manager. For more information on deployment, see the iWay
Service Manager User's Guide.

1. Select the Deployments option.
2. On the Channel Management pane, click Deploy.

@ AmlToHipaa_Ehix  Way 12 2009 06:34 PM  http:#1311065-080658 2 Processing channel - XML inbound data to
Hipaa. This channel will also produce a
“alidation report. Channel uses SREG
(Special Registers) to define destination
paths. Channel also uses route-pflow. Pflow
will place ¥12 data in its appropria
paths, Channel also uses route-pflow. Pflow
will place X12 data in its appropriate
destination folders based on X12 validation
rules. EBIXES should be attached to this
channel before deployment.

[ << Back ] [Deploy] [ et Yersions ]

3. On the Available Channels pane, select the channel you defined previously,
XmliToHipaa_Ebix, and click Deploy.

The Channel Management pane reopens.
4. Select XmIToHipaa_Ebix and click Start.

The red X under Status changes to a green check mark to indicate that the channel has
been started. If an error or errors are displayed, take the appropriate action as instructed.

[] =miToHipaa_Ehix fle May 12 2009 06:39 PM 2 v v’ D0-0-0-D
[ Deploy ] [ Undeploy ] [ Redeploy ] [ Fepair ] [Start] [Stup]

Procedure: How to Verify the Channel

To make sure that the channel is working as expected, perform the following steps.
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For more information on obtaining HIPAA sample files for testing purposes, see Extracting
HIPAA User Samples on page 42.

1. Place an XML file as test data in the input directory (C:\file_in\hipaa\inputdir). This is the
path in which XML messages are received, which you specified for the listener associated
with the inlet for the channel.

2. Check for the HIPAA output document and validation report in the output directory (C:
\File_out\hipaa\outputdir). This is the destination directory you specified for the listener.

3. Confirm that the output has been converted to HIPAA format.

Reusing Your Channel Configuration

Using the Archive Manager feature of iWay Service Manager, you can archive your channel
configuration with its associated components and import them into another Registry. They will
then be available from that Registry for modification or reuse.

For details on this feature, see the iWay Service Manager User's Guide.
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Appendix

Ebix-Supported Transaction Sets

This topic describes the HIPAA transaction sets supported by the iWay Integration

Solution for HIPAA in the Ebix files supplied with the product.

In this appendix:

-  Supported HIPAA Transactions

Supported HIPAA Transactions

The following table lists the HIPAA ANSI X12N transaction sets that are supported by the iWay
Integration Solution for HIPAA.

Version Document Version Document
4010A1 All 5010X218 820
5010 997, 999 5010X220A1 834

(same as X12 5010)
5010X186 824 5010X221A1 835
5010X187 269Que, 269Res 5010X222A1 837P
5010X210 275 5010X223A2 8371
5010X211 275 5010X224A2 837D
5010X212 276, 277 5010X225A2 837R
5010X213 277 5010X231A1 999
5010x214 277u 5010X279A1 270, 271
5010X215 2780ri, 278Rsp 5010X299 837 for HIX
5010X216 278Adv, 278Inf, 5010X306 820 for HIX

278Cmp, 278Rej,
278Cpl

iWay Integration Solution for HIPAA User's Guide

147



Supported HIPAA Transactions

Version Document Version Document

5010Xx217 278Aut, 278Can, 5010X307 834 for HIX
278Req, 278Res
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Using iWay Integration Tools to

Appendix . .
Configure an Ebix for HIPAA

This section describes how to use iWay Integration Tools (ilT) to configure an e-Business
Information Exchange (Ebix) file for HIPAA.

In this appendix:

.4 Using ilT to Configure an Ebix File for HIPAA Overview

. Using ilT to Configure an Ebix File for HIPAA Prerequisites
.4 Downloading and Extracting an Ebix
d

Working With iWay Integration Tools (ilT)

Using ilT to Configure an Ebix File for HIPAA Overview

You can use iWay Integration Tools (ilT) to import, edit, export, and work with e-Business
Information Exchange (Ebix) files for HIPAA. The topics in this appendix describe how to:

.4 Import a HIPAA 5010 837 Ebix into ilT.
4 Add a qualifier at the loop 2300 level under the CLM segment to the HIPAA Ebix.
4 Export the edited Ebix to a physical location.

The edited Ebix can be returned and then tested with the appropriate HIPAA 837 message.

Using ilT to Configure an Ebix File for HIPAA Prerequisites

This section provides a list of prerequisites for using iWay Integration Tools (ilT) to configure an
Ebix for HIPAA:

.4 Have a working knowledge of ilT and HIPAA.
4 Ensure the iWay HIPAA adapter is installed.

4 Ensure ilT Version 8.0 is installed.

Downloading and Extracting an Ebix

This section describes how to download and extract an Ebix.
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Procedure: How to Download and Extract an Ebix
To download and extract an Ebix:

1. Download the HIPAA_ebixs.zip file from http://techsupport.informationbuilders.com.

2. Unzip the downloaded HIPAA_ebixs.zip file and save HIPAA_5010X299.ebx into any
physical location on your local drive.

For example, this Ebix contains the HIPAA 837 document.

|| HIPAA_5010X220A1.ebx 2/8/2015 4:44PM EEX File 108 KB
|| HIPAA_SO10X221A1.ebx 2/8/2015 444 PM EEX File 82 KB
| HIPAA_S010XZ222A1.ebx 2/8/2015 4:44PM EBX File 165KE
|| HIPAA_S010X223A2.ebx 2/8/2015 4:44PM EEX File 227¢B
| |HIPAA 501022442 sbx 2[8/2015 4:44PM EEX File 197 KB
|| HIPAA _S010%223A2.ebx 2/8/2015 %:44PM EBX File 149 KB
| HIPAA_5010X231A1.ehx 2/8/2015 4:44PM EEX File 72KB

HIFAA 50102794 1.ebx 2/8/2015 4:44PM

2/8/2015 4:41PM
|| HIPAA_5010X306.ebx 2/8/2015 4:44PM EEX File 73 KB
| |HIPAA_S010%307.ebx 2/8/2015 4:44PM EEX File 126 KB

I 2 HIPAA_ebixs, ip | 3/12/2015 1:08PM  WinRAR ZIP archive 4,383 K8

Note: Ensure all folders used for the extracted HIPAA_ebixs.zip file do not have any blank
spaces in the folder name.

Working With iWay Integration Tools (ilT)
This section describes how to import, edit, and export an Ebix using iWay Integration Tools
(ilT).

Procedure: How to Import an Ebix
1. Start iWay Integration Tools (ilT).

2. Rightclick the Integration Explorer pane, click New, and then select Integration Project
from the context menu, as showin in the following image.
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http://techsupport.informationbuilders.com

B. Using iWay Integration Tools to Configure an Ebix for HIPAA I

4 Integrathon - (Way Integration Tools

Fle Edit Mavigate Search Project Run Window Help

J €3 = L= IR R R N A
ﬁlm“q ﬁ;.ﬁmﬁn. .E-\.l.h'l...-= U

-l

© Project...

= Other... Cirl+i
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3. Enter a new Integration Project name, for example, HIPAA_Ebix_edit_sample_proj, in the

Project name field, and then click Finish, as showin in the following image.

# New Integration Project _ O]

Integration Project

Create a new Integration project.

Project name | HIPAA_Fbix_edit_sample_praj|

Project location
¥ Use default

Direckarsy I C:\OFFSHORENIT Builds\7.0.4_trunk_13-mar-20154IT-7.0. 4\HIP! Browse, ., |

— Additional options
¥ Create integration folders

Target Server Version | 7,0,4-5MAPSHOT LI

Install additional Target Server Version

(?:I Finish I Cancel
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B. Using iWay Integration Tools to Configure an Ebix for HIPAA I

4. Right-click the Integration Explorer pane and select Import from the context menu, as
shown in the following image.

M 2 wa... [Hi.Lbra... [ =7]
=T
2 %,
(==t HIPAA_Ebix_edit_sample_proj
L= Adapters
i = Applications
= Channels
' SFI i’
e R:; Gointo
@ Scher Open in Mew Window
i = Trane (= Copy
= XML Paste
| Duplicate
¥ Delete
Rename
£ Export...
' Refresh
Validate
Run As »
- Debug As »
2% Outline 53 | Team »
An outline is not a Compare With '
Restore from Local History...
Source »
Integration Tools 13
Properties
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5. In the Import wizard, expand iWay Integration, select Ebix, and then click Next, as shown in
the following image.

Select
1=l

Select an import source:

= General

= CV5

= Install

= iWay Integration
a
{T..) IFL Expression
th, Process Flow
g Schema Set
{fl| Transform

= Maven

(= Plug-in Development

= Run/Debug

= Team

= XML

- FH-®

&

+*

[EIR S B

)

< Back Next > st Cancel
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6. Click the ellipsis button (...), as shown in the following image.
4 Import =] E3
General Properties Page
ﬁ The name field is required.
Project Folder |j|-ﬂPAA_Ebe_pcit_p.unple_prnj,’Ebboes Browse... I
Import | i I I
Mame 1
Descoription ;]
=
Target Server Version [ 7.0.4-SNAPSHOT =l
Install additional Target Server Version
T Create in asrent folder
) < Back Pt (I | Cancel

The Open dialog is displayed.
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7. Select the downloaded HIPAA_5010X299.ebx file from the physical drive location and then
click Open, as shown in the following image.

L )\ ) | . +0S(C:) ~ OFFSHORE ~ Ebix_Buids ~ HIPAA v [&3 | search HIPAA #2)
Organize ¥  New folder =« [] @&
- Favorites 21 Name - | Date modified Type A
B Desktop || HIPAA_S010%218.ebx 2/8/2015 4:44PM E£8X File
& Downloads || HIPAA_S010X220AL.ebx 2/5/2015 4:44PM EBX File
| Recent Places
- || HIPAA_S010%221A1.ebx 2/8/2015 4:44PM E£8X File
=g Lbrars || HIPAA_5010%222A1.hx 2/8/2015 4:44PM EBX File
3 Doasments || HIPAA_S010%223A2.ebx 2/8/2015 4:44PM EBX File
& Music || HIPAA_5010%224A2.ebx 2/8/2015 4:44PM EBX File
&=/ Pictures || HIPAA_5010%225A2.ebx 2/8/2015 4:44PM EBX File
=|| Subversion || HIPAA_S5010%231A1.ebx 2/3/2015 4:44PM EBX File
B viceos || HIPAA_S010X279A 1.ebx 2/8/2015 4:94PM £8X File
18 Computer T 2/8/2015 4:44PM EBX File
&, 05 (c) || HIPAA_5010X306.ebx 23[2015 4:44PM  EBXFile
S Con THIRU || HIPAA_5010X307.ebx 2/32015 4:44PM EBX File =
€ D on THIRU x4 | i |
File name: IHIPAA_SUIUXEQQ.ebx x| [evixFile (~.etx) |
Open Cancel J
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8. Click Next, as shown in the following image.

4 Import

General Properties Page

Please enter a name and description for this imported ebix.

Project Folder | MIPAA_Ebix_edit_sample_proj/Ebixes Browse... I
Import [ c:\OFFSHORE \Ebix_Builds HIPAA\HIPAA _S0 10X295.ebx
Mame | HIFAA_S010X299

=
Target Server Version [7.0.4-SNAPSHOT i |
I 1| additional T ts verss
[T Create in current folder
(?) = Back Mext > Firist Cancel I
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9. Expand HIPAA_5010X299 and select 5010X299 in the Ebix pane. Select 837 in the Ebix
Entries pane, and then click Finish, as shown in the following image
4 Import =] E3
Ebix Entries

Select ebix version to view available ebix entries.

Transform ebix are spedally designed archive files that contain ebix entries. Ebix entry
represents transform configuration and dependendes used by iWay transform engine.
Select ebix version to view available ebix entries.

[~ Import as System Ebix

Ebix Ebix Entries
=B HIPAA_5010x299 = Y537 ]
121 5010%299

Description:

Entry: 837 -

Run Time Mode: NfA _I
BT 5
@ R e . |

158 Information Builders
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Your ilT interface should now resemble the following image:

4 Inteqration - HIPAA Ebix_edit_sample_proj/Ebboes/HIPAA/HIPAA 501000299/ ebi/1.0/5010X299/ dictionaries/HIPAA_B37_005010X299.dic - iWay Integration Tools

bie Edit Novgate Search Proet Run Windew Hep
- |@ME o |H-0-0- z
4 Inte... ) 9 Wa.., |Bilbva.,| — O |8 =0
|la& ¥ i
R SYrryrerrm—— €, 154 [Interchangs Control Heager]
(& Adapters ) 01 [Authorization Information Quafer]
& Aoicalions $ 02 [Authenizaten Informaten]
&5 Chareel $ 03 [securty Information Quakfer]
5 & Bives @ 04 [Security Information]
& Fows 4 05 [Interchange ID Quaifier]
& Regsiers 9 06 [interchange Sender ID]
@ Schemas % 07 [nterchange ID Quaifier]
e @ 08 [interchange Recaiver ID]
& ) 03 [Interchange Date]
10 [Interchange Tme)
& 11 [Repettion Separater]
4 12 [interchange Control Version Nuriber]
9 13 [interchange Control Number]
9 14 [rkoniedgement Requested] B
9 15 [Usage Indicator]
-4 15 [Component Element Separator]
= ' Ta1 [Interchange Acmonedgement]
01 [Interchange Control Number]
& 02 [interchange Date]
$ 03 [Interchange Time] =l
AA_§37 0.0 2iHIPAA_§37_0050... | Rule:HIPAA_837_005010... | HIPAA_837_005010X299¢... | XMLIOHIPAA_837_00S010. .,
&mh$| =E|!:hm|g'lwlm|am§3 !‘mﬂuu| “E8-0-50
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Procedure: How to Edit an Ebix

1. Click the HIPAA_837_005010X299 tab and navigate to the 02 [Facility Code Qualifier]

node. Expand EDI, 837, 2000A, 20008, 2300, CLM [Health Claim], and then CO23 [Health
Care Service Location Information], as shown in the following image.

(- ¥, BHT [Beginning of Hierarchical Transaction]
- 10004

& 10008

= €9 20004

+

HL [Hierarchical Level]
-} PRV [Provider Information]
#- ) CUR [Currency]
) 201044
& A, ML [Hierarchical Leval]
4, s8R [Subscriber Information]
@€ 201084
= ¥ 201088

| |2 54 cum [Health Claim)]|
& 01 [Claim Submitter's Identifier]

@ 02 [Manetary Amount]
& 03 [Claim Filing Indicator Code]

Dol > 04 [Non-Instituonal Claim Type Code]

|| [ECEcoz3]realth Care service Location Information]]|

4 01 [Faciity Code Value
- [& 02 [Fediity Code Qualifier]
03 [Claim Frequency Type Code]

@ 08 [Yes/Mo Condition or Response Code]
> 07 [Provider Accept Assignment Code]
@b 08 [Yes/No Condition or Response Code]
&P 03 [Release of Information Code]
@) 10 [Patent Signature Source Code]
| 8 C024 [Related Causes Information]
& 12 [Special Program Code]

2= Do oo

rewlal
Header:HIPAAHeader | Structure:HIPAA_B37_005010X299 I‘SdmﬂPM_SS?_UOBJ
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B. Using iWay Integration Tools to Configure an Ebix for HIPAA I

2. Right-click the 02 [Facility Code Qualifier] element and then click Properties from context
menu, as shown in the following image.

= Q €023 [Health Care Service Location Information)
<P 01 [Fadiity Code Value]
R-302 [Fadlity Code Quali
i @ 03 [Claim Freqguency Ty

@ 06 [Yes/Mo Condition or Re 3 Delete
@ 07 [Provider Accept Assigr E Move Up
@ 08 [Yes/MNo Condition or Re
@ 09 [Release of Information
P 10 [Patient Signature Sourc  Validate
=& C024 Related Causes Info
& 12 [Special Program Code]
@ 13 [Yes Mo Condition or Re
@ 14 [Level of Service Code] Expand
@' 15 [fes Mo Condition or Re
@ 16 [Provider Agreement Co

4 17 [Claim Status Code]

Export ko Library...

. Move Down

Preview Dichonary Structure
Validate Structure

Expard Al

Collapse

3. Scroll down to view the Domain value, and add B into the Domain value field in the

properties window.

(| Properties £3| 0 ErmrLug|ECmsde

% Problems

[02]
I ManLength
Pad
PadChar
Adgn
Motes
Domain

AB

m

4. Save your edited Ebix by clicking the Save icon, which is located near the File menu. If you
are using a Windows platform, you can also use the shortcut key CTRL+S to save your

work.
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An asterisk (*) character appears next to the file name until you have saved the edited
changes, as shown in the following image.

File Edt Mavigate Search Project Rum Window Help
c(@e  J@mu x| b0y - G-
4 bte... 3|0 We... _!;l.l:ra{.*| =] lﬁw@mm 5010%299,837 £3 |
=k - 10008
= & HIPAA_Ebix_edit_sample_proj -9 20004
(= Adapters [ '@ HL [Hierarchical Level]
(= Applications [ PRV [Provider Information]
(= Channels H CUR [Currency]
B> Ebi [+ 201044
B HPAA =¥ 20008
=GB HiPaa_so10x299 =g HL. [Hieranchical Level)
=-£3 50106299 & SBR [Subscriber Information]
=8 common ©D 201084
[ HIPAAHeader.dic - 201088
-8 837 = '9 2300
[¥] HIPAA_837_00501 | 28 M [Health Cam)
[ HIPAA_837_00501 [ 4P 01 [Claim Submitter's Identifier]
[5] HIPAA_837_00501 | 4P 02 [Monetary Amount]
-_,m HIPAA_837_00501 | %P 03 [Claim Fiing Indicator Code]
Tl XMLHIPAA_837_ | 4P 04 MNon-Institutional Claim Type Code]
&= Flows | =8 C023 [Health Care Service Location Information]
(= Regsters @' 01 Fackty Cade Vekuc]
&= Transforms @ 03 [l:lam Frewenw Type Code]
& 4P 06 [¥es/No Condition or Response Code]
I I , 4 07 [Provider Accapt Assignment Code]
2 ja @ 08 [Yesfio Condition or Response Code]
U5 rutng 52 | — ml &P 09 [Release of Information Codel

Click on Yes to confirm your changes.

i Build Working Set Ei

9 'R.d:idmtrvmmtadalzdm is enabled.
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B. Using iWay Integration Tools to Configure an Ebix for HIPAA I

Your ilT interface should now resemble the following image:

4 nte.. 3|0 Wa... =i lbra..| = D A
o | B 5 T =95

E-b= HIPAA_Ebix_edit_sample_proj =<4 ISA [Interchange Control Header]
(> Adapters - 4 01 [Authorization Information Qualifier]
G Applications - 4P 02 [Authorization Information]
| s channde 4P 03 [Security Information Quakifier]
-G Ebixes & 04 [Security Information]

&G HIPAA & 05 [Interchange 1D Qualifier]
= gl HiPAa_s010X299 9 06 [Interchange Sender 10]
B-F3 so10x29% & 07 [Interchange ID Qualifier]
-G Flows ~ % 08 [Interchange Receiver ID]
(= Registers - 4 09 [Interchange Date]
(= Schemas P @ 10 [Interchange Time]
(= Transforms - @ 11 [Repetition Separator]

9P 12 [Interchange Control Version Mumber]
@ 13 [Interchange Control Number]
& 14 [Acknowledgement Requested)
& 15 [Usage Indicator]
& 16 [Component Element Separator]
=X TA1 [interchange Acknowledgement]
% 01 [Interchange Control Number]
@ 02 [Interchange Date]
@ 03 [Interchange Time]
4 04 [Interchange Adnowledgement Code]
‘@ 05 [Interchange Note Code)
85 outine &1 | ‘='E|] =-') Group_Laop
. 5% G [Functional Group Header]

Note: The asterisk (*) character will disappear once the edited Ebix has been saved
successfully.
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6. Click the HIPAA_837_005010X299 tab and navigate to the 02 [Facility Code Qualifier]
node. Expand EDI, 837, 2000A, 20008, 2300, CLM [Health Claim], and then CO23 [Health

7.

Care Service Location Information], as shown in the following image.

=¥ EDI

=I-{Z] 837 [Health Care Claim]

23] ST [Transaction Set Header]

[+ %X BHT [Beginning of Hierarchical Transaction]
=¥ 10004

-9 10008

=1 &) 2000A
- @R HL [Hierarchical Level]

+- X, PRV [Provider Information]
= ¥& CUR [Currency]
F-ED 201044
=153 20008 ]
(+-%4 HL [Hierarchical Level]
¥} sER [Subscriber Information]
+-%3 201084
¥ 201088
¥ 2300

%A HL Hierarchical Level]
® ﬁ PAT [Patient Information]
-9 2010Ca

=1 %% CLM [Health Claim] |
4g» 01 [Claim Submitter's Identifier]
@ 02 [Monetary Amount]
@ 03 [da-n F'Ilng Indl&:tar Cude]

2 y Code Qualifier] .
. 03 [l:lalm Frequency Type Code]
@ 06 [Yes/Mo Condition or Response Code]

@ 07 [Provider Accept Assignment Code]
Han ar Recnanes Cada]

Header:HIPAAHeader | Structure:HIPAA_837 0... |Schema:HIPAA_ 837 0050... IRLi::HlPM 837 _005010... I

Repeat steps 2 through 4 for each Ebix that you need to edit.
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Procedure: How to Export an Ebix

To export an Ebix:

1. Rightclick the HIPAA_5010X299 Ebix from the Integration Explorer window and then select

the Export option from the context menu, as shown in the following image.

=it HIPAA_Ebix_edit_sample_proj - 1SR [ind
(= Adapters @ 01
' = Applications i @ 02
(= Channels P o3
== Ebixes 1 ‘P 043
E-& HIPAA Pos
B - Jri1pAs_5010x 29N = =3
_ w0 5010%299 P
_ l,:b Flows Openin New
e Registers
(= Schemas = Copy
= Transforms paste
&= = Duphate
# Delete
Move...
Rename
25 Import...
= Refresh
Validate
' outiine 53 | Run As ’
Debug As »
Team »
Compare With »
Restore from Local History...
Source »
Integration Tools »
Properties
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Expand the iWay Integration folder, select Ebix, and then click Next, as shown in the

following image.

l Export !E E

Select

Select an export destination:

1A

= General

(= Install

== iWay Integration
&

B (= Java

[+ (= Plug-n Development

[#[= Run/Debug

(= Team

= XML
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3. Expand the ilT project (for example, HIPAA_Ebix_edit_sample_proj) from the Export wizard

and expand Ebixes, HIPAA, HIPAA_5010X299, select the 5010X299 folder from the left

pane of Export wizard, and then select the 837 check box on the right pane, as shown in

the following image.

4 Export =] E3
Export
€3 Please enter a destination directory.
[=11=F HIPAA_Ebix_sadit_sample_proj
= Adapters
|l= Applications
= Channels
=I"(=r Ebixes
== HIPAA
-8 HIPAA_SD10X295
10 50100299
= Fows
=" Registers
= Schemas
i~l= Transforms
= XML
selectal | Deselect al |
To directory: | Browse. .. |
@ < Back Finish Cancel
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4. Click Browse and choose a folder location to store the Ebix, and then click Next, as shown
in the following image.

4 Export

Export

Export Ebix resources to the local file system.

B[=1 E3

[=]-1=F HIPAA_Ebix_edit_sample_proj
(= Adapters
= Applications
= Channels
= (= Ebixes
== HIPAA

=GB HPAa_so10xzss
3 sn10%299

(= Flows

iz Registers

j (= Schemas

(= Transforms
= XML

#8837

To directorys

Select Al | Deselectal |

| €:\Users\Administrator \Desktop

Browse. ..

T <Back !
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following image.

=100 |

-4 Export
Export Ebix
Create a new Ebix

Create a new transform ebix by first specifying a name and description of a new ebix.
Transform ebix are spedally designed archive files that contain transform configuration
and dependencies used by iWay transformation engine. This wizard will allow you to create
a new ebix and ebix entry for spedfied type.

|| :

| Custom_Name_s010_837
Ebix Type:

Add description here...

@ <Back | wex> ||Hmh|t:amei[

Your exported Ebix is now available in the specified location.
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5. Provide a valid name for the Ebix in the Name field, select Pipeline from the Runtime Mode
drop-down list, add a description (optional), and then click Finish, as shown in the
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Appendix

Using HIPAA Special Register (SREG)
Types

This section describes the Special Register (SREG) types that are created during HIPAA
to XML transactions and 997/999 creation.

In this appendix:

-l HIPAA Special Register (SREG) Types

HIPAA Special Register (SREG) Types

New Special Registers (SREGs) are available for HIPAA preparsers and HIPAA preemitters.

<vari abl e type="USR' nanme="edi.transactionl D' otype="0">823</vari abl e>
<variabl e type="USR' nanme="edi.type" otype="0">X12</vari abl e>
<vari abl e type="USR' nanme="edi.version" otype="0">004010</vari abl e>

These may be used to route your data by placing them in your process flow.

A new SREG (edi.ackstatus) is available for the acknowledgement agent. This SREG will
contain the AK501 status from the 997 that corresponds to each XML output file. This value
can be used to route error data (for example, a failed 997) from standard processing.

During HIPAA to XML transactions and 997 creation, the following types of SREGs are created:
d SYS (System) - These SREGSs exist until you restart iWay Service Manager.

4 USR/DOC - These SREGs exist throughout the life of the document.

-l CFG - These SREGs are configuration related.

SEGMENT COUNT

1. <vari abl e name="SEGCOUNT" type="USR'>20</vari abl e>
2. <vari abl e name="basenane" type="DOC'>st ephan_850_bad</vari abl e>
3. <variabl e name="consol e-master-port" type="SYS">9999</vari abl e>

CORRELATION ID

4. <variable name="correlid" type="USR'>000001000</vari abl e>
5. <vari abl e nane="docl ocati on" type="SYS"'>config</vari abl e>

END OF STREAM FLAG
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6. <variabl e name="eos" type="USR'>1</vari abl e>
7. <variabl e name="extensi on" type="DOC'>x12</vari abl e>
8. <variable nanme="fil enane" type="DOC'>stephan_850 bad. x12</vari abl e>

FROM PARTY

9. <variable name="fronparty" type="USR'>NOTP </vari abl e>
GROUP CONTROL NUMBER - GE

10. <vari abl e nanme="ge_groupct!| nunber" type="USR'>1000</vari abl e>
NUMBER OF TRANSACTIONS - GE

11. <vari abl e name="ge_nuntransactions" type="USR'>1</vari abl e>
12. <variabl e name="ibse-port" type="CFG' >9000</vari abl e>

INTERCHANGE CONTROL NUMBER - IEA
13. <variabl e name="i ea_i nterchangect!| nuni' type="USR'>000001000</vari abl e>
VALIDATION REPORT/ACK

14. <vari abl e name="iwaf.ack999" type="USR"' otype="0">| SA*00*
*00* *01* 1 NTRCHNG RCVR 1 *01* | NTRCHNG SNDR
1*110914*1410*~*00501* 100000001* 0* T*: ! &#xd;

GS* FA* APPLCTN RCVR* APPLCTN SNDR*20110914*1410* 1* X*005010X231A1! &#xd;
ST*999*0001* 005010X231A1! &#xd;

AK1* HS* 1* 005010X279A1! &#xd;

AK2*270* 005010X279A1! &#xd;

| K3* ST* 0* * 8! &#xd;

CTX* S| TUATI ONAL TRI GGER* ST*0* * 2! &#xd;

| Kb* R* 5! &#xd;

AK9* R* 1* 1* 0! &#xd;

SE*8*0001! &#xd;

GE* 1* 1! &#xd;

| EA*1*100000001! &#xd;

</vari abl e>
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15. <variabl e name="iwaf.validationReport" type="USR'>|I SA*00*
*00* *12* NOTP *12* NOTP

* QAQAQA* QAQA* U*00401*000001000* 0* P* &gt ;

GS* FA* NOTP* NOTP* QAQAQAQA* QAQA* 1000* X* 004010

ST*997*0001

AK1* PO* 1000

AK2*850* 000000010

AK3* DTMr 6* * 8

AK4*2**8* 200100

AK5* R*5

AKO* EX1*1*1

SE*8* 0001

GE*1*1000

| EA*1* 000001000

</vari abl e>

16. <variabl e nane="iway. eos" type="DOC'>true</variabl e>

17. <variabl e nane="iwayconfig" type="SYS"'>base</vari abl e>

18. <variabl e nane="i wayhone" type:" SYS'>C: / Program Fi |l es/i Way7/ </ vari abl e>
19. <vari abl e nane=' i\/\ayversi on" type="SYS">6. 1. 100. S\/ vari abl e>
20. <variabl e nane="i waywor kdi r" type="SYS"'>C./Program Fi | es/iWay7/ confi g/
base</ vari abl e>

21. <variabl e nane="| ocal e" type="SYS"'>en_us</vari abl e>

22. <variabl e nane="nane" type="SYS'>EDI XM.</vari abl e>

NUMBER OF FUNCTIONAL GROUPS

23. <vari abl e nane="nunfuncti onal groups" type="USR'>1</vari abl e>

24. <variabl e name="parent" type="DOC'>c:\testing\edi x12\input</vari abl e>
25. <variabl e nane="protocol" type="SYS'>F| LE</vari abl e>

26. <variabl e name="source" type="DOC'>C:\testing\edi x12\i nput

\ st ephan_850_bad. x12</ vari abl e>

SPLIT COUNT

27. <variable nane="splitcount" type="USR'>1</vari abl e>
28. <variable nane="tid" type="DOC'>EDI _XM.-FI LE- W EDI _XM..
1_20080605152319600Z</ vari abl e>

TRANSACTION ID

29. <variabl e nane="edi.transacti onl D’ type="USR’>850</vari abl e>

VERSION

30. <variable nane="edi.version” type="USR' >004010</vari abl e>
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Appendix

Using HIPAA Separators and
Terminators

All HIPAA documents are embedded with tokens that are separated by special characters
called separators and terminators. These separators and terminators are used to
identify:

. element separators
4 sub-element separators
4 segment terminators

This appendix provides a list of the separators and terminators that are allowed during
the configuration of preparsers and preemitters in iWay Service Manager.

In this appendix:

.4 HIPAA Separators and Terminators

HIPAA Separators and Terminators

Hex Char Hex Char Hex Char
01 SOH 16 SYN 2F /
02 STX 17 ETB 3A

03 ETX 18 CAN 3B ;

04 EOT 19 EM 3C <
05 ENQ 1A SUB 3D =
06 ACK 1B ESC 3E >
o7 BEL 1C FS 3F ?
08 BS 1D GS 40 @
09 TAB 1E RS 5B [

iWay Integration Solution for HIPAA User's Guide
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Hex Char Hex Char Hex Char
0A LF 1F us 5C \
OB VT 21 ! 5D ]

ocC FF 23 # 5E A
oD CR 24 $ 5F _
OE SO 25 % 60 '

OF Sl 26 & 7B {

10 DLE 27 ' 7C |

11 DC1 28 ( 7D }

12 DC2 29 ) 7E ~
13 DC3 2A * TF DEL
14 DC4 2B +

15 NAK 2D -
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Appendix
Sample HIPAA Files

This appendix contains a sample HIPAA input document in Electronic Data Interchange
(EDI) format, output XML document, and a 997 Functional Acknowledgment that results
from inbound processing.

For more information on obtaining HIPAA sample files for testing purposes, see Extracting
HIPAA User Samples on page 42.

In this appendix:

d  Sample HIPAA Message

4 Sample 997 Functional Acknowledgment
-  Sample Output XML Document
d

Sample Output Validation Report

Sample HIPAA Message

The following is a sample HIPAA document in Electronic Data Interchange (EDI) format. Shown
in the next two topics are the acknowledgement and XML file that are generated from this
HIPAA document on a channel configured for inbound processing.

The interchange (ISA) is 106 characters fixed length, but it has been reformatted here to fit on
the page.
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Sample 997 Functional Acknowledgment

I SA*00*. ......... *01* SECRET. . .. *ZZ*SUBM TTERS. I D. .
*ZZ* RECEI VERS. | D. . . *030101*1253*7**00501* 000000905* 0* T*: ~
GS* HR* SENDER CODE* RECEI VER CODE*19991231*0802* 1* X*005010X212~
ST*276*0001*005010X212~

BHT*0010* 13* ABC276XXX* 20050915* 1425~

HL* 1**20* 1~

NML* PR* 2* ABC | NSURANCE* * * * * P| * 12345~

HL*2*1*21* 1~

NML* 41* 2* XYZ SERVI CE** *** 46* X6 7E~

HL*3*2*19* 1~

NML* 1P* 2* HOVE HOSPI TAL* *** * XX* 1666666668~

HL* 4* 3*22* 0~

DMG* D8*19301210* M~

NML* | L*1* SM TH* FRED* ***M * 123456789A~

TRN* 1* ABCXYZ1~

REF*BLT*111~

REF* EJ* SML23456~

AMT* T3*8513. 88~

DTP*472* RD8* 20050831- 20050906~

HL* 5* 3* 22* 0~

DVG* D8*19301115* F~

NML* | L* 1* JONES* MARY* * ** M * 234567890A~

TRN* 1* ABCXYZ2~

REF*BLT*111~

REF* EJ* JO234567~

AMT* T3* 7599~

DTP*472* RD8*20050731- 20050809~

HL*6*2*19* 1~

NML* 1P* 2* HOVE HOSPI TAL PHYSI Cl ANS* * * * * XX* 1666666668~
HL* 7*6* 22* 1~

NML* I L* 1* MANN* JOHN* *** M * 345678901~

HL* 8* 7* 23~

DMG* D8*19951101* M~

NML* QC* 1* MANN* J OSEPH~

TRN* 1* ABCXYZ3~

REF* EJ* MA345678~
SVC*HC: 99203* 150* **** 1~
DTP*472* D8* 20050501~
SE*36* 0001~

GEx1*1~

| EA*1*000000905~

Sample 997 Functional Acknowledgment
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The acknowledgement service creates a functional acknowledgement (997) for inbound
messages.

An acknowledgement indicates that an inbound document was received and validated for
structure against the appropriate standard. An acknowledgement does not indicate that a
document was processed.
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The following is the acknowledgement that results from inbound processing of the preceding
HIPAA document.

The interchange (ISA) is 106 characters fixed length, but it has been reformatted here to fit on
the page.

I SA¥00*. ......... *01* SECRET. . .. *ZZ*RECEI VERS. I D. . .
*ZZ*SUBM TTERS. | D. . *110223*1140*”~*00501* 000000905* 0* T*: ~
GS* FA* RECEI VER CODE* SENDER CCDE*20110223*1140* 1* X* 005010~
ST*997*0001~

AK1* HR* 1~

AK2*276* 0001~

AK5* A~

AKO* A* 1*1* 1~

SE*6* 0001~

GE*1* 1~

| EA*1*000000905~

Sample Output XML Document

The following is the XML file that results from inbound processing of the preceding HIPAA
document.

<?xm version="1.0" encodi ng="1S0O 8859-1" ?>
<document s>
<Val i dati onReport >
<Report >
<Success/ >
</ Report >
</ Val i dati onReport >
<i nput >
<![ CDATA[ | SA*00*.......... *01* SECRET. ... *ZZ*SUBM TTERS. | D. . * ZZ*
RECEI VERS. I D. . . *030101*1253*~*00501* 000000905* 0* T*: ~
GS* HR* SENDER CODE* RECEI VER CODE* 19991231*0802* 1* X*005010X212~
ST*276*0001*005010X212~
BHT*0010* 13* ABC276XXX* 20050915* 1425~
HL* 1**20* 1~
NML* PR* 2* ABC | NSURANCE* * * * * P| * 12345~
HL*2*1*21* 1~
NML* 41* 2* XYZ SERVI CE***** 46* X67E~
HL*3*2*19* 1~
NML* 1P* 2* HOVE HOSPI TAL* ** ** XX* 1666666668~
HL* 4* 3*22* 0~
DVG* D8*19301210* M~
NML* | L*1* SM TH* FRED* *** M * 123456789A~
TRN* 1* ABCXYZ1~
REF*BLT*111~
REF* EJ* SML23456~
AMT*T3*8513. 88~
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DTP*472* RD8* 20050831- 20050906~
HL* 5* 3*22* 0~
DV D8*19301115* F~
NML* | L* 1* JONES* MARY* *** M * 234567890A~
TRN* 1* ABCXYZ2~
REF*BLT*111~
REF* EJ* JO234567~
AMT* T3* 7599~
DTP*472* RD8* 20050731- 20050809~
HL*6*2*19* 1~
NML* 1P* 2* HOVE HOSPI TAL PHYSI Cl ANS* * * * * XX* 1666666668~
HL* 7*6*22* 1~
NML* | L* 1* MANN* JOHN* *** M * 345678901~
HL*8* 7* 23~
DMG* D8*19951101* M~
NML* QC* 1* MANN* J OSEPH~
TRN* 1* ABCXYZ3~
REF* EJ* MA345678~
SVC*HC: 99203* 150* **** 1~
DTP*472*D8* 20050501~
SE*36* 0001~
CGE*1* 1~
| EA*1*000000905~] ] >
</i nput >
<out put >
<HI PAA_276_005010X212>
<| SA>
< 01 Authorization_Information_Qualifier>00
</ _01_Aut horization_Information_Qualifier>
< 02_Authorization_Information>..........
</ _02_Aut hori zation_I nformati on>
< 03_Security_Information_Qualifier>01
</ _03_Security_Information_Qualifier>
<_04_Security_Informati on>SECRET. . ..</_04_Security_I nformation>
< 05 _Interchange_I D Qualifier>zZzZ</ _05_Interchange_I D Qualifier>
< 06_I nterchange_Sender _| D>SUBM TTERS. I D. . </ _06_1I nt er change_Sender _| D>
< 07_Interchange_I D Qualifier>zZzZ</_07_Interchange_I D Qualifier>
< _08_I nterchange_Recei ver _| D>RECEI VERS. | D. . .
</ _08_I nt erchange_Recei ver _| D>
<_09_I nterchange_Dat e>030101</_09_I nt er change_Dat e>
< 10_I nterchange_Ti me>1253</ _10_I nt er change_Ti me>
< 11 Repetition_Separator>"</_11 Repetition_Separator>
< 12 I nterchange_Control Version_Nunber>00501
</ _12_Interchange_Control Version_Nunber>
< 13 I nterchange_Control _Nunber >000000905
</ _13_I nterchange_Control _Nunber >
< 14 Acknow edgenent Request ed>0</ _14 Acknow edgenent Request ed>
< 15 Usage_I ndi cat or>T</ _15 Usage_|I ndi cat or >
< _16_Conponent _El ement _Separ at or >: </ _16_Conponent _El enent _Separ at or >
</| SA>
<GS>
< 01 Functional _Identifier_Code>HR</_01_Functional _|dentifier_Code>
< 02_Application_Senders_Code>SENDER CODE</ _02_Applicati on_Senders_Code>
< _03_Application_Receivers_Code>RECEI VER
CODE</ _03_Appl ication_Recei vers_Code>
<_04_Dat e>19991231</ _04_Dat e>
<_05_Ti ne>0802</ _05_Ti me>
< _06_Group_Control _Nunber>1</_06_G oup_Control _Nunber> . .
180 < 07_Responsi bl e_Agency_Code>X</ 07_Responsi bl e_Agencyntyimaation Builders
< 08_Version__Rel ease__Industry_ldentifier_Code>005010X212</_08_Version__
Rel ease__Industry_ldentifier_Code>
</ GS>
<_276>

QT
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Sample Output Validation Report

The following is a sample output validation report in XML format containing the XML-formatted
HIPAA document, resulting HIPAA formatted data, as well as the validation status.

<?xm version="1.0" encodi ng="1SO 8859-1" ?>
<documnent s>
<Val i dati onReport >
<Report >
<Success/ >
</ Report >
</ Val i dati onReport >
<i nput >
<H PAA270>
<l SA>
< 01 _Authorization_Information_Qualifier_>00</_01_ Authorization_Information_Qualifier_>
< 02_Aut hori zation_I nformation_>1234567890</ _02_Aut hori zati on_I nformati on_>
< 03_Security Information_Qualifier_>00</_03 Security Information_Qualifier_>
< 04 _Security_Information_>1234567890</ _04_Security_Infornation_>
< 05 Interchange I D Qualifier_>ZZ</ 05 Interchange ID Qualifier_>
< 06_I nterchange_Sender | D >SUBM TTERS | D12</
_06_Interchange_Sender | D >
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< 07_Interchange_I D Qualifier_>ZZ</ _07_Interchange_|ID Qualifier_>
< 08_I nterchange_Recei ver _| D >RECEI VERS | D123</
_08_Interchange_Receiver _ID >
< 09_Interchange_Date_>010122</ _09_I nterchange_Date_ >
< 10_I nterchange_Ti ne_>1253</ _10_I nterchange_Ti ne_>
< 11 Repetition_Separator_>U</_11 Repetition_Separator_>
< 12 I nterchange_Control _Versi on_Nunber _>00401</
_12 I nterchange_Control _Versi on_Nunber_>
< 13_I nterchange_Control _Nunber _>000000905</ _13_I nt erchange_Contr ol _Nunber _>
< 14 _Acknow edgenent _Requested_>1</_14_ Acknow edgenent _Request ed_>
< 15 Usage_I ndi cat or _>T</ _15 Usage_I ndi cat or _>
<_16_Conponent _El enent _Separ at or _>: </ _16_Conponent _El enent _Separ at or _>
</ | SA>
<GS>
< 01 _Functional _Identifier_Code_>HS</_01_Functional _Identifier_Code_>
<_02_Application_Senders_Code_>Sender| D</_02_Application_Senders_Code_>
<_03_Application_Receivers_Code_>Recei ver| D</_03_Application_Recei vers_Code_>
<_04_Date_>20010122</ _04_Date_>
< 05 Tine_>1310</ _05 Tine_>
< 06_Group_Control Nunber >1</ _06_G oup_Control Nunber >
< 07_Responsi bl e_Agency_Code_>X</ _07_Responsi bl e_Agency_Code_>
< 08 _Version__Release__Industry_ldentifier_Code >004010X092A1</ 08 Version__Rel ease___
Industry_ldentifier_Code >
</ GS>
<_270>
<ST>
< 01 Transaction_Set_ldentifier_Code_>270</_01_Transacti on_Set_ldentifier_Code_>
< 02_Transaction_Set_Control _Nunmber >1234</ _02_Transacti on_Set _Control _Nunber_>
</ ST>
<BHT>
<_01_Hi erarchical _Structure_Code_>0022</_01_Hi erarchi cal _Structure_Code_>
< 02_Transaction_Set _Purpose_Code_>13</_02_Transacti on_Set_Purpose_Code_>
<_03_Reference_ldentification_>10001234</_03_Reference_ldentification_>
<_04_Dat e_>19990501</ _04_Date_>
<_05_Tinme_>1319</ _05_Ti me_>
</ BHT>
<_2000A>
<HL>
< 01 _H erarchical _I| D Nunmber_>1</_01_Hi erarchical _I D Nunber _>
< 03 Hierarchical Level Code >20</ 03 Hierarchical Level Code >
< 04 Hi erarchical Child Code >1</ 04 Hierarchical Child _Code >
</ HL>
< _2100A>
<NML>
< 01 Entity Ildentifier_Code >PR</_ 01 Entity Identifier_Code >
< 02 _Entity Type Qualifier_>2</ 02 Entity Type Qualifier_>
< 03_Nane_Last_or_Organi zati on_Nanme_>ABCCOVWPANY</ _03_Nane_Last _or_Organi zati on_Nane_>
< 08_ldentification_Code Qualifier_>Pl</_08 Identification_Code Qualifier_>
< 09 ldentification_Code >842610001</_09 | dentification_Code >

</ NML>
</ _2100A>
<_2000B>

<HL>

< 01 H erarchical _| D Nunber_>2</_01_Hi erarchical _| D Nunber_>
< _02_Hierarchical _Parent | D Nunber_>1</_02_Hi erarchi cal _Parent _I D Nunber_>
< 03_Hi erarchical _Level Code_>21</_03_Hi erarchical _Level _Code_>
< 04_H erarchical _Child_Code_>1</_04_Hi erarchi cal _Chil d_Code_>
</ HL>
182 < 2100B> Information Builders
<NML>
< 01 Entity_ldentifier_Code_>1P</_01 Entity_ldentifier_Code_>
< 02_Entity_Type_Qualifier_>1</_02_Entity_Type_Qualifier_>
< _03_Nane_Last_or_Organi zati on_Name_>JONES</ _03_Nane_Last _or_Organi zati on_Nane_>
e NA Narmoa Circt SMDROIIC-! NA Narnmoe Cirect ~



Tutorial: Adding a Detail Line Counter

Appendix
to a Purchase Order Transform

This section provides a tutorial that describes how to add a detail line counter, such as a
variable, to a purchase order transform. You will add a variable to the transform will
count the total number of detail lines and then insert that total into the document trailer.

In this appendix:
d Configuring the Required Variables

.4 Using the Graphical Mapping Builder

Configuring the Required Variables
This section describes how to configure a variable and then add this variable to a root node.
Procedure: How to Configure a Variable

To configure a variable:

1. In Integration explorer, right-click the transform name and select Properties.

2. Select the variables and then click New.
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3. Enter the variable Name, Value, Variable Type, and Data Type, as shown in the following

image.
7 Properties for Copy_of_EDT_X12_to_XML.gxp = o
Variables T
Resource

Run/Debug Settings
Transform Properties
DREPLACE Function
Custorn Functions
Input
IDBC Data Source
kappings
Qutput
Wariables
HML Marmespaces

hanage the list of variables to be used in transformation mappings. Variables are used through processing
functions @VARIABLE and @GetConstant.

List of defined variables

Mame Yalue Wariable Type Data Type Description
detlinecnt ] § Dynamic nurmber

Ni Edit... | [(Import., | | Delete

[ Restore Defaults Spply |

[ Ok ] [ Cancel l
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F. Tutorial: Adding a Detail Line Counter to a Purchase Order Transform I

Procedure: How to Add a Variable to a Root Node

To add a variable to a root node (for example, Document):

1. Right-click the document root node, click Add, select Variable, and then click on any newly

created variable to add into the Document root tag, for example detlinecnt.

Quitput: XML
=4l
b Corr Add
ke Cust )
k- & Dire Lut
k- @ Doc| (5 Copy
F- 4 Fool
: Pas
L & Vers aste
b- 4 van| 3 Delete
k-4 Rese 3¢ Delete Mapping
F=® PU or  Delete Sublree Mappi
k- @ Loce elete ree happings
Fo 4 Intel §8  Delete All Output Iterns
F- @ Intey Rename
+- 4 EDI
+- 4 Hea Move Up
7-0 MNart

‘:_‘» Det MWeove Doam
+- 4 Terr| [T«  Expand
'."“ Cha Collapse

+- 48 Totz
Setto Root

Encapsulate

Change Type

Export to Librany...

Reload Schema

cHCEe 6o

Export Mapping to Library...

e Fo—

Attrib
Group
Element
ChaTA
Comment
Content

Variable ] detlinecnt

E Mew...
[

+ @ EDI

4 Header

F 4@ MName

& Detailline

FH @ Terms

= @ ChargeCrSllowance

F @ TotalOrder
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The variable appears in the Output: XML pane, as shown in the following image.

Qutput: XML
+- 4% Document
3-- < CompanyCode
k- & CustomerMumber
i-— < Direction
+- & DocumentType
- < Footprint
- <» Version
- ¢ Van
- ¢ Reseller
- { PurchaseOrderNumber
- < LocationNumber
- ¢ InternalOrderMumber
- & InternalSDQSequencel
‘@' EDI
@ Header
+‘ 4 Name
+- 4 Detailline
t-@' Terms
+- 4 ChargeQrAllowance

SR detiinecnt
Al [

-v- -r--u—-r--v- -r--u—-r-
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2. Using the up arrow on the button bar, move the newly added variable up.

=l

e = | L2t KR

[ Move Up ]

b O
-
b-®
- @
- ®
H

F
k

[

&

b

b
L]
-

- A
-
+- B
-
.-

<&
&
<&
&
<
&P

—Output: XML
+- 4 Document

CompanyCode
CustomerMumber
Direction
DocumentType
Footprint

F- & Version

Van

Reseller
PurchaseOrderMumber
LocationNumber
InternalOrderNumber
InternalSDQSequenceMumber
EDI

Header

Mame

Detailline

Terms
ChargeQOrAllowance

B4 Document

Nyl

850
PO
1.0

c
C
C
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The counter should be initialized to zero for each document prior to the detail line loop
(you must set the counter to 0).

3. Expand the detail line group and detail group, then right-click on the group name, and add
a work element that will contain the Line Count Value in the output XML.

$.G DetalLine =1 4 :'l.'.‘..; ILire
o @ ,
P ' ® | b4 ?  Auribute EDI/ Group_Loo
- -4 of Cut & Group Itemlds
Py @ & Element
p H ""a‘ L CUF’}" Duantities
: : ':"@ Paste (Bl coata PriceCost
: : = I
b :_ g ! 83 Delete &> Comment
Pl e Delete Mapping 4 Content
bl @052 Delete Subtree Mappings $ Variable * |
o k-] C
I S Delete All Output Fems c
E 1 b Rename c
L -3 c
: @ Mowve Up c
¢ c
b c
& (s

2k Move Down

=y g

Expand

-
i
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Procedure: How to Use the Graphical Mapping Builder
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This section describes how to use the Graphical Mapping Builder to manage the mapping of
the output node.

1. Double-click the Work element to open Graphical Mapping Builder.

¥
1
L]
1
3
1

- 4% Measurement
-4y DateLoop
-4 LineWeight

- 43 ReferenceType
-4 LeadTime

B

-

- 4% Note

k- & ConditionOfSaleCode

Information Builders



F. Tutorial: Adding a Detail Line Counter to a Purchase Order Transform I

Drag the $detlinecnt variable from the Variables pane and drop it in Graphical Mapping
Builder workspace, as shown in the following image.

7 Mapping Builder
Graphical Mapping Builder

Manage the mapping of the output node. Mapping can be done by dragging the function or the input into the
choose constant or expression, For Insert/Replace menu, drag and drop a function while helding the right mou|

Function

Input

Variables

# Mapping Builder

Graphical Mapping Builder
Manage the mapping of the output node. Mapping can be done by dragging the function or the input into tl
choose constant or expression. For Insert/Replace menu, drag and drop a function while holding the night me

Functicn

Input

Variables £ @VARIABLE |
C detlinecnt C GET
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3. Double-click the GET action support box, select ADD from drop-down list, and click OK, as
shown in the following image.

7 Mapping Builder

Graphical Mapping Builder
Manage the mapping of the output node. Mapping can be done by dragging the function or the input into the mapping area or by right clicking ar
choose constant or expression. For Insert/Replace menu, drag and drop a function while holding the right mouse button.

Function

Variables A @VARIABLE |
I . dynamic_variable_name | action |

@ Constant (| Expression

test variable

L S

The updated variable appears.

Graphical Mapping Builder
Manage the mapping of the output node. Mapping can be done by dragging the function or the input into the mapp|
choose constant or expression. For Insert/Replace menu, drag and drop a function while holding the right mouse but{

Function

Input

Variables £ @VARIABLE

| actio | P

C detlinecnt C ADD c1
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F. Tutorial: Adding a Detail Line Counter to a Purchase Order Transform I

The following screen appears in the transform.

T T AT

E- 4P Detailline = 4 Detailline
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: : fe @VARIABLE('detlinecnt’, 8001} |
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The TotalOrder group already contains the element, detaillinecount, to contain the counter,
as shown in the following image.

i %4 Acknowledgement
; 4P Terms
+- 4P ChargeOrillowance
D-@ TotalOrder
Ir- ¢ TotalPOAmount
+- 4 Quantities
1-@ OrderWeight

detaillinecount

4. Double-click the detaillinecount element to open the Graphical Mapping Builder.
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5. Drag the $detlinecnt variable from the Variables pane and drop it in the Graphical Mapping
Builder workspace.

# Mapping Builder
Graphical Mapping Builder
Manage the mapping of the output node. Mapping can be done by dragging the function or the input into the

choose constant or expressicn. For Insert/Replace menu, drag and drop a function while holding the right mioy
Function .

Input

Variables

(O |
# Mapping Builder
Graphical Mapping Builder

Manage the mapping of the cutput node. Mapping can be done by dragging the function or the input into t
choose constant or expression. For Insert/Replace menu, drag and drop a function while holding the right m

Function ¥
Input ¥
Variables 2 £ @VARIABLE

§ detlinecnt yTIGImIL, o | ’

—

C detlinecnt C GET

6. Click OK and then save your transform.

7. Test run your transform.
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F. Tutorial: Adding a Detail Line Counter to a Purchase Order Transform I

The following example shows 3 as the total number of detail lines appearing in the node.

<fPriceCost>
CWork:»3< works>
«fDetail>
«fDetailliner
<Totaldrders
«Total DetaillineCount>3</Total DetaillineCounts
«fTotalorders
</Document >
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Feedback

Customer success is our top priority. Connect with us today!

Information Builders Technical Content Management team is comprised of many talented
individuals who work together to design and deliver quality technical documentation products.
Your feedback supports our ongoing efforts!

You can also preview new innovations to get an early look at new content products and
services. Your participation helps us create great experiences for every customer.

To send us feedback or make a connection, contact Sarah Buccellato, Technical Editor,
Technical Content Management at Sarah_Buccellato@ibi.com.

To request permission to repurpose copyrighted material, please contact Frances Gambino,
Vice President, Technical Content Management at Frances_Gambino@ibi.com.
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